**Instruction for migration of sample data**

**From Ironwood.master 143 to Juniper-122**

**Migration of selenium script generated data:**

**Instructions for migrating the selenium generated Hawthorn data from Hawthorn to Ironwood 143 and after that Ironwood-143 to Juniper-122.**

**Migrate from Hawthorn to Ironwood:**

**On Ironwood.master 143 machine:**

**Fresh Ironwood.master:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**sudo /edx/bin/supervisorctl status all**

**sudo /edx/bin/supervisorctl stop all**

*mysql -uroot -p < FI27/mysql-structure-data-20200702T182214.sql*

*mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FI27/mongo-dump-20200702T182214/edxapp*

*mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FI27/mongo-dump-20200702T182214/cs\_comments\_service*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p < FI27/mysql-structure-data-20200702T182214.sql

Enter password:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FI27/mongo-dump-20200702T182214/edxapp

2020-11-26T14:00:05.869+0530 building a list of collections to restore from FI27/mongo-dump-20200702T182214/edxapp dir

2020-11-26T14:00:05.944+0530 reading metadata for edxapp.fs.chunks from FI27/mongo-dump-20200702T182214/edxapp/fs.chunks.metadata.json

2020-11-26T14:00:05.959+0530 reading metadata for edxapp.modulestore.definitions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.definitions.metadata.json

2020-11-26T14:00:05.967+0530 reading metadata for edxapp.fs.files from FI27/mongo-dump-20200702T182214/edxapp/fs.files.metadata.json

2020-11-26T14:00:05.979+0530 reading metadata for edxapp.modulestore.structures from FI27/mongo-dump-20200702T182214/edxapp/modulestore.structures.metadata.json

2020-11-26T14:00:06.023+0530 restoring edxapp.fs.chunks from FI27/mongo-dump-20200702T182214/edxapp/fs.chunks.bson

2020-11-26T14:00:06.093+0530 restoring edxapp.modulestore.definitions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.definitions.bson

2020-11-26T14:00:06.128+0530 restoring edxapp.fs.files from FI27/mongo-dump-20200702T182214/edxapp/fs.files.bson

2020-11-26T14:00:06.207+0530 restoring edxapp.modulestore.structures from FI27/mongo-dump-20200702T182214/edxapp/modulestore.structures.bson

2020-11-26T14:00:06.208+0530 restoring indexes for collection edxapp.modulestore.definitions from metadata

2020-11-26T14:00:06.245+0530 finished restoring edxapp.modulestore.definitions (168 documents)

2020-11-26T14:00:06.368+0530 reading metadata for edxapp.modulestore.active\_versions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.active\_versions.metadata.json

2020-11-26T14:00:06.401+0530 restoring indexes for collection edxapp.modulestore.structures from metadata

2020-11-26T14:00:06.436+0530 restoring edxapp.modulestore.active\_versions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.active\_versions.bson

2020-11-26T14:00:06.440+0530 finished restoring edxapp.modulestore.structures (8 documents)

2020-11-26T14:00:06.448+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-11-26T14:00:06.453+0530 finished restoring edxapp.fs.files (1167 documents)

2020-11-26T14:00:06.543+0530 restoring indexes for collection edxapp.modulestore.active\_versions from metadata

2020-11-26T14:00:06.548+0530 finished restoring edxapp.modulestore.active\_versions (1 document)

2020-11-26T14:00:06.996+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-11-26T14:00:07.044+0530 finished restoring edxapp.fs.chunks (1206 documents)

2020-11-26T14:00:07.044+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FI27/mongo-dump-20200702T182214/cs\_comments\_service

2020-11-26T14:00:25.208+0530 building a list of collections to restore from FI27/mongo-dump-20200702T182214/cs\_comments\_service dir

2020-11-26T14:00:25.216+0530 reading metadata for cs\_comments\_service.users from FI27/mongo-dump-20200702T182214/cs\_comments\_service/users.metadata.json

2020-11-26T14:00:25.261+0530 restoring cs\_comments\_service.users from FI27/mongo-dump-20200702T182214/cs\_comments\_service/users.bson

2020-11-26T14:00:25.266+0530 restoring indexes for collection cs\_comments\_service.users from metadata

2020-11-26T14:00:25.267+0530 finished restoring cs\_comments\_service.users (1 document)

2020-11-26T14:00:25.267+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*lynx internet.iitb.ac.in*

Cd /var/tmp/configuration

git branch

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

master

\* open-release/ironwood.master

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*cd*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*ls -la /edx/app/edx\_ansible/edx\_ansible/util/install*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*-rw-r--r-- 1 edx-ansible edx-ansible 5150 Oct 20 2019 native.sh*

*-rwxr-xr-x 1 edx-ansible edx-ansible 332 Oct 20 2019 sandbox.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*sudo chmod 777 /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh*

*[sudo] password for edx:*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*ls -la /edx/app/edx\_ansible/edx\_ansible/util/install*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*-rwxrwxrwx 1 edx-ansible edx-ansible 5150 Oct 20 2019 native.sh*

*-rwxr-xr-x 1 edx-ansible edx-ansible 332 Oct 20 2019 sandbox.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*sudo vi /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*SEARCH:CONFIGURATION\_VERSION*

Add the two lines before CONFIGURATION\_VERSION line

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*OPENEDX\_RELEASE=*open-release/ironwood.master

*echo ${OPENEDX\_RELEASE}*

*CONFIGURATION\_VERSION=${CONFIGURATION\_VERSION-$OPENEDX\_RELEASE}*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*Cd*

*export OPENEDX\_RELEASE=*open-release/ironwood.master

*echo ${OPENEDX\_RELEASE}*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

open-release/juniper.2

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sarita@dbpsysads-desktop:~/VM Dump$ scp -r MD-H28/ edx@10.129.103.143:/home/edx/

edx@10.129.103.143's password:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

modulestore.active\_versions.bson 100% 19KB 19.4KB/s 00:00

fs.files.bson 100% 698KB 698.4KB/s 00:00

fs.chunks.metadata.json 100% 185 0.2KB/s 00:00

modulestore.structures.metadata.json 100% 101 0.1KB/s 00:00

modulestore.definitions.bson 100% 1221KB 1.2MB/s 00:00

modulestore.active\_versions.metadata.json 100% 106 0.1KB/s 00:00

modulestore.structures.bson 100% 15MB 14.8MB/s 00:01

fs.files.metadata.json 100% 87 0.1KB/s 00:00

modulestore.definitions.metadata.json 100% 102 0.1KB/s 00:00

fs.chunks.bson 100% 30MB 30.4MB/s 00:00

users.bson 100% 1216KB 1.2MB/s 00:00

contents.bson 100% 74KB 74.2KB/s 00:00

subscriptions.bson 100% 18KB 18.1KB/s 00:00

users.metadata.json 100% 97 0.1KB/s 00:00

subscriptions.metadata.json 100% 105 0.1KB/s 00:00

contents.metadata.json 100% 100 0.1KB/s 00:00

mysql-structure-data-20200101T172220.sql 100% 775MB 70.5MB/s 00:11

sarita@dbpsysads-desktop:~/VM Dump$

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

On Ironwood.master 143

*mysql -uroot -p < MD-H28/mysql-structure-data-20200101T172220.sql*

*Enter password:*

*mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp*

*mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MD-H28/mongo-dump-20200101T172220/edxapp

2020-11-26T14:58:43.119+0530 building a list of collections to restore from MD-H28/mongo-dump-20200101T172220/edxapp dir

2020-11-26T14:58:43.157+0530 reading metadata for edxapp.fs.chunks from MD-H28/mongo-dump-20200101T172220/edxapp/fs.chunks.metadata.json

2020-11-26T14:58:43.158+0530 reading metadata for edxapp.fs.files from MD-H28/mongo-dump-20200101T172220/edxapp/fs.files.metadata.json

2020-11-26T14:58:43.158+0530 reading metadata for edxapp.modulestore.definitions from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.definitions.metadata.json

2020-11-26T14:58:43.170+0530 reading metadata for edxapp.modulestore.structures from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.structures.metadata.json

2020-11-26T14:58:43.214+0530 restoring edxapp.fs.chunks from MD-H28/mongo-dump-20200101T172220/edxapp/fs.chunks.bson

2020-11-26T14:58:43.278+0530 restoring edxapp.fs.files from MD-H28/mongo-dump-20200101T172220/edxapp/fs.files.bson

2020-11-26T14:58:43.363+0530 restoring edxapp.modulestore.definitions from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.definitions.bson

2020-11-26T14:58:43.385+0530 restoring edxapp.modulestore.structures from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.structures.bson

2020-11-26T14:58:43.618+0530 restoring indexes for collection edxapp.modulestore.definitions from metadata

2020-11-26T14:58:43.644+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-11-26T14:58:43.653+0530 finished restoring edxapp.modulestore.definitions (1342 documents)

2020-11-26T14:58:43.658+0530 finished restoring edxapp.fs.files (1178 documents)

2020-11-26T14:58:43.659+0530 reading metadata for edxapp.modulestore.active\_versions from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.active\_versions.metadata.json

2020-11-26T14:58:43.698+0530 restoring edxapp.modulestore.active\_versions from MD-H28/mongo-dump-20200101T172220/edxapp/modulestore.active\_versions.bson

2020-11-26T14:58:43.715+0530 restoring indexes for collection edxapp.modulestore.active\_versions from metadata

2020-11-26T14:58:43.716+0530 finished restoring edxapp.modulestore.active\_versions (65 documents)

2020-11-26T14:58:44.193+0530 restoring indexes for collection edxapp.modulestore.structures from metadata

2020-11-26T14:58:44.194+0530 finished restoring edxapp.modulestore.structures (794 documents)

2020-11-26T14:58:44.434+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-11-26T14:58:44.502+0530 finished restoring edxapp.fs.chunks (1242 documents)

2020-11-26T14:58:44.502+0530 done

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MD-H28/mongo-dump-20200101T172220/cs\_comments\_service

2020-11-26T14:59:03.240+0530 building a list of collections to restore from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service dir

2020-11-26T14:59:03.242+0530 reading metadata for cs\_comments\_service.contents from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/contents.metadata.json

2020-11-26T14:59:03.242+0530 reading metadata for cs\_comments\_service.subscriptions from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/subscriptions.metadata.json

2020-11-26T14:59:03.303+0530 reading metadata for cs\_comments\_service.users from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/users.metadata.json

2020-11-26T14:59:03.343+0530 restoring cs\_comments\_service.contents from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/contents.bson

2020-11-26T14:59:03.392+0530 restoring cs\_comments\_service.users from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/users.bson

2020-11-26T14:59:03.429+0530 restoring cs\_comments\_service.subscriptions from MD-H28/mongo-dump-20200101T172220/cs\_comments\_service/subscriptions.bson

2020-11-26T14:59:03.456+0530 restoring indexes for collection cs\_comments\_service.contents from metadata

2020-11-26T14:59:03.461+0530 finished restoring cs\_comments\_service.contents (124 documents)

2020-11-26T14:59:03.473+0530 restoring indexes for collection cs\_comments\_service.subscriptions from metadata

2020-11-26T14:59:03.477+0530 finished restoring cs\_comments\_service.subscriptions (119 documents)

2020-11-26T14:59:04.350+0530 restoring indexes for collection cs\_comments\_service.users from metadata

2020-11-26T14:59:04.351+0530 finished restoring cs\_comments\_service.users (12585 documents)

2020-11-26T14:59:04.351+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*lynx internet.iitb.ac.in*

***Run the script***

*/edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Capturing output to logs/install-20201126-150131.log

Installation started at 2020-11-26 15:01:31

Installing release 'ironwood.master'

[sudo] password for edx:

Reading package lists...

Building dependency tree...

Reading state information...

python-software-properties is already the newest version (0.96.20.9).

0 upgraded, 0 newly installed, 0 to remove and 12 not upgraded.

gpg: keyring `/tmp/tmp3p2faw1l/secring.gpg' created

gpg: keyring `/tmp/tmp3p2faw1l/pubring.gpg' created

gpg: requesting key BA9EF27F from hkp server keyserver.ubuntu.com

gpg: /tmp/tmp3p2faw1l/trustdb.gpg: trustdb created

gpg: key BA9EF27F: public key "Launchpad Toolchain builds" imported

gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

OK

Get:1 http://nginx.org/packages/ubuntu xenial InRelease [4,354 B]

Get:2 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial InRelease [23.8 kB]

Get:3 http://security.ubuntu.com/ubuntu xenial-security InRelease [109 kB]

Hit:4 http://in.archive.ubuntu.com/ubuntu xenial InRelease

Get:5 http://in.archive.ubuntu.com/ubuntu xenial-updates InRelease [109 kB]

Get:6 http://in.archive.ubuntu.com/ubuntu xenial-backports InRelease [107 kB]

Get:7 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial InRelease [17.5 kB]

Get:8 http://nginx.org/packages/ubuntu xenial/nginx amd64 Packages [30.5 kB]

Get:9 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 Packages [1,891 kB]

Get:10 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial/main amd64 Packages [3,368 B]

Get:11 http://nginx.org/packages/ubuntu xenial/nginx i386 Packages [30.5 kB]

Get:12 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial/main i386 Packages [3,368 B]

Get:13 http://security.ubuntu.com/ubuntu xenial-security/main amd64 Packages [1,488 kB]

Hit:14 http://ppa.edx.org xenial InRelease

Get:15 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial/main amd64 Packages [88.4 kB]

Ign:16 http://packages.elastic.co/elasticsearch/1.5/debian stable InRelease

Hit:17 http://packages.elastic.co/elasticsearch/1.5/debian stable Release

Get:19 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial/main i386 Packages [86.5 kB]

Get:20 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial InRelease [23.8 kB]

Get:21 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial/main Translation-en [14.6 kB]

Get:22 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial/main amd64 Packages [10.6 kB]

Get:23 http://in.archive.ubuntu.com/ubuntu xenial-updates/main i386 Packages [1,452 kB]

Get:24 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial/main i386 Packages [10.6 kB]

Get:25 http://security.ubuntu.com/ubuntu xenial-security/main i386 Packages [1,084 kB]

Get:26 http://in.archive.ubuntu.com/ubuntu xenial-updates/main Translation-en [457 kB]

Get:27 http://in.archive.ubuntu.com/ubuntu xenial-updates/restricted amd64 Packages [10.2 kB]

Get:28 http://in.archive.ubuntu.com/ubuntu xenial-updates/restricted i386 Packages [10.2 kB]

Get:29 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 Packages [1,199 kB]

Get:30 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe i386 Packages [1,068 kB]

Get:31 http://security.ubuntu.com/ubuntu xenial-security/main Translation-en [353 kB]

Get:32 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe Translation-en [350 kB]

Get:33 http://security.ubuntu.com/ubuntu xenial-security/restricted amd64 Packages [9,824 B]

Get:34 http://security.ubuntu.com/ubuntu xenial-security/restricted i386 Packages [9,800 B]

Get:35 http://in.archive.ubuntu.com/ubuntu xenial-updates/multiverse amd64 Packages [23.0 kB]

Get:36 http://in.archive.ubuntu.com/ubuntu xenial-updates/multiverse i386 Packages [21.8 kB]

Get:37 http://in.archive.ubuntu.com/ubuntu xenial-updates/multiverse Translation-en [8,632 B]

Get:38 http://in.archive.ubuntu.com/ubuntu xenial-backports/main amd64 Packages [9,812 B]

Get:39 http://in.archive.ubuntu.com/ubuntu xenial-backports/main i386 Packages [9,784 B]

Get:40 http://security.ubuntu.com/ubuntu xenial-security/universe amd64 Packages [777 kB]

Get:41 http://in.archive.ubuntu.com/ubuntu xenial-backports/universe amd64 Packages [11.3 kB]

Get:42 http://in.archive.ubuntu.com/ubuntu xenial-backports/universe i386 Packages [10.9 kB]

Get:43 http://in.archive.ubuntu.com/ubuntu xenial-backports/universe Translation-en [4,476 B]

Ign:44 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 InRelease

Hit:45 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 Release

Get:46 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 Release.gpg [801 B]

Ign:46 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 Release.gpg

Get:47 http://security.ubuntu.com/ubuntu xenial-security/universe i386 Packages [657 kB]

Get:48 http://security.ubuntu.com/ubuntu xenial-security/universe Translation-en [220 kB]

Get:49 http://security.ubuntu.com/ubuntu xenial-security/multiverse amd64 Packages [8,232 B]

Get:50 http://security.ubuntu.com/ubuntu xenial-security/multiverse i386 Packages [8,484 B]

Get:51 http://security.ubuntu.com/ubuntu xenial-security/multiverse Translation-en [2,888 B]

Fetched 11.8 MB in 21s (542 kB/s)

Reading package lists...

W: http://packages.elastic.co/elasticsearch/1.5/debian/dists/stable/Release.gpg: Signature by key 46095ACC8548582C1A2699A9D27D666CD88E42B4 uses weak digest algorithm (SHA1)

W: GPG error: http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 Release: The following signatures couldn't be verified because the public key is not available: NO\_PUBKEY D68FA50FEA312927

W: The repository 'http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.2 Release' is not signed.

Reading package lists...

Building dependency tree...

Reading state information...

Calculating upgrade...

The following packages have been kept back:

base-files elasticsearch git git-man linux-generic linux-headers-generic

linux-image-generic rabbitmq-server ubuntu-server

The following packages will be upgraded:

accountsservice amd64-microcode apport apt apt-transport-https apt-utils

bind9-host bsdutils ca-certificates cloud-guest-utils cpio curl dbus

distro-info-data dmidecode dnsutils e2fslibs e2fsprogs file gcc-7-base

gcc-9-base grub-common grub-legacy-ec2 grub-pc grub-pc-bin grub2-common

icu-devtools initramfs-tools initramfs-tools-bin initramfs-tools-core

intel-microcode krb5-locales libaccountsservice0 libapt-inst2.0

libapt-pkg5.0 libatomic1 libbind9-140 libblkid1 libbsd0 libc-bin

libc-dev-bin libc6 libc6-dev libcc1-0 libcilkrts5 libcomerr2 libcups2

libcurl3 libcurl3-gnutls libcurl4-openssl-dev libdbi-perl libdbus-1-3

libdns-export162 libdns162 libfdisk1 libfreetype6 libfreetype6-dev libgcc1

libgcrypt20 libgcrypt20-dev libgd3 libglib2.0-0 libglib2.0-data

libgnutls-dev libgnutls-openssl27 libgnutls30 libgnutlsxx28 libgomp1

libgssapi-krb5-2 libicu-dev libicu55 libisc-export160 libisc160 libisccc140

libisccfg140 libitm1 libjpeg-turbo8 libjpeg-turbo8-dev libjson-c2

libk5crypto3 libkrb5-3 libkrb5support0 libldap-2.4-2 liblsan0 liblwres141

libmagic1 libmount1 libmysqlclient-dev libmysqlclient20 libnss3 libnss3-dev

libnss3-nssdb libpam-modules libpam-modules-bin libpam-runtime

libpam-systemd libpam0g libpcap0.8 libperl5.22 libprocps4 libpulse0

libpython2.7 libpython2.7-dev libpython2.7-minimal libpython2.7-stdlib

libpython3.5 libpython3.5-dev libpython3.5-minimal libpython3.5-stdlib

libquadmath0 libsasl2-2 libsasl2-dev libsasl2-modules libsasl2-modules-db

libseccomp2 libsmartcols1 libsqlite3-0 libsqlite3-dev libss2 libssl-dev

libssl-doc libssl1.0.0 libstdc++6 libsystemd0 libtsan0 libubsan0 libudev1

libuuid1 libvpx3 libx11-6 libx11-data libx11-dev libx11-doc libx11-xcb1

libxml2 libxml2-dev libxslt1-dev libxslt1.1 linux-base linux-firmware

linux-libc-dev locales mongodb-org mongodb-org-mongos mongodb-org-server

mongodb-org-shell mongodb-org-tools mount multiarch-support mysql-common

nginx ntp openjdk-8-jdk openjdk-8-jdk-headless openjdk-8-jre

openjdk-8-jre-headless openssh-client openssh-server openssh-sftp-server

openssl perl perl-base perl-modules-5.22 postfix procps python-apt

python-apt-common python-magic python-pip python-pip-whl

python-software-properties python2.7 python2.7-dev python2.7-minimal

python3-apport python3-apt python3-distupgrade python3-pip

python3-problem-report python3-software-properties python3-update-manager

python3-urllib3 python3.5 python3.5-dev python3.5-minimal rsync snapd

software-properties-common sosreport sudo systemd systemd-sysv tcpdump

tzdata ubuntu-keyring ubuntu-minimal ubuntu-release-upgrader-core

ubuntu-standard udev unattended-upgrades update-manager-core util-linux

uuid-runtime vim vim-common vim-runtime vim-tiny zlib1g zlib1g-dev

209 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Need to get 327 MB of archives.

After this operation, 42.5 MB of additional disk space will be used.

WARNING: The following packages cannot be authenticated!

mongodb-org-shell mongodb-org-server mongodb-org-mongos mongodb-org-tools

mongodb-org

E: There were unauthenticated packages and -y was used without --allow-unauthenticated

Reading package lists...

Building dependency tree...

Reading state information...

build-essential is already the newest version (12.1ubuntu2).

g++ is already the newest version (4:5.3.1-1ubuntu1).

gcc is already the newest version (4:5.3.1-1ubuntu1).

libxmlsec1-dev is already the newest version (1.2.20-2ubuntu4).

swig is already the newest version (3.0.8-0ubuntu3).

python-dev is already the newest version (2.7.12-1~16.04).

git-core is already the newest version (1:2.14.2-1~ppa0~ubuntu16.04.1).

The following additional packages will be installed:

libcurl3-gnutls libfreetype6 libmysqlclient20 libxml2 libxslt1.1

python-pip-whl python3-pip python3-software-properties

Suggested packages:

python-apt-dbg python-apt-doc

The following packages will be upgraded:

curl libcurl3-gnutls libfreetype6 libfreetype6-dev libmysqlclient-dev

libmysqlclient20 libxml2 libxml2-dev libxslt1-dev libxslt1.1 python-apt

python-pip python-pip-whl python3-pip python3-software-properties

software-properties-common

16 upgraded, 0 newly installed, 0 to remove and 202 not upgraded.

Need to get 6,800 kB of archives.

After this operation, 1,346 kB disk space will be freed.

Get:1 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 curl amd64 7.47.0-1ubuntu2.16 [139 kB]

Get:2 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libcurl3-gnutls amd64 7.47.0-1ubuntu2.16 [184 kB]

Get:3 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libxml2-dev amd64 2.9.3+dfsg1-1ubuntu0.7 [744 kB]

Get:4 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libxml2 amd64 2.9.3+dfsg1-1ubuntu0.7 [698 kB]

Get:5 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libfreetype6-dev amd64 2.6.1-0.1ubuntu2.5 [955 kB]

Get:6 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libfreetype6 amd64 2.6.1-0.1ubuntu2.5 [316 kB]

Get:7 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libmysqlclient-dev amd64 5.7.32-0ubuntu0.16.04.1 [988 kB]

Get:8 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libmysqlclient20 amd64 5.7.32-0ubuntu0.16.04.1 [684 kB]

Get:9 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libxslt1-dev amd64 1.1.28-2.1ubuntu0.3 [406 kB]

Get:10 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libxslt1.1 amd64 1.1.28-2.1ubuntu0.3 [146 kB]

Get:11 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python-apt amd64 1.1.0~beta1ubuntu0.16.04.9 [147 kB]

Get:12 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python3-pip all 8.1.1-2ubuntu0.6 [109 kB]

Get:13 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python-pip all 8.1.1-2ubuntu0.6 [144 kB]

Get:14 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python-pip-whl all 8.1.1-2ubuntu0.6 [1,112 kB]

Get:15 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 software-properties-common all 0.96.20.10 [9,504 B]

Get:16 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-software-properties all 0.96.20.10 [20.2 kB]

Fetched 6,800 kB in 12s (545 kB/s)

(Reading database ... 80492 files and directories currently installed.)

Preparing to unpack .../curl\_7.47.0-1ubuntu2.16\_amd64.deb ...

Unpacking curl (7.47.0-1ubuntu2.16) over (7.47.0-1ubuntu2.14) ...

Preparing to unpack .../libcurl3-gnutls\_7.47.0-1ubuntu2.16\_amd64.deb ...

Unpacking libcurl3-gnutls:amd64 (7.47.0-1ubuntu2.16) over (7.47.0-1ubuntu2.14) ...

Preparing to unpack .../libxml2-dev\_2.9.3+dfsg1-1ubuntu0.7\_amd64.deb ...

Unpacking libxml2-dev:amd64 (2.9.3+dfsg1-1ubuntu0.7) over (2.9.3+dfsg1-1ubuntu0.6) ...

Preparing to unpack .../libxml2\_2.9.3+dfsg1-1ubuntu0.7\_amd64.deb ...

Unpacking libxml2:amd64 (2.9.3+dfsg1-1ubuntu0.7) over (2.9.3+dfsg1-1ubuntu0.6) ...

Preparing to unpack .../libfreetype6-dev\_2.6.1-0.1ubuntu2.5\_amd64.deb ...

Unpacking libfreetype6-dev:amd64 (2.6.1-0.1ubuntu2.5) over (2.6.1-0.1ubuntu2.4) ...

Preparing to unpack .../libfreetype6\_2.6.1-0.1ubuntu2.5\_amd64.deb ...

Unpacking libfreetype6:amd64 (2.6.1-0.1ubuntu2.5) over (2.6.1-0.1ubuntu2.4) ...

Preparing to unpack .../libmysqlclient-dev\_5.7.32-0ubuntu0.16.04.1\_amd64.deb ...

Unpacking libmysqlclient-dev (5.7.32-0ubuntu0.16.04.1) over (5.7.27-0ubuntu0.16.04.1) ...

Preparing to unpack .../libmysqlclient20\_5.7.32-0ubuntu0.16.04.1\_amd64.deb ...

Unpacking libmysqlclient20:amd64 (5.7.32-0ubuntu0.16.04.1) over (5.7.27-0ubuntu0.16.04.1) ...

Preparing to unpack .../libxslt1-dev\_1.1.28-2.1ubuntu0.3\_amd64.deb ...

Unpacking libxslt1-dev:amd64 (1.1.28-2.1ubuntu0.3) over (1.1.28-2.1ubuntu0.2) ...

Preparing to unpack .../libxslt1.1\_1.1.28-2.1ubuntu0.3\_amd64.deb ...

Unpacking libxslt1.1:amd64 (1.1.28-2.1ubuntu0.3) over (1.1.28-2.1ubuntu0.2) ...

Preparing to unpack .../python-apt\_1.1.0~beta1ubuntu0.16.04.9\_amd64.deb ...

Unpacking python-apt (1.1.0~beta1ubuntu0.16.04.9) over (1.1.0~beta1ubuntu0.16.04.5) ...

Preparing to unpack .../python3-pip\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python3-pip (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../python-pip\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python-pip (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../python-pip-whl\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python-pip-whl (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../software-properties-common\_0.96.20.10\_all.deb ...

Unpacking software-properties-common (0.96.20.10) over (0.96.20.9) ...

Preparing to unpack .../python3-software-properties\_0.96.20.10\_all.deb ...

Unpacking python3-software-properties (0.96.20.10) over (0.96.20.9) ...

Processing triggers for man-db (2.7.5-1) ...

Processing triggers for libc-bin (2.23-0ubuntu11) ...

Processing triggers for dbus (1.10.6-1ubuntu3.4) ...

Setting up libcurl3-gnutls:amd64 (7.47.0-1ubuntu2.16) ...

Setting up curl (7.47.0-1ubuntu2.16) ...

Setting up libxml2:amd64 (2.9.3+dfsg1-1ubuntu0.7) ...

Setting up libxml2-dev:amd64 (2.9.3+dfsg1-1ubuntu0.7) ...

Setting up libfreetype6:amd64 (2.6.1-0.1ubuntu2.5) ...

Setting up libfreetype6-dev:amd64 (2.6.1-0.1ubuntu2.5) ...

Setting up libmysqlclient20:amd64 (5.7.32-0ubuntu0.16.04.1) ...

Setting up libmysqlclient-dev (5.7.32-0ubuntu0.16.04.1) ...

Setting up libxslt1.1:amd64 (1.1.28-2.1ubuntu0.3) ...

Setting up libxslt1-dev:amd64 (1.1.28-2.1ubuntu0.3) ...

Setting up python-apt (1.1.0~beta1ubuntu0.16.04.9) ...

Setting up python-pip-whl (8.1.1-2ubuntu0.6) ...

Setting up python3-pip (8.1.1-2ubuntu0.6) ...

Setting up python-pip (8.1.1-2ubuntu0.6) ...

Setting up python3-software-properties (0.96.20.10) ...

Setting up software-properties-common (0.96.20.10) ...

Processing triggers for libc-bin (2.23-0ubuntu11) ...

The directory '/home/edx/.cache/pip/http' or its parent directory is not owned by the current user and the cache has been disabled. Please check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

The directory '/home/edx/.cache/pip' or its parent directory is not owned by the current user and caching wheels has been disabled. check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: pip==9.0.3 in /usr/local/lib/python2.7/dist-packages

You are using pip version 9.0.3, however version 20.2.4 is available.

You should consider upgrading via the 'pip install --upgrade pip' command.

The directory '/home/edx/.cache/pip/http' or its parent directory is not owned by the current user and the cache has been disabled. Please check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

The directory '/home/edx/.cache/pip' or its parent directory is not owned by the current user and caching wheels has been disabled. check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: setuptools==39.0.1 in /usr/local/lib/python2.7/dist-packages

You are using pip version 9.0.3, however version 20.2.4 is available.

You should consider upgrading via the 'pip install --upgrade pip' command.

Requirement already up-to-date: virtualenv==15.2.0 in /usr/local/lib/python2.7/dist-packages

You are using pip version 9.0.3, however version 20.2.4 is available.

You should consider upgrading via the 'pip install --upgrade pip' command.

open-release/ironwood.master

fatal: destination path 'configuration' already exists and is not an empty directory.

Already on 'open-release/ironwood.master'

M playbooks/roles/edxapp/defaults/main.yml

Your branch is up-to-date with 'origin/open-release/ironwood.master'.

From https://github.com/edx/configuration

fe1fa0e..574cb0e open-release/ironwood.master -> origin/open-release/ironwood.master

\* [new branch] BOM-1958 -> origin/BOM-1958

\* [new branch] BOM-2083 -> origin/BOM-2083

\* [new branch] add-accounts-mfe-conf -> origin/add-accounts-mfe-conf

\* [new branch] adzuci/dos-1369-update-pingdom-checks-utils -> origin/adzuci/dos-1369-update-pingdom-checks-utils

\* [new branch] adzuci/ops-4515-mysql-57 -> origin/adzuci/ops-4515-mysql-57

\* [new branch] adzuci/rev-1576-update-ecom-worker-to-focal -> origin/adzuci/rev-1576-update-ecom-worker-to-focal

\* [new branch] adzuci/sre-59-add-argocd-to-sandbox -> origin/adzuci/sre-59-add-argocd-to-sandbox

\* [new branch] adzuci/update-deadsnakes-ppa -> origin/adzuci/update-deadsnakes-ppa

\* [new branch] adzuci/update-docker-compose -> origin/adzuci/update-docker-compose

\* [new branch] adzuci/update-pull-request-template -> origin/adzuci/update-pull-request-template

\* [new branch] aed/upgrade -> origin/aed/upgrade

\* [new branch] aj/testing-sandbox -> origin/aj/testing-sandbox

\* [new branch] alasdair/WS-699-set-stage-envs-for-prospectus -> origin/alasdair/WS-699-set-stage-envs-for-prospectus

\* [new branch] andytr1/change-name-to-program-console -> origin/andytr1/change-name-to-program-console

\* [new branch] awais786/5881-just-for-sandbox -> origin/awais786/5881-just-for-sandbox

\* [new branch] backup-yonkers-ironwood -> origin/backup-yonkers-ironwood

\* [new branch] bderusha/ruby244 -> origin/bderusha/ruby244

\* [new branch] bderusha/ruby257 -> origin/bderusha/ruby257

\* [new branch] branding/aj/docker-unset-footer\_organization\_image -> origin/branding/aj/docker-unset-footer\_organization\_image

\* [new branch] chery-pic-edunext-pr -> origin/chery-pic-edunext-pr

+ 5af2ca7...cb28216 coryleeio/debug -> origin/coryleeio/debug (forced update)

\* [new branch] dependabot/pip/cryptography-3.2 -> origin/dependabot/pip/cryptography-3.2

\* [new branch] dependabot/pip/util/jenkins/check\_celery\_progress/pyyaml-5.1 -> origin/dependabot/pip/util/jenkins/check\_celery\_progress/pyyaml-5.1

\* [new branch] dependabot/pip/util/jenkins/pyyaml-5.1 -> origin/dependabot/pip/util/jenkins/pyyaml-5.1

\* [new branch] dependabot/pip/util/jenkins/update\_celery\_monitoring/pyyaml-5.1 -> origin/dependabot/pip/util/jenkins/update\_celery\_monitoring/pyyaml-5.1

\* [new branch] dependabot/pip/util/pingdom/pyyaml-5.1 -> origin/dependabot/pip/util/pingdom/pyyaml-5.1

\* [new branch] derf/add-proxied-hostname-for-prospectus-proxy -> origin/derf/add-proxied-hostname-for-prospectus-proxy

\* [new branch] diana/elasticsearch-upgrade-container -> origin/diana/elasticsearch-upgrade-container

\* [new branch] diana/node-prospectus -> origin/diana/node-prospectus

\* [new branch] diana/pin-forums-earlier -> origin/diana/pin-forums-earlier

\* [new branch] estute/deng-209 -> origin/estute/deng-209

\* [new branch] estute/dummy-testing -> origin/estute/dummy-testing

\* [new branch] estute/insights-sandbox -> origin/estute/insights-sandbox

\* [new branch] estute/install-missing-plugin -> origin/estute/install-missing-plugin

\* [new branch] feanil/standalone\_code\_sandbox -> origin/feanil/standalone\_code\_sandbox

\* [new branch] hackathonxxiii-messaging -> origin/hackathonxxiii-messaging

\* [new branch] iamsobanjaved/test -> origin/iamsobanjaved/test

\* [new branch] ihassan/ISRE-581\_plugins\_updates -> origin/ihassan/ISRE-581\_plugins\_updates

\* [new branch] ihassan/fix\_export\_slow\_logs\_job -> origin/ihassan/fix\_export\_slow\_logs\_job

\* [new branch] ihassan/skip\_forum -> origin/ihassan/skip\_forum

\* [new branch] ihassan/test\_config -> origin/ihassan/test\_config

\* [new branch] ihassan/test\_config\_notes -> origin/ihassan/test\_config\_notes

\* [new branch] ihassan/test\_pkg -> origin/ihassan/test\_pkg

\* [new branch] jdmulloy/dynamic\_pre\_supervisor\_sandbox -> origin/jdmulloy/dynamic\_pre\_supervisor\_sandbox

\* [new branch] jdmulloy/jenkins\_sudoers -> origin/jdmulloy/jenkins\_sudoers

\* [new branch] jdmulloy/reduce\_supervisor\_wait -> origin/jdmulloy/reduce\_supervisor\_wait

\* [new branch] jdmulloy/tools\_jenkins\_py38 -> origin/jdmulloy/tools\_jenkins\_py38

\* [new branch] jdmulloy/travis\_docker\_build -> origin/jdmulloy/travis\_docker\_build

\* [new branch] jdmulloy/upgrade\_gocd -> origin/jdmulloy/upgrade\_gocd

\* [new branch] jenkins/upgrade-python-requirements-0e5037d -> origin/jenkins/upgrade-python-requirements-0e5037d

\* [new branch] jenkins/upgrade-python-requirements-8231cd4 -> origin/jenkins/upgrade-python-requirements-8231cd4

\* [new branch] jlajoie/ENT-3546 -> origin/jlajoie/ENT-3546

\* [new branch] juliasq/remove\_unused\_retirement\_username\_def -> origin/juliasq/remove\_unused\_retirement\_username\_def

\* [new branch] kdmccormick/import-shims-more-cleanup -> origin/kdmccormick/import-shims-more-cleanup

588d0c3..4927794 master -> origin/master

\* [new branch] matthugs/add-nginx-tls-redirect-to-learner-portals -> origin/matthugs/add-nginx-tls-redirect-to-learner-portals

\* [new branch] matthugs/fix-crednetials-npm-version-mismatch -> origin/matthugs/fix-crednetials-npm-version-mismatch

\* [new branch] matthugs/sandbox-creation-workaround-10-25-19 -> origin/matthugs/sandbox-creation-workaround-10-25-19

\* [new branch] mikix/bionic -> origin/mikix/bionic

\* [new branch] mikix/oscar-unicode-slugs -> origin/mikix/oscar-unicode-slugs

\* [new branch] nadeem/DOS-465 -> origin/nadeem/DOS-465

\* [new branch] nadeem/SRE-59 -> origin/nadeem/SRE-59

\* [new branch] nadeem/test -> origin/nadeem/test

\* [new branch] nedbat/fix-notes-koa -> origin/nedbat/fix-notes-koa

\* [new branch] nedbat/less-generated-secrets -> origin/nedbat/less-generated-secrets

\* [new branch] nedbat/test-auto-decode -> origin/nedbat/test-auto-decode

\* [new branch] open-release/juniper.master -> origin/open-release/juniper.master

\* [new branch] open-release/koa.master -> origin/open-release/koa.master

\* [new branch] open-release/koa.test01 -> origin/open-release/koa.test01

\* [new branch] py3-support -> origin/py3-support

\* [new branch] rebase-ironwood -> origin/rebase-ironwood

\* [new branch] revert-5467-feanil/update\_edxapp\_virtualenv -> origin/revert-5467-feanil/update\_edxapp\_virtualenv

\* [new branch] revert-6141-revert-6137-revert/revert/bump/virtualenv -> origin/revert-6141-revert-6137-revert/revert/bump/virtualenv

\* [new branch] rir/ws-1232 -> origin/rir/ws-1232

\* [new branch] shafqat/YONK-1800 -> origin/shafqat/YONK-1800

\* [new branch] shafqat/test-int -> origin/shafqat/test-int

\* [new branch] tuchfarber/add\_build\_result\_analytics\_jenkins -> origin/tuchfarber/add\_build\_result\_analytics\_jenkins

\* [new branch] tuchfarber/add\_coaching\_app\_to\_release -> origin/tuchfarber/add\_coaching\_app\_to\_release

\* [new branch] tuchfarber/add\_jenkins\_build\_result -> origin/tuchfarber/add\_jenkins\_build\_result

\* [new branch] tuchfarber/fix\_common\_image\_builders -> origin/tuchfarber/fix\_common\_image\_builders

\* [new branch] upgrade-pyyaml -> origin/upgrade-pyyaml

aed1585..83eb90c yonkers-ironwood -> origin/yonkers-ironwood

\* [new branch] yonkers-juniper -> origin/yonkers-juniper

\* [new tag] open-release/juniper.1 -> open-release/juniper.1

\* [new tag] open-release/juniper.2 -> open-release/juniper.2

\* [new tag] open-release/juniper.3 -> open-release/juniper.3

Updating fe1fa0e..574cb0e

Fast-forward

CHANGELOG.md | 3 +

docker/build/xqueue/Dockerfile | 2 +-

playbooks/callback\_plugins/task\_timing.py | 287 ------------------------

playbooks/roles/edx\_ansible/templates/update.j2 | 2 +-

playbooks/roles/edxapp/tasks/deploy.yml | 26 +++

util/install/native.sh | 2 +-

util/jenkins/ansible-provision.sh | 2 +-

vagrant/base/analyticstack/Vagrantfile | 2 +-

vagrant/release/analyticstack/Vagrantfile | 2 +-

9 files changed, 35 insertions(+), 293 deletions(-)

delete mode 100644 playbooks/callback\_plugins/task\_timing.py

Requirement already satisfied: ansible==2.3.1.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 7))

Requirement already satisfied: asn1crypto==0.24.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 8))

Requirement already satisfied: awscli==1.15.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 9))

Requirement already satisfied: bcrypt==3.1.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 10))

Requirement already satisfied: boto3==1.7.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 11))

Requirement already satisfied: boto==2.48.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 12))

Requirement already satisfied: botocore==1.10.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 13))

Requirement already satisfied: certifi==2018.4.16 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 14))

Requirement already satisfied: cffi==1.11.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 15))

Requirement already satisfied: chardet==3.0.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 16))

Requirement already satisfied: colorama==0.3.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 17))

Requirement already satisfied: cryptography==2.2.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 18))

Requirement already satisfied: datadog==0.8.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 19))

Requirement already satisfied: decorator==4.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 20))

Requirement already satisfied: docopt==0.6.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 21))

Requirement already satisfied: docutils==0.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 22))

Requirement already satisfied: ecdsa==0.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 23))

Requirement already satisfied: enum34==1.1.6 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 24))

Requirement already satisfied: futures==3.2.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 25))

Requirement already satisfied: idna==2.6 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 26))

Requirement already satisfied: ipaddress==1.0.22 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 27))

Requirement already satisfied: jinja2==2.8 in /usr/lib/python2.7/dist-packages (from -r requirements.txt (line 28))

Requirement already satisfied: jmespath==0.9.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 29))

Requirement already satisfied: markupsafe==1.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 30))

Requirement already satisfied: mysql-python==1.2.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 31))

Requirement already satisfied: networkx==1.11 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 32))

Requirement already satisfied: paramiko==2.4.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 33))

Requirement already satisfied: pathlib2==2.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 34))

Requirement already satisfied: prettytable==0.7.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 35))

Requirement already satisfied: pyasn1==0.4.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 36))

Requirement already satisfied: pycparser==2.18 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 37))

Requirement already satisfied: pycrypto==2.6.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 38))

Requirement already satisfied: pymongo==3.2.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 39))

Requirement already satisfied: pynacl==1.2.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 40))

Requirement already satisfied: python-dateutil==2.7.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 41))

Requirement already satisfied: python-simple-hipchat==0.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 42))

Requirement already satisfied: pyyaml==3.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 43))

Requirement already satisfied: requests==2.18.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 44))

Requirement already satisfied: rsa==3.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 45))

Requirement already satisfied: s3transfer==0.1.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 46))

Requirement already satisfied: scandir==1.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 47))

Requirement already satisfied: simplejson==3.16.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 48))

Requirement already satisfied: six==1.11.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 49))

Requirement already satisfied: urllib3==1.22 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 50))

Requirement already satisfied: wsgiref==0.1.2 in /usr/lib/python2.7 (from -r requirements.txt (line 51))

Requirement already satisfied: setuptools in /usr/local/lib/python2.7/dist-packages (from ansible==2.3.1.0->-r requirements.txt (line 7))

You are using pip version 9.0.3, however version 20.2.4 is available.

You should consider upgrading via the 'pip install --upgrade pip' command.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 75, column 3, found a

duplicate dict key (RACK\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 75, column 3, found a

duplicate dict key (SINATRA\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 75, column 3, found a

duplicate dict key (SEARCH\_SERVER). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 75, column 3, found a

duplicate dict key (MONGOHQ\_URL). Using last defined value only.

PLAY [Bootstrap instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PLAY [Configure instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [Gathering Facts] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

ok: [localhost]

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item={u'when': True, u'command': u'./manage.py oscar\_populate\_countries --initial-only'})

changed: [localhost] => (item={u'when': True, u'command': u'./manage.py create\_or\_update\_site --site-id=1 --site-domain=localhost:8002 --partner-code=edX --partner-name="Open edX" --lms-url-root=http://127.0.0.1:8000 --client-side-payment-processor=cybersource --payment-processors=cybersource,paypal --client-id=ecommerce-key --client-secret=ecommerce-secret --from-email staff@example.com --discovery\_api\_url=http://localhost:8008/api/v1/ --journals\_api\_url='})

changed: [localhost] => (item={u'when': True, u'command': u'./manage.py create\_demo\_data --partner=edX'})

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [insights : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [forum : initialize elasticsearch] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [forum : rebuild elasticsearch indexes] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost] => (item={u'when': False, u'command': u'./manage.py create\_site --sitename "DemoSite" --hostname "journals-localhost" --port "80" --lms-url-root "https://192.168.0.4" --lms-public-url-root-override "https://192.168.0.4" --discovery-api-url "https://discovery-192.168.0.4/api/v1/" --ecommerce-api-url "http://localhost:8002/api/v2/" --discovery-partner-id "edX" --ecommerce-partner-id "edX" --currency-codes USD --client-secret "journals-secret" --client-id "journals-key" --discovery-journal-api-url "https://discovery-192.168.0.4/journal/api/v1/" --ecommerce-journal-api-url "http://localhost:8002/journals/api/v1" --ecommerce-public-url-root "http://localhost:8002"\n'})

skipping: [localhost] => (item={u'when': False, u'command': u'./manage.py create\_org --key "edX" --sitename "DemoSite"'})

skipping: [localhost] => (item={u'become\_user': u'None', u'environment': {u'JOURNALS\_CFG': u'/edx/etc/None.yml'}, u'when': False, u'command': u'/edx/bin/python.journals /edx/bin/manage.journals publish\_journals --create "Demo Journal" --org "edX" --price "100.00"\n'})

TASK [xqueue : Migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

PLAY RECAP \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

localhost : ok=10 changed=9 unreachable=0 failed=0

Installation finished at 2020-11-26 15:09:43

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Take Dump:**

vi parameter.config

sarita@dbpsysads-desktop:~/gitLabGHI/iitbombayxdbupgrade/17Aug20/iitbombayxdbupgrade/Script/DumpScript$ ls

dump.sh FI27 mysql-structure-data-20201104T130207.sql parameter.config

FH26 mongo-dump-20201104T130207 openedx-data-20201104T130207.tgz ReadMe.md

sarita@dbpsysads-desktop:~/gitLabGHI/iitbombayxdbupgrade/17Aug20/iitbombayxdbupgrade/Script/DumpScript$ bash dump.sh

Script start runing at Date and Time is: 11/26/20 16:14:34

--------------------------------------------------------

..... For MySQL .....

Reading MySQL user databases names...

Warning: Using a password on the command line interface can be insecure.

Dumping MySQL structure and data in a single file...

Dumping MySQL structure...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

Dumping MySQL data...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

..... End MySQL .....

..... For Mongo .....

Dumping Mongo db edxapp...

2020-11-26T16:15:02.215+0530 writing edxapp.fs.chunks to

2020-11-26T16:15:02.215+0530 writing edxapp.modulestore.structures to

2020-11-26T16:15:02.215+0530 writing edxapp.modulestore.definitions to

2020-11-26T16:15:02.215+0530 writing edxapp.fs.files to

2020-11-26T16:15:02.322+0530 done dumping edxapp.fs.files (1178 documents)

2020-11-26T16:15:02.322+0530 writing edxapp.modulestore.active\_versions to

2020-11-26T16:15:02.331+0530 done dumping edxapp.modulestore.active\_versions (65 documents)

2020-11-26T16:15:02.336+0530 done dumping edxapp.modulestore.definitions (1342 documents)

2020-11-26T16:15:02.606+0530 done dumping edxapp.fs.chunks (1242 documents)

2020-11-26T16:15:02.967+0530 done dumping edxapp.modulestore.structures (794 documents)

Dumping Mongo db cs\_comments\_service...

2020-11-26T16:15:03.016+0530 writing cs\_comments\_service.users to

2020-11-26T16:15:03.016+0530 writing cs\_comments\_service.subscriptions to

2020-11-26T16:15:03.016+0530 writing cs\_comments\_service.contents to

2020-11-26T16:15:03.020+0530 done dumping cs\_comments\_service.subscriptions (119 documents)

2020-11-26T16:15:03.042+0530 done dumping cs\_comments\_service.contents (124 documents)

2020-11-26T16:15:03.091+0530 done dumping cs\_comments\_service.users (12585 documents)

..... End Mongo .....

..... Generating tar file .....

--------------------------------------------------------

Script ended at Date and Time is: 11/26/20 16:15:03

Time(in second) taken for running row count script: 29 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mkdir MI143

mv mongo-dump-20201126T161434 mysql-structure-data-20201126T161434.sql MI143/

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

On Juniper 122

sudo /edx/bin/supervisorctl status all

sudo /edx/bin/supervisorctl stop all

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p < FJ122/mysql-structure-data-20200910T113859.sql

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FJ122/mongo-dump-20200910T113859/edxapp

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FJ122/mongo-dump-20200910T113859/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

edx@edx:~$ mysql -uroot -p < FJ122/

Enter password:

ERROR: Can't initialize batch\_readline - may be the input source is a directory or a block device.

edx@edx:~$ mysql -uroot -p < FJ122/

Enter password:

ERROR: Can't initialize batch\_readline - may be the input source is a directory or a block device.

edx@edx:~$ mysql -uroot -p < FJ122/mysql-

mysql-data-20200910T113859.sql mysql-structure-20200910T113859.sql mysql-structure-data-20200910T113859.sql

edx@edx:~$ mysql -uroot -p < FJ122/mysql-structure-data-20200910T113859.sql

Enter password:

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FJ122/mongo-dump-20200910T113859/edxapp

2020-11-26T16:25:54.008+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-11-26T16:25:54.009+0530 building a list of collections to restore from FJ122/mongo-dump-20200910T113859/edxapp dir

2020-11-26T16:25:54.359+0530 reading metadata for edxapp.fs.chunks from FJ122/mongo-dump-20200910T113859/edxapp/fs.chunks.metadata.json

2020-11-26T16:25:54.360+0530 reading metadata for edxapp.modulestore.definitions from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.definitions.metadata.json

2020-11-26T16:25:54.361+0530 reading metadata for edxapp.modulestore.structures from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.structures.metadata.json

2020-11-26T16:25:54.362+0530 reading metadata for edxapp.fs.files from FJ122/mongo-dump-20200910T113859/edxapp/fs.files.metadata.json

2020-11-26T16:25:54.511+0530 restoring edxapp.fs.chunks from FJ122/mongo-dump-20200910T113859/edxapp/fs.chunks.bson

2020-11-26T16:25:54.533+0530 restoring edxapp.modulestore.definitions from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.definitions.bson

2020-11-26T16:25:54.555+0530 restoring edxapp.modulestore.structures from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.structures.bson

2020-11-26T16:25:54.590+0530 restoring edxapp.fs.files from FJ122/mongo-dump-20200910T113859/edxapp/fs.files.bson

2020-11-26T16:25:54.772+0530 no indexes to restore

2020-11-26T16:25:54.773+0530 finished restoring edxapp.modulestore.structures (6 documents)

2020-11-26T16:25:54.786+0530 no indexes to restore

2020-11-26T16:25:54.786+0530 finished restoring edxapp.modulestore.definitions (163 documents)

2020-11-26T16:25:54.816+0530 reading metadata for edxapp.modulestore.active\_versions from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.active\_versions.metadata.json

2020-11-26T16:25:54.898+0530 restoring edxapp.modulestore.active\_versions from FJ122/mongo-dump-20200910T113859/edxapp/modulestore.active\_versions.bson

2020-11-26T16:25:55.064+0530 no indexes to restore

2020-11-26T16:25:55.064+0530 finished restoring edxapp.modulestore.active\_versions (1 document)

2020-11-26T16:25:55.251+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-11-26T16:25:55.467+0530 finished restoring edxapp.fs.files (1167 documents)

2020-11-26T16:25:55.775+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-11-26T16:25:55.930+0530 finished restoring edxapp.fs.chunks (1206 documents)

2020-11-26T16:25:55.930+0530 done

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FJ122/mongo-dump-20200910T113859/cs\_comments\_service

2020-11-26T16:27:12.102+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-11-26T16:27:12.102+0530 building a list of collections to restore from FJ122/mongo-dump-20200910T113859/cs\_comments\_service dir

2020-11-26T16:27:12.104+0530 reading metadata for cs\_comments\_service.users from FJ122/mongo-dump-20200910T113859/cs\_comments\_service/users.metadata.json

2020-11-26T16:27:12.158+0530 restoring cs\_comments\_service.users from FJ122/mongo-dump-20200910T113859/cs\_comments\_service/users.bson

2020-11-26T16:27:12.161+0530 no indexes to restore

2020-11-26T16:27:12.161+0530 finished restoring cs\_comments\_service.users (2 documents)

2020-11-26T16:27:12.161+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

cd /var/tmp/configuration

edx@edx:/var/tmp/configuration$ git branch

\* (HEAD detached at open-release/juniper.2)

master

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*ls -la /edx/app/edx\_ansible/edx\_ansible/util/install*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*-rw-r--r-- 1 edx-ansible edx-ansible 5150 Oct 20 2019 native.sh*

*-rwxr-xr-x 1 edx-ansible edx-ansible 332 Oct 20 2019 sandbox.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*sudo chmod 777 /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh*

*[sudo] password for edx:*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*ls -la /edx/app/edx\_ansible/edx\_ansible/util/install*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*-rwxrwxrwx 1 edx-ansible edx-ansible 5150 Oct 20 2019 native.sh*

*-rwxr-xr-x 1 edx-ansible edx-ansible 332 Oct 20 2019 sandbox.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*sudo vi /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*SEARCH:CONFIGURATION\_VERSION*

Add the two lines before CONFIGURATION\_VERSION line

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*OPENEDX\_RELEASE=*open-release/juniper.2

*echo ${OPENEDX\_RELEASE}*

*CONFIGURATION\_VERSION=${CONFIGURATION\_VERSION-$OPENEDX\_RELEASE}*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*Cd*

*export OPENEDX\_RELEASE=*open-release/juniper.2

*echo ${OPENEDX\_RELEASE}*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Restore the dump of Migrated Ironwood.master 143:

mysql -uroot -p < MI143/mysql-structure-data-20201126T161434.sql

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MI143/mongo-dump-20201126T161434/edxapp

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MI143/mongo-dump-20201126T161434/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

edx@edx:~$ mysql -uroot -p < MI143/mysql-structure-data-20201126T161434.sql

Enter password:

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MI143/mongo-dump-20201126T161434/edxapp

2020-11-26T17:36:13.726+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-11-26T17:36:13.726+0530 building a list of collections to restore from MI143/mongo-dump-20201126T161434/edxapp dir

2020-11-26T17:36:13.730+0530 reading metadata for edxapp.modulestore.structures from MI143/mongo-dump-20201126T161434/edxapp/modulestore.structures.metadata.json

2020-11-26T17:36:13.750+0530 reading metadata for edxapp.fs.files from MI143/mongo-dump-20201126T161434/edxapp/fs.files.metadata.json

2020-11-26T17:36:13.751+0530 reading metadata for edxapp.fs.chunks from MI143/mongo-dump-20201126T161434/edxapp/fs.chunks.metadata.json

2020-11-26T17:36:13.751+0530 restoring edxapp.modulestore.structures from MI143/mongo-dump-20201126T161434/edxapp/modulestore.structures.bson

2020-11-26T17:36:13.777+0530 restoring edxapp.fs.chunks from MI143/mongo-dump-20201126T161434/edxapp/fs.chunks.bson

2020-11-26T17:36:13.808+0530 restoring edxapp.fs.files from MI143/mongo-dump-20201126T161434/edxapp/fs.files.bson

2020-11-26T17:36:13.813+0530 reading metadata for edxapp.modulestore.definitions from MI143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.metadata.json

2020-11-26T17:36:13.849+0530 restoring edxapp.modulestore.definitions from MI143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.bson

2020-11-26T17:36:14.007+0530 no indexes to restore

2020-11-26T17:36:14.007+0530 finished restoring edxapp.fs.files (1178 documents)

2020-11-26T17:36:14.007+0530 no indexes to restore

2020-11-26T17:36:14.007+0530 finished restoring edxapp.modulestore.definitions (1342 documents)

2020-11-26T17:36:14.026+0530 reading metadata for edxapp.modulestore.active\_versions from MI143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.metadata.json

2020-11-26T17:36:14.060+0530 restoring edxapp.modulestore.active\_versions from MI143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.bson

2020-11-26T17:36:14.076+0530 no indexes to restore

2020-11-26T17:36:14.076+0530 finished restoring edxapp.modulestore.active\_versions (65 documents)

2020-11-26T17:36:14.497+0530 no indexes to restore

2020-11-26T17:36:14.497+0530 finished restoring edxapp.modulestore.structures (794 documents)

2020-11-26T17:36:14.914+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-11-26T17:36:14.978+0530 finished restoring edxapp.fs.chunks (1242 documents)

2020-11-26T17:36:14.979+0530 done

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MI143/mongo-dump-20201126T161434/cs\_comments\_service

2020-11-26T17:36:26.531+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-11-26T17:36:26.531+0530 building a list of collections to restore from MI143/mongo-dump-20201126T161434/cs\_comments\_service dir

2020-11-26T17:36:26.532+0530 reading metadata for cs\_comments\_service.contents from MI143/mongo-dump-20201126T161434/cs\_comments\_service/contents.metadata.json

2020-11-26T17:36:26.533+0530 reading metadata for cs\_comments\_service.users from MI143/mongo-dump-20201126T161434/cs\_comments\_service/users.metadata.json

2020-11-26T17:36:26.533+0530 reading metadata for cs\_comments\_service.subscriptions from MI143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.metadata.json

2020-11-26T17:36:26.575+0530 restoring cs\_comments\_service.users from MI143/mongo-dump-20201126T161434/cs\_comments\_service/users.bson

2020-11-26T17:36:26.609+0530 restoring cs\_comments\_service.subscriptions from MI143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.bson

2020-11-26T17:36:26.655+0530 restoring cs\_comments\_service.contents from MI143/mongo-dump-20201126T161434/cs\_comments\_service/contents.bson

2020-11-26T17:36:26.673+0530 no indexes to restore

2020-11-26T17:36:26.673+0530 finished restoring cs\_comments\_service.subscriptions (119 documents)

2020-11-26T17:36:26.708+0530 no indexes to restore

2020-11-26T17:36:26.709+0530 finished restoring cs\_comments\_service.contents (124 documents)

2020-11-26T17:36:27.058+0530 no indexes to restore

2020-11-26T17:36:27.058+0530 finished restoring cs\_comments\_service.users (12585 documents)

2020-11-26T17:36:27.059+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

edx@edx:~$ /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

Capturing output to /home/edx/logs/install-20201126-174409.log

Installation started at 2020-11-26 17:44:09

Installing release 'open-release/juniper.2'

[sudo] password for edx:

Reading package lists...

Building dependency tree...

Reading state information...

python-software-properties is already the newest version (0.96.20.10).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 7 not upgraded.

gpg: keyring `/tmp/tmp\_gfyw8or/secring.gpg' created

gpg: keyring `/tmp/tmp\_gfyw8or/pubring.gpg' created

gpg: requesting key BA9EF27F from hkp server keyserver.ubuntu.com

gpg: /tmp/tmp\_gfyw8or/trustdb.gpg: trustdb created

gpg: key BA9EF27F: public key "Launchpad Toolchain builds" imported

gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

OK

Hit:1 http://in.archive.ubuntu.com/ubuntu xenial InRelease

Get:2 http://in.archive.ubuntu.com/ubuntu xenial-updates InRelease [109 kB]

Get:3 http://security.ubuntu.com/ubuntu xenial-security InRelease [109 kB]

Get:4 http://in.archive.ubuntu.com/ubuntu xenial-backports InRelease [107 kB]

Get:5 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial InRelease [23.8 kB]

Get:6 http://nginx.org/packages/ubuntu xenial InRelease [4,354 B]

Get:7 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 Packages [1,891 kB]

Get:8 https://deb.nodesource.com/node\_12.x xenial InRelease [4,584 B]

Hit:9 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial InRelease

Get:10 https://deb.nodesource.com/node\_12.x xenial/main amd64 Packages [765 B]

Get:11 http://nginx.org/packages/ubuntu xenial/nginx amd64 Packages [30.5 kB]

Get:12 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial/main amd64 Packages [3,368 B]

Get:13 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial/main i386 Packages [3,368 B]

Get:14 http://nginx.org/packages/ubuntu xenial/nginx i386 Packages [30.5 kB]

Get:15 http://security.ubuntu.com/ubuntu xenial-security/main amd64 Packages [1,488 kB]

Ign:16 http://packages.elastic.co/elasticsearch/1.5/debian stable InRelease

Hit:17 http://ppa.edx.org xenial InRelease

Get:18 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial InRelease [23.8 kB]

Hit:19 http://packages.elastic.co/elasticsearch/1.5/debian stable Release

Get:21 http://in.archive.ubuntu.com/ubuntu xenial-updates/main i386 Packages [1,452 kB]

Get:22 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial/main amd64 Packages [10.6 kB]

Get:23 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial/main i386 Packages [10.6 kB]

Get:24 http://in.archive.ubuntu.com/ubuntu xenial-updates/main Translation-en [457 kB]

Get:25 http://in.archive.ubuntu.com/ubuntu xenial-updates/restricted amd64 Packages [10.2 kB]

Get:26 http://security.ubuntu.com/ubuntu xenial-security/main i386 Packages [1,084 kB]

Get:27 http://in.archive.ubuntu.com/ubuntu xenial-updates/restricted i386 Packages [10.2 kB]

Get:28 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 Packages [1,199 kB]

Get:29 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe i386 Packages [1,068 kB]

Get:30 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe Translation-en [350 kB]

Get:31 http://security.ubuntu.com/ubuntu xenial-security/main Translation-en [353 kB]

Get:32 http://in.archive.ubuntu.com/ubuntu xenial-updates/multiverse amd64 Packages [23.0 kB]

Get:33 http://in.archive.ubuntu.com/ubuntu xenial-updates/multiverse i386 Packages [21.8 kB]

Get:34 http://in.archive.ubuntu.com/ubuntu xenial-backports/main amd64 Packages [9,812 B]

Get:35 http://in.archive.ubuntu.com/ubuntu xenial-backports/main i386 Packages [9,784 B]

Get:36 http://in.archive.ubuntu.com/ubuntu xenial-backports/universe amd64 Packages [11.3 kB]

Get:37 http://in.archive.ubuntu.com/ubuntu xenial-backports/universe i386 Packages [10.9 kB]

Get:38 http://security.ubuntu.com/ubuntu xenial-security/restricted amd64 Packages [9,824 B]

Get:39 http://security.ubuntu.com/ubuntu xenial-security/restricted i386 Packages [9,800 B]

Get:40 http://security.ubuntu.com/ubuntu xenial-security/universe amd64 Packages [777 kB]

Get:41 http://security.ubuntu.com/ubuntu xenial-security/universe i386 Packages [657 kB]

Get:42 http://security.ubuntu.com/ubuntu xenial-security/universe Translation-en [220 kB]

Get:43 http://security.ubuntu.com/ubuntu xenial-security/multiverse amd64 Packages [8,232 B]

Ign:44 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 InRelease

Get:45 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 Release [3,457 B]

Get:46 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 Release.gpg [801 B]

Get:47 http://security.ubuntu.com/ubuntu xenial-security/multiverse i386 Packages [8,484 B]

Get:48 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 Packages [14.9 kB]

Fetched 11.6 MB in 21s (542 kB/s)

Reading package lists...

W: http://packages.elastic.co/elasticsearch/1.5/debian/dists/stable/Release.gpg: Signature by key 46095ACC8548582C1A2699A9D27D666CD88E42B4 uses weak digest algorithm (SHA1)

Reading package lists...

Building dependency tree...

Reading state information...

Calculating upgrade...

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

The following packages have been kept back:

base-files elasticsearch git git-man linux-generic linux-headers-generic

linux-image-generic rabbitmq-server ubuntu-server

The following packages will be upgraded:

accountsservice apport ca-certificates cloud-guest-utils distro-info-data

grub-common grub-legacy-ec2 grub-pc grub-pc-bin grub2-common initramfs-tools

initramfs-tools-bin initramfs-tools-core intel-microcode krb5-locales

libaccountsservice0 libdbi-perl libfreetype6 libfreetype6-dev

libgssapi-krb5-2 libk5crypto3 libkrb5-3 libkrb5support0 libldap-2.4-2

libmysqlclient-dev libmysqlclient20 libpam-modules libpam-modules-bin

libpam-runtime libpam-systemd libpam0g libperl5.22 libpulse0 libpython2.7

libpython2.7-dev libpython2.7-minimal libpython2.7-stdlib libpython3.5

libpython3.5-dev libpython3.5-minimal libpython3.5-stdlib libssl-dev

libssl-doc libssl1.0.0 libsystemd0 libudev1 linux-libc-dev mongodb-org

mongodb-org-mongos mongodb-org-server mongodb-org-shell mongodb-org-tools

mysql-common nginx nodejs openjdk-8-jdk openjdk-8-jdk-headless openjdk-8-jre

openjdk-8-jre-headless openssl perl perl-base perl-modules-5.22 postfix

python-pip python-pip-whl python2.7 python2.7-dev python2.7-minimal

python3-apport python3-distupgrade python3-pip python3-problem-report

python3-urllib3 python3.5 python3.5-dev python3.5-minimal snapd sosreport

systemd systemd-sysv tzdata ubuntu-minimal ubuntu-release-upgrader-core

ubuntu-standard udev vim vim-common vim-runtime vim-tiny

90 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Need to get 279 MB of archives.

After this operation, 11.4 MB of additional disk space will be used.

Get:1 https://deb.nodesource.com/node\_12.x xenial/main amd64 nodejs amd64 12.20.0-1nodesource1 [18.5 MB]

Get:2 http://nginx.org/packages/ubuntu xenial/nginx amd64 nginx amd64 1.18.0-2~xenial [845 kB]

Get:3 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 mongodb-org-shell amd64 3.6.21 [8,641 kB]

Get:4 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 mongodb-org-server amd64 3.6.21 [15.3 MB]

Get:5 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 mongodb-org-mongos amd64 3.6.21 [8,645 kB]

Get:6 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 mongodb-org-tools amd64 3.6.21 [53.5 MB]

Get:7 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6/multiverse amd64 mongodb-org amd64 3.6.21 [3,516 B]

Get:8 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libperl5.22 amd64 5.22.1-9ubuntu0.9 [3,360 kB]

Get:9 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 perl amd64 5.22.1-9ubuntu0.9 [237 kB]

Get:10 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 perl-base amd64 5.22.1-9ubuntu0.9 [1,287 kB]

Get:11 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 perl-modules-5.22 all 5.22.1-9ubuntu0.9 [2,634 kB]

Get:12 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpam0g amd64 1.1.8-3.2ubuntu2.3 [55.7 kB]

Get:13 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpam-modules-bin amd64 1.1.8-3.2ubuntu2.3 [36.9 kB]

Get:14 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpam-modules amd64 1.1.8-3.2ubuntu2.3 [244 kB]

Get:15 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpam-runtime all 1.1.8-3.2ubuntu2.3 [37.8 kB]

Get:16 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libsystemd0 amd64 229-4ubuntu21.29 [205 kB]

Get:17 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpam-systemd amd64 229-4ubuntu21.29 [115 kB]

Get:18 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 systemd amd64 229-4ubuntu21.29 [3,791 kB]

Get:19 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 udev amd64 229-4ubuntu21.29 [994 kB]

Get:20 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libudev1 amd64 229-4ubuntu21.29 [55.0 kB]

Get:21 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 initramfs-tools all 0.122ubuntu8.17 [8,932 B]

Get:22 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 initramfs-tools-core all 0.122ubuntu8.17 [45.0 kB]

Get:23 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 initramfs-tools-bin amd64 0.122ubuntu8.17 [9,652 B]

Get:24 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 systemd-sysv amd64 229-4ubuntu21.29 [12.5 kB]

Get:25 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3.5-dev amd64 3.5.2-2ubuntu0~16.04.12 [413 kB]

Get:26 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython3.5-dev amd64 3.5.2-2ubuntu0~16.04.12 [37.3 MB]

Get:27 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython3.5 amd64 3.5.2-2ubuntu0~16.04.12 [1,360 kB]

Get:28 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libssl-doc all 1.0.2g-1ubuntu4.17 [1,077 kB]

Get:29 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libssl-dev amd64 1.0.2g-1ubuntu4.17 [1,346 kB]

Get:30 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libssl1.0.0 amd64 1.0.2g-1ubuntu4.17 [1,082 kB]

Get:31 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3.5 amd64 3.5.2-2ubuntu0~16.04.12 [165 kB]

Get:32 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython3.5-stdlib amd64 3.5.2-2ubuntu0~16.04.12 [2,131 kB]

Get:33 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3.5-minimal amd64 3.5.2-2ubuntu0~16.04.12 [1,598 kB]

Get:34 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython3.5-minimal amd64 3.5.2-2ubuntu0~16.04.12 [524 kB]

Get:35 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 grub-pc amd64 2.02~beta2-36ubuntu3.29 [197 kB]

Get:36 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 grub2-common amd64 2.02~beta2-36ubuntu3.29 [512 kB]

Get:37 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 grub-pc-bin amd64 2.02~beta2-36ubuntu3.29 [892 kB]

Get:38 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libfreetype6-dev amd64 2.6.1-0.1ubuntu2.5 [955 kB]

Get:39 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libfreetype6 amd64 2.6.1-0.1ubuntu2.5 [316 kB]

Get:40 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 grub-common amd64 2.02~beta2-36ubuntu3.29 [1,708 kB]

Get:41 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python2.7-dev amd64 2.7.12-1ubuntu0~16.04.13 [276 kB]

Get:42 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython2.7-dev amd64 2.7.12-1ubuntu0~16.04.13 [27.8 MB]

Get:43 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython2.7 amd64 2.7.12-1ubuntu0~16.04.13 [1,070 kB]

Get:44 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python2.7 amd64 2.7.12-1ubuntu0~16.04.13 [224 kB]

Get:45 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython2.7-stdlib amd64 2.7.12-1ubuntu0~16.04.13 [1,886 kB]

Get:46 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python2.7-minimal amd64 2.7.12-1ubuntu0~16.04.13 [1,259 kB]

Get:47 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpython2.7-minimal amd64 2.7.12-1ubuntu0~16.04.13 [337 kB]

Get:48 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 tzdata all 2020d-0ubuntu0.16.04 [167 kB]

Get:49 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 distro-info-data all 0.28ubuntu0.16 [4,644 B]

Get:50 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 vim amd64 2:7.4.1689-3ubuntu1.5 [1,036 kB]

Get:51 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 vim-tiny amd64 2:7.4.1689-3ubuntu1.5 [445 kB]

Get:52 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 vim-runtime all 2:7.4.1689-3ubuntu1.5 [5,169 kB]

Get:53 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 vim-common amd64 2:7.4.1689-3ubuntu1.5 [104 kB]

Get:54 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 ubuntu-minimal amd64 1.361.6 [2,874 B]

Get:55 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 accountsservice amd64 0.6.40-2ubuntu11.6 [56.1 kB]

Get:56 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libaccountsservice0 amd64 0.6.40-2ubuntu11.6 [68.8 kB]

Get:57 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 openssl amd64 1.0.2g-1ubuntu4.17 [492 kB]

Get:58 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 ca-certificates all 20201027ubuntu0.16.04.1 [155 kB]

Get:59 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 krb5-locales all 1.13.2+dfsg-5ubuntu2.2 [13.7 kB]

Get:60 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libgssapi-krb5-2 amd64 1.13.2+dfsg-5ubuntu2.2 [120 kB]

Get:61 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libkrb5-3 amd64 1.13.2+dfsg-5ubuntu2.2 [273 kB]

Get:62 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libkrb5support0 amd64 1.13.2+dfsg-5ubuntu2.2 [31.2 kB]

Get:63 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libk5crypto3 amd64 1.13.2+dfsg-5ubuntu2.2 [81.2 kB]

Get:64 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libldap-2.4-2 amd64 2.4.42+dfsg-2ubuntu3.11 [159 kB]

Get:65 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 ubuntu-release-upgrader-core all 1:16.04.32 [30.6 kB]

Get:66 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-distupgrade all 1:16.04.32 [104 kB]

Get:67 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 ubuntu-standard amd64 1.361.6 [2,928 B]

Get:68 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-problem-report all 2.20.1-0ubuntu2.27 [10.7 kB]

Get:69 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-apport all 2.20.1-0ubuntu2.27 [80.2 kB]

Get:70 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 apport all 2.20.1-0ubuntu2.27 [122 kB]

Get:71 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libdbi-perl amd64 1.634-1ubuntu0.2 [741 kB]

Get:72 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 mysql-common all 5.7.32-0ubuntu0.16.04.1 [14.8 kB]

Get:73 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libmysqlclient-dev amd64 5.7.32-0ubuntu0.16.04.1 [988 kB]

Get:74 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libmysqlclient20 amd64 5.7.32-0ubuntu0.16.04.1 [684 kB]

Get:75 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 libpulse0 amd64 1:8.0-0ubuntu3.15 [252 kB]

Get:76 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 linux-libc-dev amd64 4.4.0-194.226 [838 kB]

Get:77 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 openjdk-8-jdk amd64 8u275-b01-0ubuntu1~16.04 [1,465 kB]

Get:78 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 openjdk-8-jdk-headless amd64 8u275-b01-0ubuntu1~16.04 [8,218 kB]

Get:79 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 openjdk-8-jre amd64 8u275-b01-0ubuntu1~16.04 [69.4 kB]

Get:80 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 openjdk-8-jre-headless amd64 8u275-b01-0ubuntu1~16.04 [27.8 MB]

Get:81 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 postfix amd64 3.1.0-3ubuntu0.4 [1,152 kB]

Get:82 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python3-pip all 8.1.1-2ubuntu0.6 [109 kB]

Get:83 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python-pip all 8.1.1-2ubuntu0.6 [144 kB]

Get:84 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 python-pip-whl all 8.1.1-2ubuntu0.6 [1,112 kB]

Get:85 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-urllib3 all 1.13.1-2ubuntu0.16.04.4 [58.6 kB]

Get:86 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 snapd amd64 2.47.1 [20.1 MB]

Get:87 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 sosreport amd64 3.9.1-1ubuntu0.16.04.1 [170 kB]

Get:88 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 cloud-guest-utils all 0.27-0ubuntu25.2 [15.1 kB]

Get:89 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 grub-legacy-ec2 all 20.3-2-g371b392c-0ubuntu1~16.04.1 [33.5 kB]

Get:90 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 intel-microcode amd64 3.20201110.0ubuntu0.16.04.2 [2,743 kB]

Extracting templates from packages: 100%

Preconfiguring packages ...

Fetched 279 MB in 5min 29s (846 kB/s)

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libperl5.22\_5.22.1-9ubuntu0.9\_amd64.deb ...

Unpacking libperl5.22:amd64 (5.22.1-9ubuntu0.9) over (5.22.1-9ubuntu0.6) ...

Preparing to unpack .../perl\_5.22.1-9ubuntu0.9\_amd64.deb ...

Unpacking perl (5.22.1-9ubuntu0.9) over (5.22.1-9ubuntu0.6) ...

Preparing to unpack .../perl-base\_5.22.1-9ubuntu0.9\_amd64.deb ...

Unpacking perl-base (5.22.1-9ubuntu0.9) over (5.22.1-9ubuntu0.6) ...

Processing triggers for man-db (2.7.5-1) ...

Setting up perl-base (5.22.1-9ubuntu0.9) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../perl-modules-5.22\_5.22.1-9ubuntu0.9\_all.deb ...

Unpacking perl-modules-5.22 (5.22.1-9ubuntu0.9) over (5.22.1-9ubuntu0.6) ...

Preparing to unpack .../libpam0g\_1.1.8-3.2ubuntu2.3\_amd64.deb ...

Unpacking libpam0g:amd64 (1.1.8-3.2ubuntu2.3) over (1.1.8-3.2ubuntu2.1) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

Setting up libpam0g:amd64 (1.1.8-3.2ubuntu2.3) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libpam-modules-bin\_1.1.8-3.2ubuntu2.3\_amd64.deb ...

Unpacking libpam-modules-bin (1.1.8-3.2ubuntu2.3) over (1.1.8-3.2ubuntu2.1) ...

Processing triggers for man-db (2.7.5-1) ...

Setting up libpam-modules-bin (1.1.8-3.2ubuntu2.3) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libpam-modules\_1.1.8-3.2ubuntu2.3\_amd64.deb ...

Unpacking libpam-modules:amd64 (1.1.8-3.2ubuntu2.3) over (1.1.8-3.2ubuntu2.1) ...

Processing triggers for man-db (2.7.5-1) ...

Setting up libpam-modules:amd64 (1.1.8-3.2ubuntu2.3) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libpam-runtime\_1.1.8-3.2ubuntu2.3\_all.deb ...

Unpacking libpam-runtime (1.1.8-3.2ubuntu2.3) over (1.1.8-3.2ubuntu2.1) ...

Processing triggers for man-db (2.7.5-1) ...

Setting up libpam-runtime (1.1.8-3.2ubuntu2.3) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libsystemd0\_229-4ubuntu21.29\_amd64.deb ...

Unpacking libsystemd0:amd64 (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

Setting up libsystemd0:amd64 (229-4ubuntu21.29) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../libpam-systemd\_229-4ubuntu21.29\_amd64.deb ...

Unpacking libpam-systemd:amd64 (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Preparing to unpack .../systemd\_229-4ubuntu21.29\_amd64.deb ...

Unpacking systemd (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Processing triggers for man-db (2.7.5-1) ...

Processing triggers for dbus (1.10.6-1ubuntu3.6) ...

Processing triggers for ureadahead (0.100.0-19.1) ...

Setting up systemd (229-4ubuntu21.29) ...

addgroup: The group `systemd-journal' already exists as a system group. Exiting.

[/usr/lib/tmpfiles.d/var.conf:14] Duplicate line for path "/var/log", ignoring.

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../udev\_229-4ubuntu21.29\_amd64.deb ...

Unpacking udev (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Preparing to unpack .../libudev1\_229-4ubuntu21.29\_amd64.deb ...

Unpacking libudev1:amd64 (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Processing triggers for man-db (2.7.5-1) ...

Processing triggers for ureadahead (0.100.0-19.1) ...

Processing triggers for systemd (229-4ubuntu21.29) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

Setting up libudev1:amd64 (229-4ubuntu21.29) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../initramfs-tools\_0.122ubuntu8.17\_all.deb ...

Unpacking initramfs-tools (0.122ubuntu8.17) over (0.122ubuntu8.16) ...

Preparing to unpack .../initramfs-tools-core\_0.122ubuntu8.17\_all.deb ...

Unpacking initramfs-tools-core (0.122ubuntu8.17) over (0.122ubuntu8.16) ...

Preparing to unpack .../initramfs-tools-bin\_0.122ubuntu8.17\_amd64.deb ...

Unpacking initramfs-tools-bin (0.122ubuntu8.17) over (0.122ubuntu8.16) ...

Preparing to unpack .../systemd-sysv\_229-4ubuntu21.29\_amd64.deb ...

Unpacking systemd-sysv (229-4ubuntu21.29) over (229-4ubuntu21.28) ...

Processing triggers for man-db (2.7.5-1) ...

Setting up systemd-sysv (229-4ubuntu21.29) ...

(Reading database ... 85229 files and directories currently installed.)

Preparing to unpack .../python3.5-dev\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking python3.5-dev (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../libpython3.5-dev\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking libpython3.5-dev:amd64 (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../libpython3.5\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking libpython3.5:amd64 (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../libssl-doc\_1.0.2g-1ubuntu4.17\_all.deb ...

Unpacking libssl-doc (1.0.2g-1ubuntu4.17) over (1.0.2g-1ubuntu4.16) ...

Preparing to unpack .../libssl-dev\_1.0.2g-1ubuntu4.17\_amd64.deb ...

Unpacking libssl-dev:amd64 (1.0.2g-1ubuntu4.17) over (1.0.2g-1ubuntu4.16) ...

Preparing to unpack .../libssl1.0.0\_1.0.2g-1ubuntu4.17\_amd64.deb ...

Unpacking libssl1.0.0:amd64 (1.0.2g-1ubuntu4.17) over (1.0.2g-1ubuntu4.16) ...

Preparing to unpack .../python3.5\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking python3.5 (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../libpython3.5-stdlib\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking libpython3.5-stdlib:amd64 (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../python3.5-minimal\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking python3.5-minimal (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../libpython3.5-minimal\_3.5.2-2ubuntu0~16.04.12\_amd64.deb ...

Unpacking libpython3.5-minimal:amd64 (3.5.2-2ubuntu0~16.04.12) over (3.5.2-2ubuntu0~16.04.11) ...

Preparing to unpack .../grub-pc\_2.02~beta2-36ubuntu3.29\_amd64.deb ...

Unpacking grub-pc (2.02~beta2-36ubuntu3.29) over (2.02~beta2-36ubuntu3.27) ...

Preparing to unpack .../grub2-common\_2.02~beta2-36ubuntu3.29\_amd64.deb ...

Unpacking grub2-common (2.02~beta2-36ubuntu3.29) over (2.02~beta2-36ubuntu3.27) ...

Preparing to unpack .../grub-pc-bin\_2.02~beta2-36ubuntu3.29\_amd64.deb ...

Unpacking grub-pc-bin (2.02~beta2-36ubuntu3.29) over (2.02~beta2-36ubuntu3.27) ...

Preparing to unpack .../libfreetype6-dev\_2.6.1-0.1ubuntu2.5\_amd64.deb ...

Unpacking libfreetype6-dev:amd64 (2.6.1-0.1ubuntu2.5) over (2.6.1-0.1ubuntu2.4) ...

Preparing to unpack .../libfreetype6\_2.6.1-0.1ubuntu2.5\_amd64.deb ...

Unpacking libfreetype6:amd64 (2.6.1-0.1ubuntu2.5) over (2.6.1-0.1ubuntu2.4) ...

Preparing to unpack .../grub-common\_2.02~beta2-36ubuntu3.29\_amd64.deb ...

Unpacking grub-common (2.02~beta2-36ubuntu3.29) over (2.02~beta2-36ubuntu3.27) ...

Preparing to unpack .../python2.7-dev\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking python2.7-dev (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../libpython2.7-dev\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking libpython2.7-dev:amd64 (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../libpython2.7\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking libpython2.7:amd64 (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../python2.7\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking python2.7 (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../libpython2.7-stdlib\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking libpython2.7-stdlib:amd64 (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../python2.7-minimal\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking python2.7-minimal (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../libpython2.7-minimal\_2.7.12-1ubuntu0~16.04.13\_amd64.deb ...

Unpacking libpython2.7-minimal:amd64 (2.7.12-1ubuntu0~16.04.13) over (2.7.12-1ubuntu0~16.04.12) ...

Preparing to unpack .../tzdata\_2020d-0ubuntu0.16.04\_all.deb ...

Unpacking tzdata (2020d-0ubuntu0.16.04) over (2020a-0ubuntu0.16.04) ...

Preparing to unpack .../distro-info-data\_0.28ubuntu0.16\_all.deb ...

Unpacking distro-info-data (0.28ubuntu0.16) over (0.28ubuntu0.14) ...

Preparing to unpack .../vim\_2%3a7.4.1689-3ubuntu1.5\_amd64.deb ...

Unpacking vim (2:7.4.1689-3ubuntu1.5) over (2:7.4.1689-3ubuntu1.4) ...

Preparing to unpack .../vim-tiny\_2%3a7.4.1689-3ubuntu1.5\_amd64.deb ...

Unpacking vim-tiny (2:7.4.1689-3ubuntu1.5) over (2:7.4.1689-3ubuntu1.4) ...

Preparing to unpack .../vim-runtime\_2%3a7.4.1689-3ubuntu1.5\_all.deb ...

Unpacking vim-runtime (2:7.4.1689-3ubuntu1.5) over (2:7.4.1689-3ubuntu1.4) ...

Preparing to unpack .../vim-common\_2%3a7.4.1689-3ubuntu1.5\_amd64.deb ...

Unpacking vim-common (2:7.4.1689-3ubuntu1.5) over (2:7.4.1689-3ubuntu1.4) ...

Preparing to unpack .../ubuntu-minimal\_1.361.6\_amd64.deb ...

Unpacking ubuntu-minimal (1.361.6) over (1.361.4) ...

Preparing to unpack .../accountsservice\_0.6.40-2ubuntu11.6\_amd64.deb ...

Unpacking accountsservice (0.6.40-2ubuntu11.6) over (0.6.40-2ubuntu11.3) ...

Preparing to unpack .../libaccountsservice0\_0.6.40-2ubuntu11.6\_amd64.deb ...

Unpacking libaccountsservice0:amd64 (0.6.40-2ubuntu11.6) over (0.6.40-2ubuntu11.3) ...

Preparing to unpack .../openssl\_1.0.2g-1ubuntu4.17\_amd64.deb ...

Unpacking openssl (1.0.2g-1ubuntu4.17) over (1.0.2g-1ubuntu4.16) ...

Preparing to unpack .../ca-certificates\_20201027ubuntu0.16.04.1\_all.deb ...

Unpacking ca-certificates (20201027ubuntu0.16.04.1) over (20190110~16.04.1) ...

Preparing to unpack .../krb5-locales\_1.13.2+dfsg-5ubuntu2.2\_all.deb ...

Unpacking krb5-locales (1.13.2+dfsg-5ubuntu2.2) over (1.13.2+dfsg-5ubuntu2.1) ...

Preparing to unpack .../libgssapi-krb5-2\_1.13.2+dfsg-5ubuntu2.2\_amd64.deb ...

Unpacking libgssapi-krb5-2:amd64 (1.13.2+dfsg-5ubuntu2.2) over (1.13.2+dfsg-5ubuntu2.1) ...

Preparing to unpack .../libkrb5-3\_1.13.2+dfsg-5ubuntu2.2\_amd64.deb ...

Unpacking libkrb5-3:amd64 (1.13.2+dfsg-5ubuntu2.2) over (1.13.2+dfsg-5ubuntu2.1) ...

Preparing to unpack .../libkrb5support0\_1.13.2+dfsg-5ubuntu2.2\_amd64.deb ...

Unpacking libkrb5support0:amd64 (1.13.2+dfsg-5ubuntu2.2) over (1.13.2+dfsg-5ubuntu2.1) ...

Preparing to unpack .../libk5crypto3\_1.13.2+dfsg-5ubuntu2.2\_amd64.deb ...

Unpacking libk5crypto3:amd64 (1.13.2+dfsg-5ubuntu2.2) over (1.13.2+dfsg-5ubuntu2.1) ...

Preparing to unpack .../libldap-2.4-2\_2.4.42+dfsg-2ubuntu3.11\_amd64.deb ...

Unpacking libldap-2.4-2:amd64 (2.4.42+dfsg-2ubuntu3.11) over (2.4.42+dfsg-2ubuntu3.9) ...

Preparing to unpack .../ubuntu-release-upgrader-core\_1%3a16.04.32\_all.deb ...

Unpacking ubuntu-release-upgrader-core (1:16.04.32) over (1:16.04.30) ...

Preparing to unpack .../python3-distupgrade\_1%3a16.04.32\_all.deb ...

Unpacking python3-distupgrade (1:16.04.32) over (1:16.04.30) ...

Preparing to unpack .../ubuntu-standard\_1.361.6\_amd64.deb ...

Unpacking ubuntu-standard (1.361.6) over (1.361.4) ...

Preparing to unpack .../python3-problem-report\_2.20.1-0ubuntu2.27\_all.deb ...

Unpacking python3-problem-report (2.20.1-0ubuntu2.27) over (2.20.1-0ubuntu2.24) ...

Preparing to unpack .../python3-apport\_2.20.1-0ubuntu2.27\_all.deb ...

Unpacking python3-apport (2.20.1-0ubuntu2.27) over (2.20.1-0ubuntu2.24) ...

Preparing to unpack .../apport\_2.20.1-0ubuntu2.27\_all.deb ...

Unpacking apport (2.20.1-0ubuntu2.27) over (2.20.1-0ubuntu2.24) ...

Preparing to unpack .../libdbi-perl\_1.634-1ubuntu0.2\_amd64.deb ...

Unpacking libdbi-perl (1.634-1ubuntu0.2) over (1.634-1build1) ...

Preparing to unpack .../mysql-common\_5.7.32-0ubuntu0.16.04.1\_all.deb ...

Unpacking mysql-common (5.7.32-0ubuntu0.16.04.1) over (5.7.31-0ubuntu0.16.04.1) ...

Preparing to unpack .../libmysqlclient-dev\_5.7.32-0ubuntu0.16.04.1\_amd64.deb ...

Unpacking libmysqlclient-dev (5.7.32-0ubuntu0.16.04.1) over (5.7.31-0ubuntu0.16.04.1) ...

Preparing to unpack .../libmysqlclient20\_5.7.32-0ubuntu0.16.04.1\_amd64.deb ...

Unpacking libmysqlclient20:amd64 (5.7.32-0ubuntu0.16.04.1) over (5.7.31-0ubuntu0.16.04.1) ...

Preparing to unpack .../libpulse0\_1%3a8.0-0ubuntu3.15\_amd64.deb ...

Unpacking libpulse0:amd64 (1:8.0-0ubuntu3.15) over (1:8.0-0ubuntu3.12) ...

Preparing to unpack .../linux-libc-dev\_4.4.0-194.226\_amd64.deb ...

Unpacking linux-libc-dev:amd64 (4.4.0-194.226) over (4.4.0-189.219) ...

Preparing to unpack .../mongodb-org-shell\_3.6.21\_amd64.deb ...

Unpacking mongodb-org-shell (3.6.21) over (3.6.20) ...

Preparing to unpack .../mongodb-org-server\_3.6.21\_amd64.deb ...

Unpacking mongodb-org-server (3.6.21) over (3.6.20) ...

Preparing to unpack .../mongodb-org-mongos\_3.6.21\_amd64.deb ...

Unpacking mongodb-org-mongos (3.6.21) over (3.6.20) ...

Preparing to unpack .../mongodb-org-tools\_3.6.21\_amd64.deb ...

Unpacking mongodb-org-tools (3.6.21) over (3.6.20) ...

Preparing to unpack .../mongodb-org\_3.6.21\_amd64.deb ...

Unpacking mongodb-org (3.6.21) over (3.6.20) ...

Preparing to unpack .../nginx\_1.18.0-2~xenial\_amd64.deb ...

Unpacking nginx (1.18.0-2~xenial) over (1.18.0-1~xenial) ...

Preparing to unpack .../nodejs\_12.20.0-1nodesource1\_amd64.deb ...

Detected old npm client, removing...

Unpacking nodejs (12.20.0-1nodesource1) over (12.18.2-1nodesource1) ...

Preparing to unpack .../openjdk-8-jdk\_8u275-b01-0ubuntu1~16.04\_amd64.deb ...

Unpacking openjdk-8-jdk:amd64 (8u275-b01-0ubuntu1~16.04) over (8u265-b01-0ubuntu2~16.04) ...

Preparing to unpack .../openjdk-8-jdk-headless\_8u275-b01-0ubuntu1~16.04\_amd64.deb ...

Unpacking openjdk-8-jdk-headless:amd64 (8u275-b01-0ubuntu1~16.04) over (8u265-b01-0ubuntu2~16.04) ...

Preparing to unpack .../openjdk-8-jre\_8u275-b01-0ubuntu1~16.04\_amd64.deb ...

Unpacking openjdk-8-jre:amd64 (8u275-b01-0ubuntu1~16.04) over (8u265-b01-0ubuntu2~16.04) ...

Preparing to unpack .../openjdk-8-jre-headless\_8u275-b01-0ubuntu1~16.04\_amd64.deb ...

Unpacking openjdk-8-jre-headless:amd64 (8u275-b01-0ubuntu1~16.04) over (8u265-b01-0ubuntu2~16.04) ...

Preparing to unpack .../postfix\_3.1.0-3ubuntu0.4\_amd64.deb ...

Unpacking postfix (3.1.0-3ubuntu0.4) over (3.1.0-3ubuntu0.3) ...

Preparing to unpack .../python3-pip\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python3-pip (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../python-pip\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python-pip (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../python-pip-whl\_8.1.1-2ubuntu0.6\_all.deb ...

Unpacking python-pip-whl (8.1.1-2ubuntu0.6) over (8.1.1-2ubuntu0.4) ...

Preparing to unpack .../python3-urllib3\_1.13.1-2ubuntu0.16.04.4\_all.deb ...

Unpacking python3-urllib3 (1.13.1-2ubuntu0.16.04.4) over (1.13.1-2ubuntu0.16.04.3) ...

Preparing to unpack .../snapd\_2.47.1\_amd64.deb ...

Unpacking snapd (2.47.1) over (2.45.1ubuntu0.2) ...

Preparing to unpack .../sosreport\_3.9.1-1ubuntu0.16.04.1\_amd64.deb ...

Unpacking sosreport (3.9.1-1ubuntu0.16.04.1) over (3.9-1ubuntu0.16.04.2) ...

Preparing to unpack .../cloud-guest-utils\_0.27-0ubuntu25.2\_all.deb ...

Unpacking cloud-guest-utils (0.27-0ubuntu25.2) over (0.27-0ubuntu25.1) ...

Preparing to unpack .../grub-legacy-ec2\_20.3-2-g371b392c-0ubuntu1~16.04.1\_all.deb ...

Leaving 'diversion of /usr/sbin/grub-set-default to /usr/sbin/grub-set-default.real by grub-legacy-ec2'

Unpacking grub-legacy-ec2 (20.3-2-g371b392c-0ubuntu1~16.04.1) over (20.2-45-g5f7825e2-0ubuntu1~16.04.1) ...

Preparing to unpack .../intel-microcode\_3.20201110.0ubuntu0.16.04.2\_amd64.deb ...

Unpacking intel-microcode (3.20201110.0ubuntu0.16.04.2) over (3.20200609.0ubuntu0.16.04.1) ...

Processing triggers for man-db (2.7.5-1) ...

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

Processing triggers for mime-support (3.59ubuntu1) ...

Processing triggers for install-info (6.1.0.dfsg.1-5) ...

Processing triggers for systemd (229-4ubuntu21.29) ...

Processing triggers for ureadahead (0.100.0-19.1) ...

Processing triggers for hicolor-icon-theme (0.15-0ubuntu1.1) ...

Processing triggers for dbus (1.10.6-1ubuntu3.6) ...

Processing triggers for ufw (0.35-0ubuntu2) ...

Setting up perl-modules-5.22 (5.22.1-9ubuntu0.9) ...

Setting up libperl5.22:amd64 (5.22.1-9ubuntu0.9) ...

Setting up perl (5.22.1-9ubuntu0.9) ...

Setting up libpam-systemd:amd64 (229-4ubuntu21.29) ...

Setting up udev (229-4ubuntu21.29) ...

addgroup: The group `input' already exists as a system group. Exiting.

update-initramfs: deferring update (trigger activated)

Setting up initramfs-tools-bin (0.122ubuntu8.17) ...

Setting up initramfs-tools-core (0.122ubuntu8.17) ...

Setting up initramfs-tools (0.122ubuntu8.17) ...

update-initramfs: deferring update (trigger activated)

Setting up libssl1.0.0:amd64 (1.0.2g-1ubuntu4.17) ...

Setting up libpython3.5-minimal:amd64 (3.5.2-2ubuntu0~16.04.12) ...

Setting up python3.5-minimal (3.5.2-2ubuntu0~16.04.12) ...

Setting up libpython3.5-stdlib:amd64 (3.5.2-2ubuntu0~16.04.12) ...

Setting up python3.5 (3.5.2-2ubuntu0~16.04.12) ...

Setting up libpython3.5:amd64 (3.5.2-2ubuntu0~16.04.12) ...

Setting up libpython3.5-dev:amd64 (3.5.2-2ubuntu0~16.04.12) ...

Setting up python3.5-dev (3.5.2-2ubuntu0~16.04.12) ...

Setting up libssl-doc (1.0.2g-1ubuntu4.17) ...

Setting up libssl-dev:amd64 (1.0.2g-1ubuntu4.17) ...

Setting up libfreetype6:amd64 (2.6.1-0.1ubuntu2.5) ...

Setting up grub-common (2.02~beta2-36ubuntu3.29) ...

Installing new version of config file /etc/grub.d/10\_linux ...

update-rc.d: warning: start and stop actions are no longer supported; falling back to defaults

Setting up grub2-common (2.02~beta2-36ubuntu3.29) ...

Setting up grub-pc-bin (2.02~beta2-36ubuntu3.29) ...

Setting up grub-pc (2.02~beta2-36ubuntu3.29) ...

Generating grub configuration file ...

Found linux image: /boot/vmlinuz-4.4.0-142-generic

Found initrd image: /boot/initrd.img-4.4.0-142-generic

done

Setting up libfreetype6-dev:amd64 (2.6.1-0.1ubuntu2.5) ...

Setting up libpython2.7-minimal:amd64 (2.7.12-1ubuntu0~16.04.13) ...

Setting up python2.7-minimal (2.7.12-1ubuntu0~16.04.13) ...

Setting up libpython2.7-stdlib:amd64 (2.7.12-1ubuntu0~16.04.13) ...

Setting up python2.7 (2.7.12-1ubuntu0~16.04.13) ...

Setting up libpython2.7:amd64 (2.7.12-1ubuntu0~16.04.13) ...

Setting up libpython2.7-dev:amd64 (2.7.12-1ubuntu0~16.04.13) ...

Setting up python2.7-dev (2.7.12-1ubuntu0~16.04.13) ...

Setting up tzdata (2020d-0ubuntu0.16.04) ...

Current default time zone: 'Asia/Kolkata'

Local time is now: Thu Nov 26 17:52:04 IST 2020.

Universal Time is now: Thu Nov 26 12:22:04 UTC 2020.

Run 'dpkg-reconfigure tzdata' if you wish to change it.

Setting up distro-info-data (0.28ubuntu0.16) ...

Setting up vim-common (2:7.4.1689-3ubuntu1.5) ...

Setting up vim-runtime (2:7.4.1689-3ubuntu1.5) ...

Setting up vim (2:7.4.1689-3ubuntu1.5) ...

Setting up vim-tiny (2:7.4.1689-3ubuntu1.5) ...

Setting up ubuntu-minimal (1.361.6) ...

Setting up libaccountsservice0:amd64 (0.6.40-2ubuntu11.6) ...

Setting up accountsservice (0.6.40-2ubuntu11.6) ...

Setting up openssl (1.0.2g-1ubuntu4.17) ...

Setting up ca-certificates (20201027ubuntu0.16.04.1) ...

Setting up krb5-locales (1.13.2+dfsg-5ubuntu2.2) ...

Setting up libkrb5support0:amd64 (1.13.2+dfsg-5ubuntu2.2) ...

Setting up libk5crypto3:amd64 (1.13.2+dfsg-5ubuntu2.2) ...

Setting up libkrb5-3:amd64 (1.13.2+dfsg-5ubuntu2.2) ...

Setting up libgssapi-krb5-2:amd64 (1.13.2+dfsg-5ubuntu2.2) ...

Setting up libldap-2.4-2:amd64 (2.4.42+dfsg-2ubuntu3.11) ...

Setting up python3-distupgrade (1:16.04.32) ...

Setting up ubuntu-release-upgrader-core (1:16.04.32) ...

Setting up ubuntu-standard (1.361.6) ...

Setting up python3-problem-report (2.20.1-0ubuntu2.27) ...

Setting up python3-apport (2.20.1-0ubuntu2.27) ...

Setting up apport (2.20.1-0ubuntu2.27) ...

Installing new version of config file /etc/init.d/apport ...

Setting up libdbi-perl (1.634-1ubuntu0.2) ...

Setting up mysql-common (5.7.32-0ubuntu0.16.04.1) ...

Setting up libmysqlclient20:amd64 (5.7.32-0ubuntu0.16.04.1) ...

Setting up libmysqlclient-dev (5.7.32-0ubuntu0.16.04.1) ...

Setting up libpulse0:amd64 (1:8.0-0ubuntu3.15) ...

Setting up linux-libc-dev:amd64 (4.4.0-194.226) ...

Setting up mongodb-org-shell (3.6.21) ...

Setting up mongodb-org-server (3.6.21) ...

Setting up mongodb-org-mongos (3.6.21) ...

Setting up mongodb-org-tools (3.6.21) ...

Setting up mongodb-org (3.6.21) ...

Setting up nginx (1.18.0-2~xenial) ...

Setting up nodejs (12.20.0-1nodesource1) ...

Setting up openjdk-8-jre-headless:amd64 (8u275-b01-0ubuntu1~16.04) ...

Installing new version of config file /etc/java-8-openjdk/security/blacklisted.certs ...

Installing new version of config file /etc/java-8-openjdk/security/java.security ...

Setting up openjdk-8-jre:amd64 (8u275-b01-0ubuntu1~16.04) ...

Setting up openjdk-8-jdk-headless:amd64 (8u275-b01-0ubuntu1~16.04) ...

update-alternatives: using /usr/lib/jvm/java-8-openjdk-amd64/bin/jfr to provide /usr/bin/jfr (jfr) in auto mode

Setting up openjdk-8-jdk:amd64 (8u275-b01-0ubuntu1~16.04) ...

Setting up postfix (3.1.0-3ubuntu0.4) ...

Postfix configuration was untouched. If you need to make changes, edit

/etc/postfix/main.cf (and others) as needed. To view Postfix configuration

values, see postconf(1).

After modifying main.cf, be sure to run '/etc/init.d/postfix reload'.

Running newaliases

Setting up python-pip-whl (8.1.1-2ubuntu0.6) ...

Setting up python3-pip (8.1.1-2ubuntu0.6) ...

Setting up python-pip (8.1.1-2ubuntu0.6) ...

Setting up python3-urllib3 (1.13.1-2ubuntu0.16.04.4) ...

Setting up snapd (2.47.1) ...

Installing new version of config file /etc/apparmor.d/usr.lib.snapd.snap-confine.real ...

Installing new version of config file /etc/profile.d/apps-bin-path.sh ...

snapd.failure.service is a disabled or a static unit, not starting it.

snapd.snap-repair.service is a disabled or a static unit, not starting it.

Setting up sosreport (3.9.1-1ubuntu0.16.04.1) ...

Setting up cloud-guest-utils (0.27-0ubuntu25.2) ...

Setting up grub-legacy-ec2 (20.3-2-g371b392c-0ubuntu1~16.04.1) ...

Searching for GRUB installation directory ... found: /boot/grub

Searching for default file ... found: /boot/grub/default

Testing for an existing GRUB menu.lst file ... found: /boot/grub/menu.lst

Searching for splash image ... none found, skipping ...

Found kernel: /vmlinuz-4.4.0-142-generic

Found kernel: /vmlinuz-4.4.0-142-generic

Updating /boot/grub/menu.lst ... done

Setting up intel-microcode (3.20201110.0ubuntu0.16.04.2) ...

update-initramfs: deferring update (trigger activated)

intel-microcode: microcode will be updated at next boot

Processing triggers for libc-bin (2.23-0ubuntu11.2) ...

Processing triggers for initramfs-tools (0.122ubuntu8.17) ...

update-initramfs: Generating /boot/initrd.img-4.4.0-142-generic

W: mdadm: /etc/mdadm/mdadm.conf defines no arrays.

Processing triggers for ca-certificates (20201027ubuntu0.16.04.1) ...

Updating certificates in /etc/ssl/certs...

20 added, 9 removed; done.

Running hooks in /etc/ca-certificates/update.d...

Adding debian:Certigna\_Root\_CA.pem

Adding debian:certSIGN\_Root\_CA\_G2.pem

Adding debian:emSign\_ECC\_Root\_CA\_-\_C3.pem

Adding debian:emSign\_ECC\_Root\_CA\_-\_G3.pem

Adding debian:emSign\_Root\_CA\_-\_C1.pem

Adding debian:emSign\_Root\_CA\_-\_G1.pem

Adding debian:Entrust\_Root\_Certification\_Authority\_-\_G4.pem

Adding debian:e-Szigno\_Root\_CA\_2017.pem

Adding debian:GTS\_Root\_R1.pem

Adding debian:GTS\_Root\_R2.pem

Adding debian:GTS\_Root\_R3.pem

Adding debian:GTS\_Root\_R4.pem

Adding debian:Hongkong\_Post\_Root\_CA\_3.pem

Adding debian:Microsoft\_ECC\_Root\_Certificate\_Authority\_2017.pem

Adding debian:Microsoft\_RSA\_Root\_Certificate\_Authority\_2017.pem

Adding debian:Trustwave\_Global\_Certification\_Authority.pem

Adding debian:Trustwave\_Global\_ECC\_P256\_Certification\_Authority.pem

Adding debian:Trustwave\_Global\_ECC\_P384\_Certification\_Authority.pem

Adding debian:UCA\_Extended\_Validation\_Root.pem

Adding debian:UCA\_Global\_G2\_Root.pem

Removing debian:Certinomis\_-\_Root\_CA.pem

Removing debian:Certplus\_Class\_2\_Primary\_CA.pem

Removing debian:Deutsche\_Telekom\_Root\_CA\_2.pem

Removing debian:EE\_Certification\_Centre\_Root\_CA.pem

Removing debian:LuxTrust\_Global\_Root\_2.pem

Removing debian:OISTE\_WISeKey\_Global\_Root\_GA\_CA.pem

Removing debian:Staat\_der\_Nederlanden\_Root\_CA\_-\_G2.pem

Removing debian:Taiwan\_GRCA.pem

Removing debian:Verisign\_Class\_3\_Public\_Primary\_Certification\_Authority\_-\_G3.pem

done.

done.

Processing triggers for systemd (229-4ubuntu21.29) ...

Processing triggers for ureadahead (0.100.0-19.1) ...

Reading package lists...

Building dependency tree...

Reading state information...

build-essential is already the newest version (12.1ubuntu2).

g++ is already the newest version (4:5.3.1-1ubuntu1).

gcc is already the newest version (4:5.3.1-1ubuntu1).

libxmlsec1-dev is already the newest version (1.2.20-2ubuntu4).

swig is already the newest version (3.0.8-0ubuntu3).

curl is already the newest version (7.47.0-1ubuntu2.16).

libfreetype6-dev is already the newest version (2.6.1-0.1ubuntu2.5).

libmysqlclient-dev is already the newest version (5.7.32-0ubuntu0.16.04.1).

libxml2-dev is already the newest version (2.9.3+dfsg1-1ubuntu0.7).

libxslt1-dev is already the newest version (1.1.28-2.1ubuntu0.3).

python-apt is already the newest version (1.1.0~beta1ubuntu0.16.04.9).

python-dev is already the newest version (2.7.12-1~16.04).

software-properties-common is already the newest version (0.96.20.10).

python-pip is already the newest version (8.1.1-2ubuntu0.6).

git-core is already the newest version (1:2.14.2-1~ppa0~ubuntu16.04.1).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

Package 'python-yaml' is not installed, so not removed

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: pip==20.0.2 in /usr/local/lib/python2.7/dist-packages (20.0.2)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: setuptools==44.1.0 in /usr/local/lib/python2.7/dist-packages (44.1.0)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already up-to-date: virtualenv==16.7.10 in /usr/local/lib/python2.7/dist-packages (16.7.10)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

open-release/juniper.2

fatal: destination path 'configuration' already exists and is not an empty directory.

HEAD is now at 1ee0480... Add "| default" filter on AWS\_GATHER\_FACTS conditional in edx\_service

M playbooks/roles/edxapp/defaults/main.yml

From https://github.com/edx/configuration

\* [new branch] BOM-2083 -> origin/BOM-2083

\* [new branch] add-accounts-mfe-conf -> origin/add-accounts-mfe-conf

\* [new branch] adzuci/rev-1576-update-ecom-worker-to-focal -> origin/adzuci/rev-1576-update-ecom-worker-to-focal

\* [new branch] bom-2128-ubuntu -> origin/bom-2128-ubuntu

\* [new branch] branding/aj/docker-unset-footer\_organization\_image -> origin/branding/aj/docker-unset-footer\_organization\_image

+ 5af2ca7...cb28216 coryleeio/debug -> origin/coryleeio/debug (forced update)

\* [new branch] dependabot/pip/cryptography-3.2 -> origin/dependabot/pip/cryptography-3.2

\* [new branch] diana/pin-forums-earlier -> origin/diana/pin-forums-earlier

\* [new branch] estute/insights-sandbox -> origin/estute/insights-sandbox

\* [new branch] ihassan/ISRE-581\_plugins\_updates -> origin/ihassan/ISRE-581\_plugins\_updates

\* [new branch] ihassan/ISRE-682\_update\_play\_focal -> origin/ihassan/ISRE-682\_update\_play\_focal

\* [new branch] jenkins/upgrade-python-requirements-0e5037d -> origin/jenkins/upgrade-python-requirements-0e5037d

\* [new branch] jlajoie/ENT-3546 -> origin/jlajoie/ENT-3546

\* [new branch] kdmccormick/import-shims-more-cleanup -> origin/kdmccormick/import-shims-more-cleanup

bcd2e6d..4927794 master -> origin/master

\* [new branch] mikix/bionic -> origin/mikix/bionic

\* [new branch] nadeem/test -> origin/nadeem/test

\* [new branch] nedbat/fix-notes-koa -> origin/nedbat/fix-notes-koa

98534d6..9b78ba1 open-release/juniper.master -> origin/open-release/juniper.master

\* [new branch] open-release/koa.master -> origin/open-release/koa.master

\* [new branch] open-release/koa.test01 -> origin/open-release/koa.test01

\* [new branch] revert-6141-revert-6137-revert/revert/bump/virtualenv -> origin/revert-6141-revert-6137-revert/revert/bump/virtualenv

\* [new branch] rir/ws-1232 -> origin/rir/ws-1232

\* [new branch] shafqat-test-int-2 -> origin/shafqat-test-int-2

\* [new branch] shafqat/YONK-1800 -> origin/shafqat/YONK-1800

\* [new branch] shafqat/test-int -> origin/shafqat/test-int

\* [new branch] tuchfarber/add\_build\_result\_analytics\_jenkins -> origin/tuchfarber/add\_build\_result\_analytics\_jenkins

\* [new branch] tuchfarber/add\_jenkins\_build\_result -> origin/tuchfarber/add\_jenkins\_build\_result

\* [new branch] tuchfarber/fix\_common\_image\_builders -> origin/tuchfarber/fix\_common\_image\_builders

\* [new branch] yonkers-juniper -> origin/yonkers-juniper

\* [new tag] ned/test-ficus.2 -> ned/test-ficus.2

\* [new tag] nedbat/test-ficus.1rc4 -> nedbat/test-ficus.1rc4

\* [new tag] nedbat/test/ficus.1rc4.1 -> nedbat/test/ficus.1rc4.1

\* [new tag] nedbat/test/ficus.1rc4.2 -> nedbat/test/ficus.1rc4.2

\* [new tag] nedbat/test/ficus.1rc4.3 -> nedbat/test/ficus.1rc4.3

\* [new tag] nedbat/test/ficus.2.1 -> nedbat/test/ficus.2.1

\* [new tag] nedbat/test/ficus.2.3 -> nedbat/test/ficus.2.3

\* [new tag] nedbat/test/ficus.2rc1.1 -> nedbat/test/ficus.2rc1.1

\* [new tag] nedbat/test/ficus.2rc1.2 -> nedbat/test/ficus.2rc1.2

\* [new tag] nedbat/test/ficus.3.1 -> nedbat/test/ficus.3.1

\* [new tag] nedbat/test/ficus.3.2 -> nedbat/test/ficus.3.2

\* [new tag] nedbat/test/ficus.3.3 -> nedbat/test/ficus.3.3

\* [new tag] nedbat/test/ficus.4.2 -> nedbat/test/ficus.4.2

\* [new tag] nedbat/test/ficus.4.3 -> nedbat/test/ficus.4.3

\* [new tag] nedbat/test/ficus.4.4 -> nedbat/test/ficus.4.4

\* [new tag] nedbat/test/h.1.1 -> nedbat/test/h.1.1

You are not currently on a branch.

Please specify which branch you want to merge with.

See git-pull(1) for details.

git pull <remote> <branch>

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already satisfied: ansible==2.7.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 7)) (2.7.12)

Requirement already satisfied: awscli==1.15.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 8)) (1.15.19)

Requirement already satisfied: bcrypt==3.1.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 9)) (3.1.7)

Requirement already satisfied: boto3==1.7.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 10)) (1.7.14)

Requirement already satisfied: boto==2.48.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 11)) (2.48.0)

Requirement already satisfied: botocore==1.10.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 12)) (1.10.19)

Requirement already satisfied: certifi==2020.4.5.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 13)) (2020.4.5.1)

Requirement already satisfied: cffi==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 14)) (1.14.0)

Requirement already satisfied: chardet==3.0.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 15)) (3.0.4)

Requirement already satisfied: colorama==0.3.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 16)) (0.3.7)

Requirement already satisfied: cryptography==2.9.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 17)) (2.9.2)

Requirement already satisfied: datadog==0.8.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 18)) (0.8.0)

Requirement already satisfied: decorator==4.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 19)) (4.4.2)

Requirement already satisfied: docopt==0.6.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 20)) (0.6.2)

Requirement already satisfied: docutils==0.16 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 21)) (0.16)

Requirement already satisfied: ecdsa==0.13.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 22)) (0.13.3)

Requirement already satisfied: idna==2.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 23)) (2.7)

Requirement already satisfied: jinja2==2.8 in /usr/lib/python2.7/dist-packages (from -r requirements.txt (line 24)) (2.8)

Requirement already satisfied: jmespath==0.9.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 25)) (0.9.5)

Requirement already satisfied: markupsafe==1.1.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 26)) (1.1.1)

Requirement already satisfied: mysqlclient==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 27)) (1.3.0)

Requirement already satisfied: networkx==1.11 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 28)) (1.11)

Requirement already satisfied: paramiko==2.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 29)) (2.4.2)

Requirement already satisfied: pathlib2==2.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 30)) (2.3.0)

Requirement already satisfied: prettytable==0.7.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 31)) (0.7.2)

Requirement already satisfied: pyasn1==0.4.8 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 32)) (0.4.8)

Requirement already satisfied: pycparser==2.20 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 33)) (2.20)

Requirement already satisfied: pycrypto==2.6.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 34)) (2.6.1)

Requirement already satisfied: pymongo==3.9.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 35)) (3.9.0)

Requirement already satisfied: pynacl==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 36)) (1.3.0)

Requirement already satisfied: python-dateutil==2.8.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 37)) (2.8.1)

Requirement already satisfied: pyyaml==3.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 38)) (3.12)

Requirement already satisfied: requests==2.20.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 39)) (2.20.0)

Requirement already satisfied: rsa==3.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 40)) (3.4.2)

Requirement already satisfied: s3transfer==0.1.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 41)) (0.1.13)

Requirement already satisfied: six==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 42)) (1.14.0)

Requirement already satisfied: urllib3==1.24.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 43)) (1.24.3)

Requirement already satisfied: setuptools in /usr/local/lib/python2.7/dist-packages (from ansible==2.7.12->-r requirements.txt (line 7)) (44.1.0)

Requirement already satisfied: ipaddress; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.0.23)

Requirement already satisfied: enum34; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.1.10)

Requirement already satisfied: simplejson>=2.0.9 in /usr/local/lib/python2.7/dist-packages (from datadog==0.8.0->-r requirements.txt (line 18)) (3.17.2)

Requirement already satisfied: scandir; python\_version < "3.5" in /usr/local/lib/python2.7/dist-packages (from pathlib2==2.3.0->-r requirements.txt (line 30)) (1.10.0)

Requirement already satisfied: futures<4.0.0,>=2.2.0; python\_version == "2.6" or python\_version == "2.7" in /usr/local/lib/python2.7/dist-packages (from s3transfer==0.1.13->-r requirements.txt (line 41)) (3.3.0)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/edx\_django\_service/tasks/main.yml, line 125, column 3,

found a duplicate dict key (when). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (RACK\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SINATRA\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SEARCH\_SERVER). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOHQ\_URL). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOID\_AUTH\_MECH). Using last defined value only.

PLAY [Bootstrap instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PLAY [Configure instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [Gathering Facts] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

ok: [localhost]

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

**failed:** [localhost] (item=lms) => {"changed": true, "cmd": ["/edx/bin/edxapp-migrate-lms"], "delta": "0:03:11.312871", "end": "2020-11-26 17:56:35.914728", "item": "lms", "msg": "non-zero return code", "rc": 1, "start": "2020-11-26 17:53:24.601857", "stderr": "2020-11-26 12:23:30,432 WARNING 28711 [py.warnings] [user None] \_\_init\_\_.py:128 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango30Warning: The DEFAULT\_CONTENT\_TYPE setting is deprecated.\n setattr(self, attr, getattr(obj, attr))\n\n2020-11-26 12:23:30,435 WARNING 28711 [py.warnings] [user None] \_\_init\_\_.py:142 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango31Warning: The FILE\_CHARSET setting is deprecated. Starting with Django 3.1, all files read from disk must be UTF-8 encoded.\n setattr(self, attr, getattr(obj, attr))\n\n2020-11-26 12:23:33,488 WARNING 28711 [py.warnings] [user None] checks.py:1101 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/contrib/admin/checks.py:1101: RemovedInDjango30Warning: Update CourseRegistrationCodeInvoiceItemInline.has\_add\_permission() to accept a positional `obj` argument.\n \"`obj` argument.\" % cls.\_\_name\_\_, RemovedInDjango30Warning\n\nSystem check identified some issues:\n\nWARNINGS:\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'default'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'read\_replica'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'student\_module\_history'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n2020-11-26 12:24:33,096 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from CourseKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\n2020-11-26 12:24:33,097 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from UsageKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (1, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/sit-e-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (1, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (2, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (2, 'null')\n2020-11-26 12:25:02,843 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from MultiEmailField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\nTraceback (most recent call last):\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute\n return self.cursor.execute(sql)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute\n return self.cursor.execute(query, args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute\n res = self.\_query(query)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query\n db.query(q)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query\n \_mysql.connection.query(self, query)\nMySQLdb.\_exceptions.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")\n\nThe above exception was the direct cause of the following exception:\n\nTraceback (most recent call last):\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 124, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/models.py\", line 92, in database\_forwards\n schema\_editor.create\_model(model)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 307, in create\_model\n self.execute(sql, params or None)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 137, in execute\n cursor.execute(sql, params)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 67, in execute\n return self.\_execute\_with\_wrappers(sql, params, many=False, executor=self.\_execute)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 76, in \_execute\_with\_wrappers\n return executor(sql, params, many, context)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 84, in \_execute\n return self.cursor.execute(sql, params)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/utils.py\", line 89, in \_\_exit\_\_\n raise dj\_exc\_value.with\_traceback(traceback) from exc\_value\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute\n return self.cursor.execute(sql)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute\n return self.cursor.execute(query, args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute\n res = self.\_query(query)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query\n db.query(q)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query\n \_mysql.connection.query(self, query)\ndjango.db.utils.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")", "stderr\_lines": ["2020-11-26 12:23:30,432 WARNING 28711 [py.warnings] [user None] \_\_init\_\_.py:128 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango30Warning: The DEFAULT\_CONTENT\_TYPE setting is deprecated.", " setattr(self, attr, getattr(obj, attr))", "", "2020-11-26 12:23:30,435 WARNING 28711 [py.warnings] [user None] \_\_init\_\_.py:142 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango31Warning: The FILE\_CHARSET setting is deprecated. Starting with Django 3.1, all files read from disk must be UTF-8 encoded.", " setattr(self, attr, getattr(obj, attr))", "", "2020-11-26 12:23:33,488 WARNING 28711 [py.warnings] [user None] checks.py:1101 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/contrib/admin/checks.py:1101: RemovedInDjango30Warning: Update CourseRegistrationCodeInvoiceItemInline.has\_add\_permission() to accept a positional `obj` argument.", " \"`obj` argument.\" % cls.\_\_name\_\_, RemovedInDjango30Warning", "", "System check identified some issues:", "", "WARNINGS:", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'default'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'read\_replica'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'student\_module\_history'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "2020-11-26 12:24:33,096 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from CourseKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "2020-11-26 12:24:33,097 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from UsageKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (1, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (1, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (2, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (2, 'null')", "2020-11-26 12:25:02,843 WARNING 28711 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from MultiEmailField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "Traceback (most recent call last):", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute", " return self.cursor.execute(sql)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute", " return self.cursor.execute(query, args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute", " res = self.\_query(query)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query", " db.query(q)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query", " \_mysql.connection.query(self, query)", "MySQLdb.\_exceptions.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")", "", "The above exception was the direct cause of the following exception:", "", "Traceback (most recent call last):", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 124, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/models.py\", line 92, in database\_forwards", " schema\_editor.create\_model(model)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 307, in create\_model", " self.execute(sql, params or None)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 137, in execute", " cursor.execute(sql, params)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 67, in execute", " return self.\_execute\_with\_wrappers(sql, params, many=False, executor=self.\_execute)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 76, in \_execute\_with\_wrappers", " return executor(sql, params, many, context)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 84, in \_execute", " return self.cursor.execute(sql, params)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/utils.py\", line 89, in \_\_exit\_\_", " raise dj\_exc\_value.with\_traceback(traceback) from exc\_value", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute", " return self.cursor.execute(sql)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute", " return self.cursor.execute(query, args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute", " res = self.\_query(query)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query", " db.query(q)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query", " \_mysql.connection.query(self, query)", **"django.db.utils.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")"],** "stdout": "Operations to perform:\n Apply all migrations: admin, announcements, api\_admin, assessment, auth, badges, block\_structure, bookmarks, branding, bulk\_email, bulk\_grades, calendar\_sync, catalog, ccx, ccxcon, celery\_utils, certificates, commerce, completion, consent, content\_libraries, content\_type\_gating, contentserver, contenttypes, cornerstone, cors\_csrf, course\_action\_state, course\_date\_signals, course\_duration\_limits, course\_goals, course\_groups, course\_modes, course\_overviews, courseware, coursewarehistoryextended, crawlers, credentials, credit, custom\_reg\_form, dark\_lang, database\_fixups, degreed, discounts, django\_comment\_common, django\_notify, djcelery, edx\_proctoring, edx\_when, edxval, email\_marketing, embargo, enterprise, entitlements, experiments, external\_user\_ids, grades, instructor\_task, integrated\_channel, lms\_xblock, milestones, mobile\_api, oauth2\_provider, oauth\_dispatch, organizations, program\_enrollments, programs, redirects, rss\_proxy, sap\_success\_factors, schedules, self\_paced, sessions, shoppingcart, site\_configuration, sites, social\_django, splash, static\_replace, status, student, submissions, super\_csv, survey, system\_wide\_roles, teams, theming, third\_party\_auth, thumbnail, track, user\_api, user\_authn, util, verified\_track\_content, verify\_student, video\_config, video\_pipeline, waffle, waffle\_utils, wiki, workflow, xapi, xblock\_django\nRunning migrations:\n Applying admin.0003\_logentry\_add\_action\_flag\_choices... OK\n Applying announcements.0001\_initial... OK\n Applying assessment.0004\_historicalsharedfileupload\_sharedfileupload... OK\n Applying assessment.0005\_add\_filename\_to\_sharedupload... OK\n Applying assessment.0006\_TeamWorkflows... OK\n Applying auth.0009\_alter\_user\_last\_name\_max\_length... OK\n Applying auth.0010\_alter\_group\_name\_max\_length... OK\n Applying auth.0011\_update\_proxy\_permissions... OK\n Applying bulk\_grades.0001\_initial... OK\n Applying bulk\_grades.0002\_auto\_20190703\_1526... OK\n Applying calendar\_sync.0001\_initial... OK\n Applying certificates.0015\_add\_masters\_choice... OK\n Applying certificates.0016\_historicalgeneratedcertificate... OK\n Applying commerce.0008\_auto\_20191024\_2048... OK\n Applying completion.0003\_learning\_context... OK\n Applying organizations.0007\_historicalorganization... OK\n Applying content\_libraries.0001\_initial... OK\n Applying content\_libraries.0002\_group\_permissions... OK\n Applying content\_type\_gating.0005\_auto\_20190306\_1547... OK\n Applying content\_type\_gating.0006\_auto\_20190308\_1447... OK\n Applying content\_type\_gating.0007\_auto\_20190311\_1919... OK\n Applying content\_type\_gating.0008\_auto\_20190313\_1634... OK\n Applying enterprise.0061\_systemwideenterpriserole\_systemwideenterpriseuserroleassignment... OK\n Applying enterprise.0062\_add\_system\_wide\_enterprise\_roles... OK\n Applying enterprise.0063\_systemwideenterpriserole\_description... OK\n Applying enterprise.0064\_enterprisefeaturerole\_enterprisefeatureuserroleassignment... OK\n Applying enterprise.0065\_add\_enterprise\_feature\_roles... OK\n Applying enterprise.0066\_add\_system\_wide\_enterprise\_operator\_role... OK\n Applying enterprise.0067\_add\_role\_based\_access\_control\_switch... OK\n Applying cornerstone.0001\_initial... OK\n Applying cornerstone.0002\_cornerstoneglobalconfiguration\_subject\_mapping... OK\n Applying cornerstone.0003\_auto\_20190621\_1000... OK\n Applying cornerstone.0004\_cornerstoneglobalconfiguration\_languages... OK\n Applying cornerstone.0005\_auto\_20190925\_0730... OK\n Applying cornerstone.0006\_auto\_20191001\_0742... OK\n Applying course\_overviews.0015\_historicalcourseoverview... OK\n Applying course\_overviews.0016\_simulatecoursepublishconfig... OK\n Applying course\_overviews.0017\_auto\_20191002\_0823... OK\n Applying course\_overviews.0018\_add\_start\_end\_in\_CourseOverview... OK\n Applying course\_overviews.0019\_improve\_courseoverviewtab... OK\n Applying course\_date\_signals.0001\_initial... OK\n Applying course\_duration\_limits.0005\_auto\_20190306\_1546... OK\n Applying course\_duration\_limits.0006\_auto\_20190308\_1447... OK\n Applying course\_duration\_limits.0007\_auto\_20190311\_1919... OK\n Applying course\_duration\_limits.0008\_auto\_20190313\_1634... OK\n Applying course\_modes.0012\_historicalcoursemode... OK\n Applying course\_modes.0013\_auto\_20200115\_2022... OK\n Applying course\_overviews.0020\_courseoverviewtab\_url\_slug... OK\n Applying course\_overviews.0021\_courseoverviewtab\_link... OK\n Applying course\_overviews.0022\_courseoverviewtab\_is\_hidden... OK\n Applying courseware.0008\_move\_idde\_to\_edx\_when... OK\n Applying courseware.0009\_auto\_20190703\_1955... OK\n Applying courseware.0010\_auto\_20190709\_1559... OK\n Applying courseware.0011\_csm\_id\_bigint... OK\n Applying courseware.0012\_adjust\_fields... OK\n Applying courseware.0013\_auto\_20191001\_1858... OK\n Applying courseware.0014\_fix\_nan\_value\_for\_global\_speed... OK\n Applying credit.0005\_creditrequirement\_sort\_value... OK\n Applying credit.0006\_creditrequirement\_alter\_ordering... OK\n Applying credit.0007\_creditrequirement\_copy\_values... OK\n Applying credit.0008\_creditrequirement\_remove\_order... OK\n Applying dark\_lang.0003\_auto\_20180425\_0359... OK\n Applying degreed.0007\_auto\_20190925\_0730... OK\n Applying degreed.0008\_auto\_20191001\_0742... OK\n Applying discounts.0001\_initial... OK\n Applying discounts.0002\_auto\_20191022\_1720... OK\n Applying edx\_proctoring.0010\_update\_backend... OK\n Applying edx\_when.0001\_initial... OK\n Applying edx\_when.0002\_auto\_20190318\_1736... OK\n Applying edx\_when.0003\_auto\_20190402\_1501... OK\n Applying edx\_when.0004\_datepolicy\_rel\_date... OK\n Applying edx\_when.0005\_auto\_20190911\_1056... OK\n Applying edx\_when.0006\_drop\_active\_index... OK\n Applying edx\_when.0007\_meta\_tweaks... OK\n Applying edxval.0012\_thirdpartytranscriptcredentialsstate\_has\_creds... OK\n Applying edxval.0013\_thirdpartytranscriptcredentialsstate\_copy\_values... OK\n Applying edxval.0014\_transcript\_credentials\_state\_retype\_exists... OK\n Applying edxval.0015\_remove\_thirdpartytranscriptcredentialsstate\_exists... OK\n Applying edxval.0016\_add\_transcript\_credentials\_model... OK\n Applying edxval.0002\_add\_error\_description\_field... OK\n Applying enterprise.0068\_remove\_role\_based\_access\_control\_switch... OK\n Applying enterprise.0069\_auto\_20190613\_0607... OK\n Applying enterprise.0070\_enterprise\_catalog\_query... OK\n Applying enterprise.0071\_historicalpendingenrollment\_historicalpendingenterprisecustomeruser... OK\n Applying enterprise.0072\_add\_enterprise\_report\_config\_feature\_role... OK\n Applying enterprise.0073\_enterprisecustomerreportingconfiguration\_uuid... OK\n Applying enterprise.0074\_auto\_20190904\_1143... OK\n Applying enterprise.0075\_auto\_20190916\_1030... OK\n Applying enterprise.0076\_auto\_20190918\_2037... OK\n Applying enterprise.0077\_auto\_20191002\_1529... OK\n Applying enterprise.0078\_auto\_20191107\_1536... OK\n Applying enterprise.0079\_AddEnterpriseEnrollmentSource... OK\n Applying enterprise.0080\_auto\_20191113\_1708... OK\n Applying enterprise.0081\_UpdateEnterpriseEnrollmentSource... OK\n Applying enterprise.0082\_AddManagementEnterpriseEnrollmentSource... OK\n Applying enterprise.0083\_enterprisecustomerreportingconfiguration\_include\_date... OK\n Applying enterprise.0084\_auto\_20200120\_1137... OK\n Applying enterprise.0085\_enterprisecustomeruser\_linked... OK\n Applying enterprise.0086\_auto\_20200128\_1726... OK\n Applying enterprise.0087\_auto\_20200206\_1151... OK\n Applying enterprise.0088\_auto\_20200224\_1341... OK\n Applying enterprise.0089\_auto\_20200305\_0652... OK\n Applying enterprise.0090\_update\_content\_filter... OK\n Applying enterprise.0091\_add\_sales\_force\_id\_in\_pendingenrollment... OK\n Applying enterprise.0092\_auto\_20200312\_1650... OK\n Applying enterprise.0093\_add\_use\_enterprise\_catalog\_flag... OK\n Applying enterprise.0094\_add\_use\_enterprise\_catalog\_sample... OK\n Applying enterprise.0095\_auto\_20200507\_1138... OK\n Applying enterprise.0096\_enterprise\_catalog\_admin\_role... OK\n Applying student.0020\_auto\_20190227\_2019... OK\n Applying student.0021\_historicalcourseenrollment... OK\n Applying entitlements.0011\_historicalcourseentitlement... OK\n Applying entitlements.0012\_allow\_blank\_order\_number\_values... OK\n Applying entitlements.0013\_historicalcourseentitlementsupportdetail... OK\n Applying entitlements.0014\_auto\_20200115\_2022... OK\n Applying entitlements.0015\_add\_unique\_together\_constraint... OK\n Applying experiments.0004\_historicalexperimentkeyvalue... OK\n Applying external\_user\_ids.0001\_initial... OK\n Applying external\_user\_ids.0002\_mb\_coaching\_20200210\_1754... OK\n Applying external\_user\_ids.0003\_auto\_20200224\_1836... OK\n Applying external\_user\_ids.0004\_add\_lti\_type... OK\n Applying grades.0015\_historicalpersistentsubsectiongradeoverride... OK\n Applying grades.0016\_auto\_20190703\_1446... OK\n Applying grades.0017\_delete\_manual\_psgoverride\_table... OK\n Applying instructor\_task.0003\_alter\_task\_input\_field... OK\n Applying integrated\_channel.0007\_auto\_20190925\_0730... OK\n Applying oauth2\_provider.0002\_auto\_20190406\_1805... OK\n Applying oauth\_dispatch.0008\_applicationaccess\_filters... OK\n Applying oauth\_dispatch.0009\_delete\_enable\_scopes\_waffle\_switch... OK\n Applying program\_enrollments.0001\_initial... OK\n Applying program\_enrollments.0002\_historicalprogramcourseenrollment\_programcourseenrollment... OK\n Applying program\_enrollments.0003\_auto\_20190424\_1622... OK\n Applying program\_enrollments.0004\_add\_programcourseenrollment\_relatedname... OK\n Applying program\_enrollments.0005\_canceled\_not\_withdrawn... OK\n Applying program\_enrollments.0006\_add\_the\_correct\_constraints... OK\n Applying program\_enrollments.0007\_waiting\_programcourseenrollment\_constraint... OK\n Applying program\_enrollments.0008\_add\_ended\_programenrollment\_status... OK\n Applying program\_enrollments.0009\_update\_course\_enrollment\_field\_to\_foreign\_key... OK\n Applying program\_enrollments.0010\_add\_courseaccessroleassignment... OK\n Applying programs.0013\_customprogramsconfig... OK\n Applying sap\_success\_factors.0018\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_course\_price... OK\n Applying sap\_success\_factors.0019\_auto\_20190925\_0730... OK\n Applying sap\_success\_factors.0020\_sapsuccessfactorsenterprisecustomerconfiguration\_catalogs\_to\_transmit... OK\n Applying sap\_success\_factors.0021\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_total\_hours... OK\n Applying sap\_success\_factors.0022\_auto\_20200206\_1046... OK\n Applying schedules.0008\_add\_new\_start\_date\_field... OK\n Applying schedules.0009\_schedule\_copy\_column\_values... OK\n Applying schedules.0010\_remove\_null\_blank\_from\_schedules\_date... OK\n Applying schedules.0011\_auto\_20200228\_2018... OK\n Applying schedules.0012\_auto\_20200302\_1914... OK\n Applying schedules.0013\_historicalschedule... OK\n Applying schedules.0014\_historicalschedule\_drop\_fk... OK\n Applying schedules.0015\_schedules\_start\_nullable... OK\n Applying schedules.0016\_remove\_start\_from\_schedules... OK\n Applying schedules.0017\_remove\_start\_from\_historicalschedule... OK\n Applying schedules.0018\_readd\_historicalschedule\_fks... OK\n Applying schedules.0019\_auto\_20200316\_1935... OK\n Applying site\_configuration.0003\_auto\_20200217\_1058... OK\n Applying site\_configuration.0004\_add\_site\_values\_field... OK\n Applying site\_configuration.0005\_populate\_siteconfig\_history\_site\_values... OK\n Applying site\_configuration.0006\_copy\_values\_to\_site\_values... OK\n Applying site\_configuration.0007\_remove\_values\_field... OK\n Applying student.0022\_indexing\_in\_courseenrollment... OK\n Applying student.0023\_bulkunenrollconfiguration... OK\n Applying student.0024\_fbeenrollmentexclusion... OK\n Applying student.0025\_auto\_20191101\_1846... OK\n Applying student.0026\_allowedauthuser... OK\n Applying student.0027\_courseenrollment\_mode\_callable\_default... OK\n Applying student.0028\_historicalmanualenrollmentaudit... OK\n Applying student.0029\_add\_data\_researcher... OK\n Applying student.0030\_userprofile\_phone\_number... OK\n Applying student.0031\_auto\_20200317\_1122... OK\n Applying student.0032\_removed\_logout\_view\_configuration... OK\n Applying student.0033\_userprofile\_state... OK\n Applying submissions.0005\_CreateTeamModel... OK\n Applying super\_csv.0001\_initial... OK\n Applying super\_csv.0002\_csvoperation\_user... OK\n Applying super\_csv.0003\_csvoperation\_original\_filename... OK\n Applying system\_wide\_roles.0001\_SystemWideRole\_SystemWideRoleAssignment... OK\n Applying system\_wide\_roles.0002\_add\_system\_wide\_student\_support\_role... OK\n Applying teams.0002\_slug\_field\_ids... OK\n Applying teams.0003\_courseteam\_organization\_protected... OK\n Applying teams.0004\_alter\_defaults... OK\n Applying third\_party\_auth.0023\_auto\_20190418\_2033... OK\n Applying third\_party\_auth.0024\_fix\_edit\_disallowed... OK\n Applying third\_party\_auth.0025\_auto\_20200303\_1448... OK\n Applying third\_party\_auth.0026\_auto\_20200401\_1932... OK\n Applying thumbnail.0001\_initial...", "stdout\_lines": ["Operations to perform:", " Apply all migrations: admin, announcements, api\_admin, assessment, auth, badges, block\_structure, bookmarks, branding, bulk\_email, bulk\_grades, calendar\_sync, catalog, ccx, ccxcon, celery\_utils, certificates, commerce, completion, consent, content\_libraries, content\_type\_gating, contentserver, contenttypes, cornerstone, cors\_csrf, course\_action\_state, course\_date\_signals, course\_duration\_limits, course\_goals, course\_groups, course\_modes, course\_overviews, courseware, coursewarehistoryextended, crawlers, credentials, credit, custom\_reg\_form, dark\_lang, database\_fixups, degreed, discounts, django\_comment\_common, django\_notify, djcelery, edx\_proctoring, edx\_when, edxval, email\_marketing, embargo, enterprise, entitlements, experiments, external\_user\_ids, grades, instructor\_task, integrated\_channel, lms\_xblock, milestones, mobile\_api, oauth2\_provider, oauth\_dispatch, organizations, program\_enrollments, programs, redirects, rss\_proxy, sap\_success\_factors, schedules, self\_paced, sessions, shoppingcart, site\_configuration, sites, social\_django, splash, static\_replace, status, student, submissions, super\_csv, survey, system\_wide\_roles, teams, theming, third\_party\_auth, thumbnail, track, user\_api, user\_authn, util, verified\_track\_content, verify\_student, video\_config, video\_pipeline, waffle, waffle\_utils, wiki, workflow, xapi, xblock\_django", "Running migrations:", " Applying admin.0003\_logentry\_add\_action\_flag\_choices... OK", " Applying announcements.0001\_initial... OK", " Applying assessment.0004\_historicalsharedfileupload\_sharedfileupload... OK", " Applying assessment.0005\_add\_filename\_to\_sharedupload... OK", " Applying assessment.0006\_TeamWorkflows... OK", " Applying auth.0009\_alter\_user\_last\_name\_max\_length... OK", " Applying auth.0010\_alter\_group\_name\_max\_length... OK", " Applying auth.0011\_update\_proxy\_permissions... OK", " Applying bulk\_grades.0001\_initial... OK", " Applying bulk\_grades.0002\_auto\_20190703\_1526... OK", " Applying calendar\_sync.0001\_initial... OK", " Applying certificates.0015\_add\_masters\_choice... OK", " Applying certificates.0016\_historicalgeneratedcertificate... OK", " Applying commerce.0008\_auto\_20191024\_2048... OK", " Applying completion.0003\_learning\_context... OK", " Applying organizations.0007\_historicalorganization... OK", " Applying content\_libraries.0001\_initial... OK", " Applying content\_libraries.0002\_group\_permissions... OK", " Applying content\_type\_gating.0005\_auto\_20190306\_1547... OK", " Applying content\_type\_gating.0006\_auto\_20190308\_1447... OK", " Applying content\_type\_gating.0007\_auto\_20190311\_1919... OK", " Applying content\_type\_gating.0008\_auto\_20190313\_1634... OK", " Applying enterprise.0061\_systemwideenterpriserole\_systemwideenterpriseuserroleassignment... OK", " Applying enterprise.0062\_add\_system\_wide\_enterprise\_roles... OK", " Applying enterprise.0063\_systemwideenterpriserole\_description... OK", " Applying enterprise.0064\_enterprisefeaturerole\_enterprisefeatureuserroleassignment... OK", " Applying enterprise.0065\_add\_enterprise\_feature\_roles... OK", " Applying enterprise.0066\_add\_system\_wide\_enterprise\_operator\_role... OK", " Applying enterprise.0067\_add\_role\_based\_access\_control\_switch... OK", " Applying cornerstone.0001\_initial... OK", " Applying cornerstone.0002\_cornerstoneglobalconfiguration\_subject\_mapping... OK", " Applying cornerstone.0003\_auto\_20190621\_1000... OK", " Applying cornerstone.0004\_cornerstoneglobalconfiguration\_languages... OK", " Applying cornerstone.0005\_auto\_20190925\_0730... OK", " Applying cornerstone.0006\_auto\_20191001\_0742... OK", " Applying course\_overviews.0015\_historicalcourseoverview... OK", " Applying course\_overviews.0016\_simulatecoursepublishconfig... OK", " Applying course\_overviews.0017\_auto\_20191002\_0823... OK", " Applying course\_overviews.0018\_add\_start\_end\_in\_CourseOverview... OK", " Applying course\_overviews.0019\_improve\_courseoverviewtab... OK", " Applying course\_date\_signals.0001\_initial... OK", " Applying course\_duration\_limits.0005\_auto\_20190306\_1546... OK", " Applying course\_duration\_limits.0006\_auto\_20190308\_1447... OK", " Applying course\_duration\_limits.0007\_auto\_20190311\_1919... OK", " Applying course\_duration\_limits.0008\_auto\_20190313\_1634... OK", " Applying course\_modes.0012\_historicalcoursemode... OK", " Applying course\_modes.0013\_auto\_20200115\_2022... OK", " Applying course\_overviews.0020\_courseoverviewtab\_url\_slug... OK", " Applying course\_overviews.0021\_courseoverviewtab\_link... OK", " Applying course\_overviews.0022\_courseoverviewtab\_is\_hidden... OK", " Applying courseware.0008\_move\_idde\_to\_edx\_when... OK", " Applying courseware.0009\_auto\_20190703\_1955... OK", " Applying courseware.0010\_auto\_20190709\_1559... OK", " Applying courseware.0011\_csm\_id\_bigint... OK", " Applying courseware.0012\_adjust\_fields... OK", " Applying courseware.0013\_auto\_20191001\_1858... OK", " Applying courseware.0014\_fix\_nan\_value\_for\_global\_speed... OK", " Applying credit.0005\_creditrequirement\_sort\_value... OK", " Applying credit.0006\_creditrequirement\_alter\_ordering... OK", " Applying credit.0007\_creditrequirement\_copy\_values... OK", " Applying credit.0008\_creditrequirement\_remove\_order... OK", " Applying dark\_lang.0003\_auto\_20180425\_0359... OK", " Applying degreed.0007\_auto\_20190925\_0730... OK", " Applying degreed.0008\_auto\_20191001\_0742... OK", " Applying discounts.0001\_initial... OK", " Applying discounts.0002\_auto\_20191022\_1720... OK", " Applying edx\_proctoring.0010\_update\_backend... OK", " Applying edx\_when.0001\_initial... OK", " Applying edx\_when.0002\_auto\_20190318\_1736... OK", " Applying edx\_when.0003\_auto\_20190402\_1501... OK", " Applying edx\_when.0004\_datepolicy\_rel\_date... OK", " Applying edx\_when.0005\_auto\_20190911\_1056... OK", " Applying edx\_when.0006\_drop\_active\_index... OK", " Applying edx\_when.0007\_meta\_tweaks... OK", " Applying edxval.0012\_thirdpartytranscriptcredentialsstate\_has\_creds... OK", " Applying edxval.0013\_thirdpartytranscriptcredentialsstate\_copy\_values... OK", " Applying edxval.0014\_transcript\_credentials\_state\_retype\_exists... OK", " Applying edxval.0015\_remove\_thirdpartytranscriptcredentialsstate\_exists... OK", " Applying edxval.0016\_add\_transcript\_credentials\_model... OK", " Applying edxval.0002\_add\_error\_description\_field... OK", " Applying enterprise.0068\_remove\_role\_based\_access\_control\_switch... OK", " Applying enterprise.0069\_auto\_20190613\_0607... OK", " Applying enterprise.0070\_enterprise\_catalog\_query... OK", " Applying enterprise.0071\_historicalpendingenrollment\_historicalpendingenterprisecustomeruser... OK", " Applying enterprise.0072\_add\_enterprise\_report\_config\_feature\_role... OK", " Applying enterprise.0073\_enterprisecustomerreportingconfiguration\_uuid... OK", " Applying enterprise.0074\_auto\_20190904\_1143... OK", " Applying enterprise.0075\_auto\_20190916\_1030... OK", " Applying enterprise.0076\_auto\_20190918\_2037... OK", " Applying enterprise.0077\_auto\_20191002\_1529... OK", " Applying enterprise.0078\_auto\_20191107\_1536... OK", " Applying enterprise.0079\_AddEnterpriseEnrollmentSource... OK", " Applying enterprise.0080\_auto\_20191113\_1708... OK", " Applying enterprise.0081\_UpdateEnterpriseEnrollmentSource... OK", " Applying enterprise.0082\_AddManagementEnterpriseEnrollmentSource... OK", " Applying enterprise.0083\_enterprisecustomerreportingconfiguration\_include\_date... OK", " Applying enterprise.0084\_auto\_20200120\_1137... OK", " Applying enterprise.0085\_enterprisecustomeruser\_linked... OK", " Applying enterprise.0086\_auto\_20200128\_1726... OK", " Applying enterprise.0087\_auto\_20200206\_1151... OK", " Applying enterprise.0088\_auto\_20200224\_1341... OK", " Applying enterprise.0089\_auto\_20200305\_0652... OK", " Applying enterprise.0090\_update\_content\_filter... OK", " Applying enterprise.0091\_add\_sales\_force\_id\_in\_pendingenrollment... OK", " Applying enterprise.0092\_auto\_20200312\_1650... OK", " Applying enterprise.0093\_add\_use\_enterprise\_catalog\_flag... OK", " Applying enterprise.0094\_add\_use\_enterprise\_catalog\_sample... OK", " Applying enterprise.0095\_auto\_20200507\_1138... OK", " Applying enterprise.0096\_enterprise\_catalog\_admin\_role... OK", " Applying student.0020\_auto\_20190227\_2019... OK", " Applying student.0021\_historicalcourseenrollment... OK", " Applying entitlements.0011\_historicalcourseentitlement... OK", " Applying entitlements.0012\_allow\_blank\_order\_number\_values... OK", " Applying entitlements.0013\_historicalcourseentitlementsupportdetail... OK", " Applying entitlements.0014\_auto\_20200115\_2022... OK", " Applying entitlements.0015\_add\_unique\_together\_constraint... OK", " Applying experiments.0004\_historicalexperimentkeyvalue... OK", " Applying external\_user\_ids.0001\_initial... OK", " Applying external\_user\_ids.0002\_mb\_coaching\_20200210\_1754... OK", " Applying external\_user\_ids.0003\_auto\_20200224\_1836... OK", " Applying external\_user\_ids.0004\_add\_lti\_type... OK", " Applying grades.0015\_historicalpersistentsubsectiongradeoverride... OK", " Applying grades.0016\_auto\_20190703\_1446... OK", " Applying grades.0017\_delete\_manual\_psgoverride\_table... OK", " Applying instructor\_task.0003\_alter\_task\_input\_field... OK", " Applying integrated\_channel.0007\_auto\_20190925\_0730... OK", " Applying oauth2\_provider.0002\_auto\_20190406\_1805... OK", " Applying oauth\_dispatch.0008\_applicationaccess\_filters... OK", " Applying oauth\_dispatch.0009\_delete\_enable\_scopes\_waffle\_switch... OK", " Applying program\_enrollments.0001\_initial... OK", " Applying program\_enrollments.0002\_historicalprogramcourseenrollment\_programcourseenrollment... OK", " Applying program\_enrollments.0003\_auto\_20190424\_1622... OK", " Applying program\_enrollments.0004\_add\_programcourseenrollment\_relatedname... OK", " Applying program\_enrollments.0005\_canceled\_not\_withdrawn... OK", " Applying program\_enrollments.0006\_add\_the\_correct\_constraints... OK", " Applying program\_enrollments.0007\_waiting\_programcourseenrollment\_constraint... OK", " Applying program\_enrollments.0008\_add\_ended\_programenrollment\_status... OK", " Applying program\_enrollments.0009\_update\_course\_enrollment\_field\_to\_foreign\_key... OK", " Applying program\_enrollments.0010\_add\_courseaccessroleassignment... OK", " Applying programs.0013\_customprogramsconfig... OK", " Applying sap\_success\_factors.0018\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_course\_price... OK", " Applying sap\_success\_factors.0019\_auto\_20190925\_0730... OK", " Applying sap\_success\_factors.0020\_sapsuccessfactorsenterprisecustomerconfiguration\_catalogs\_to\_transmit... OK", " Applying sap\_success\_factors.0021\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_total\_hours... OK", " Applying sap\_success\_factors.0022\_auto\_20200206\_1046... OK", " Applying schedules.0008\_add\_new\_start\_date\_field... OK", " Applying schedules.0009\_schedule\_copy\_column\_values... OK", " Applying schedules.0010\_remove\_null\_blank\_from\_schedules\_date... OK", " Applying schedules.0011\_auto\_20200228\_2018... OK", " Applying schedules.0012\_auto\_20200302\_1914... OK", " Applying schedules.0013\_historicalschedule... OK", " Applying schedules.0014\_historicalschedule\_drop\_fk... OK", " Applying schedules.0015\_schedules\_start\_nullable... OK", " Applying schedules.0016\_remove\_start\_from\_schedules... OK", " Applying schedules.0017\_remove\_start\_from\_historicalschedule... OK", " Applying schedules.0018\_readd\_historicalschedule\_fks... OK", " Applying schedules.0019\_auto\_20200316\_1935... OK", " Applying site\_configuration.0003\_auto\_20200217\_1058... OK", " Applying site\_configuration.0004\_add\_site\_values\_field... OK", " Applying site\_configuration.0005\_populate\_siteconfig\_history\_site\_values... OK", " Applying site\_configuration.0006\_copy\_values\_to\_site\_values... OK", " Applying site\_configuration.0007\_remove\_values\_field... OK", " Applying student.0022\_indexing\_in\_courseenrollment... OK", " Applying student.0023\_bulkunenrollconfiguration... OK", " Applying student.0024\_fbeenrollmentexclusion... OK", " Applying student.0025\_auto\_20191101\_1846... OK", " Applying student.0026\_allowedauthuser... OK", " Applying student.0027\_courseenrollment\_mode\_callable\_default... OK", " Applying student.0028\_historicalmanualenrollmentaudit... OK", " Applying student.0029\_add\_data\_researcher... OK", " Applying student.0030\_userprofile\_phone\_number... OK", " Applying student.0031\_auto\_20200317\_1122... OK", " Applying student.0032\_removed\_logout\_view\_configuration... OK", " Applying student.0033\_userprofile\_state... OK", " Applying submissions.0005\_CreateTeamModel... OK", " Applying super\_csv.0001\_initial... OK", " Applying super\_csv.0002\_csvoperation\_user... OK", " Applying super\_csv.0003\_csvoperation\_original\_filename... OK", " Applying system\_wide\_roles.0001\_SystemWideRole\_SystemWideRoleAssignment... OK", " Applying system\_wide\_roles.0002\_add\_system\_wide\_student\_support\_role... OK", " Applying teams.0002\_slug\_field\_ids... OK", " Applying teams.0003\_courseteam\_organization\_protected... OK", " Applying teams.0004\_alter\_defaults... OK", " Applying third\_party\_auth.0023\_auto\_20190418\_2033... OK", " Applying third\_party\_auth.0024\_fix\_edit\_disallowed... OK", " Applying third\_party\_auth.0025\_auto\_20200303\_1448... OK", " Applying third\_party\_auth.0026\_auto\_20200401\_1932... OK", " Applying thumbnail.0001\_initial..."]}

changed: [localhost] => (item=cms)

NO MORE HOSTS LEFT \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

to retry, use: --limit @/var/tmp/configuration/playbooks/openedx\_native.retry

PLAY RECAP \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

localhost : ok=1 changed=0 unreachable=0 **failed=1**

============================================================

Ansible failed!

------------------------------------------------------------

Decoded error:

No message to decode.

============================================================

Installation failed!

------------------------------------------------------------

If you need help, see https://open.edx.org/getting-help .

When asking for help, please provide as much information as you can.

These might be helpful:

Your log file is at /home/edx/logs/install-20201126-174409.log

Your environment:

OPENEDX\_RELEASE=open-release/juniper.2

============================================================

Installation finished at 2020-11-26 17:58:08

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Solution to this Error:**

mysql -uroot -p edxapp

Enter password:

show tables;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

...

thumbnail\_kvstore

...

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

RENAME TABLE edxapp.thumbnail\_kvstore to edxapp.thumbnail\_kvstore\_org;

show tables;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

...

thumbnail\_kvstore\_org

...

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

desc edxapp.thumbnail\_kvstore\_org;

+-------+--------------+------+-----+---------+-------+

| Field | Type | Null | Key | Default | Extra |

+-------+--------------+------+-----+---------+-------+

| key | varchar(200) | NO | PRI | NULL | |

| value | longtext | NO | | NULL | |

+-------+--------------+------+-----+---------+-------+

2 rows in set (0.01 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Now try Migration again:

/edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

You must define OPENEDX\_RELEASE

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

export OPENEDX\_RELEASE=open-release/juniper.2

echo ${OPENEDX\_RELEASE}

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

open-release/juniper.2

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

lynx internet.iitb.ac.in

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

/edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Capturing output to /home/edx/logs/install-20201127-143543.log

Installation started at 2020-11-27 14:35:43

Installing release 'open-release/juniper.2'

[sudo] password for edx:

Reading package lists...

Building dependency tree...

Reading state information...

python-software-properties is already the newest version (0.96.20.10).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

gpg: keyring `/tmp/tmp2as\_txnf/secring.gpg' created

gpg: keyring `/tmp/tmp2as\_txnf/pubring.gpg' created

gpg: requesting key BA9EF27F from hkp server keyserver.ubuntu.com

gpg: /tmp/tmp2as\_txnf/trustdb.gpg: trustdb created

gpg: key BA9EF27F: public key "Launchpad Toolchain builds" imported

gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

OK

Hit:1 https://deb.nodesource.com/node\_12.x xenial InRelease

Get:2 http://security.ubuntu.com/ubuntu xenial-security InRelease [109 kB]

Hit:3 http://nginx.org/packages/ubuntu xenial InRelease

Hit:4 http://ppa.edx.org xenial InRelease

Ign:5 http://packages.elastic.co/elasticsearch/1.5/debian stable InRelease

Hit:6 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial InRelease

Get:7 http://security.ubuntu.com/ubuntu xenial-security/main amd64 Packages [1,488 kB]

Hit:8 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial InRelease

Hit:9 http://packages.elastic.co/elasticsearch/1.5/debian stable Release

Hit:11 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial InRelease

Hit:12 http://in.archive.ubuntu.com/ubuntu xenial InRelease

Get:13 http://in.archive.ubuntu.com/ubuntu xenial-updates InRelease [109 kB]

Get:14 http://in.archive.ubuntu.com/ubuntu xenial-backports InRelease [107 kB]

Get:15 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 Packages [1,892 kB]

Get:16 http://in.archive.ubuntu.com/ubuntu xenial-updates/main i386 Packages [1,452 kB]

Get:17 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 Packages [1,199 kB]

Get:18 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe i386 Packages [1,068 kB]

Get:19 http://security.ubuntu.com/ubuntu xenial-security/main i386 Packages [1,084 kB]

Ign:20 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 InRelease

Hit:21 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 Release

Fetched 8,507 kB in 12s (683 kB/s)

Reading package lists...

W: http://packages.elastic.co/elasticsearch/1.5/debian/dists/stable/Release.gpg: Signature by key 46095ACC8548582C1A2699A9D27D666CD88E42B4 uses weak digest algorithm (SHA1)

Reading package lists...

Building dependency tree...

Reading state information...

Calculating upgrade...

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

The following packages have been kept back:

base-files elasticsearch git git-man linux-generic linux-headers-generic

linux-image-generic rabbitmq-server ubuntu-server

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

build-essential is already the newest version (12.1ubuntu2).

g++ is already the newest version (4:5.3.1-1ubuntu1).

gcc is already the newest version (4:5.3.1-1ubuntu1).

libxmlsec1-dev is already the newest version (1.2.20-2ubuntu4).

swig is already the newest version (3.0.8-0ubuntu3).

curl is already the newest version (7.47.0-1ubuntu2.16).

libfreetype6-dev is already the newest version (2.6.1-0.1ubuntu2.5).

libmysqlclient-dev is already the newest version (5.7.32-0ubuntu0.16.04.1).

libxml2-dev is already the newest version (2.9.3+dfsg1-1ubuntu0.7).

libxslt1-dev is already the newest version (1.1.28-2.1ubuntu0.3).

python-apt is already the newest version (1.1.0~beta1ubuntu0.16.04.9).

python-dev is already the newest version (2.7.12-1~16.04).

software-properties-common is already the newest version (0.96.20.10).

python-pip is already the newest version (8.1.1-2ubuntu0.6).

git-core is already the newest version (1:2.14.2-1~ppa0~ubuntu16.04.1).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

Package 'python-yaml' is not installed, so not removed

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: pip==20.0.2 in /usr/local/lib/python2.7/dist-packages (20.0.2)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: setuptools==44.1.0 in /usr/local/lib/python2.7/dist-packages (44.1.0)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already up-to-date: virtualenv==16.7.10 in /usr/local/lib/python2.7/dist-packages (16.7.10)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

open-release/juniper.2

fatal: destination path 'configuration' already exists and is not an empty directory.

HEAD is now at 1ee0480... Add "| default" filter on AWS\_GATHER\_FACTS conditional in edx\_service

M playbooks/roles/edxapp/defaults/main.yml

You are not currently on a branch.

Please specify which branch you want to merge with.

See git-pull(1) for details.

git pull <remote> <branch>

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already satisfied: ansible==2.7.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 7)) (2.7.12)

Requirement already satisfied: awscli==1.15.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 8)) (1.15.19)

Requirement already satisfied: bcrypt==3.1.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 9)) (3.1.7)

Requirement already satisfied: boto3==1.7.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 10)) (1.7.14)

Requirement already satisfied: boto==2.48.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 11)) (2.48.0)

Requirement already satisfied: botocore==1.10.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 12)) (1.10.19)

Requirement already satisfied: certifi==2020.4.5.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 13)) (2020.4.5.1)

Requirement already satisfied: cffi==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 14)) (1.14.0)

Requirement already satisfied: chardet==3.0.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 15)) (3.0.4)

Requirement already satisfied: colorama==0.3.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 16)) (0.3.7)

Requirement already satisfied: cryptography==2.9.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 17)) (2.9.2)

Requirement already satisfied: datadog==0.8.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 18)) (0.8.0)

Requirement already satisfied: decorator==4.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 19)) (4.4.2)

Requirement already satisfied: docopt==0.6.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 20)) (0.6.2)

Requirement already satisfied: docutils==0.16 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 21)) (0.16)

Requirement already satisfied: ecdsa==0.13.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 22)) (0.13.3)

Requirement already satisfied: idna==2.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 23)) (2.7)

Requirement already satisfied: jinja2==2.8 in /usr/lib/python2.7/dist-packages (from -r requirements.txt (line 24)) (2.8)

Requirement already satisfied: jmespath==0.9.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 25)) (0.9.5)

Requirement already satisfied: markupsafe==1.1.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 26)) (1.1.1)

Requirement already satisfied: mysqlclient==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 27)) (1.3.0)

Requirement already satisfied: networkx==1.11 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 28)) (1.11)

Requirement already satisfied: paramiko==2.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 29)) (2.4.2)

Requirement already satisfied: pathlib2==2.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 30)) (2.3.0)

Requirement already satisfied: prettytable==0.7.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 31)) (0.7.2)

Requirement already satisfied: pyasn1==0.4.8 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 32)) (0.4.8)

Requirement already satisfied: pycparser==2.20 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 33)) (2.20)

Requirement already satisfied: pycrypto==2.6.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 34)) (2.6.1)

Requirement already satisfied: pymongo==3.9.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 35)) (3.9.0)

Requirement already satisfied: pynacl==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 36)) (1.3.0)

Requirement already satisfied: python-dateutil==2.8.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 37)) (2.8.1)

Requirement already satisfied: pyyaml==3.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 38)) (3.12)

Requirement already satisfied: requests==2.20.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 39)) (2.20.0)

Requirement already satisfied: rsa==3.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 40)) (3.4.2)

Requirement already satisfied: s3transfer==0.1.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 41)) (0.1.13)

Requirement already satisfied: six==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 42)) (1.14.0)

Requirement already satisfied: urllib3==1.24.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 43)) (1.24.3)

Requirement already satisfied: setuptools in /usr/local/lib/python2.7/dist-packages (from ansible==2.7.12->-r requirements.txt (line 7)) (44.1.0)

Requirement already satisfied: ipaddress; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.0.23)

Requirement already satisfied: enum34; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.1.10)

Requirement already satisfied: simplejson>=2.0.9 in /usr/local/lib/python2.7/dist-packages (from datadog==0.8.0->-r requirements.txt (line 18)) (3.17.2)

Requirement already satisfied: scandir; python\_version < "3.5" in /usr/local/lib/python2.7/dist-packages (from pathlib2==2.3.0->-r requirements.txt (line 30)) (1.10.0)

Requirement already satisfied: futures<4.0.0,>=2.2.0; python\_version == "2.6" or python\_version == "2.7" in /usr/local/lib/python2.7/dist-packages (from s3transfer==0.1.13->-r requirements.txt (line 41)) (3.3.0)

WARNING: You are using pip version 20.0.2; however, version 20.2.4 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/edx\_django\_service/tasks/main.yml, line 125, column 3,

found a duplicate dict key (when). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (RACK\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SINATRA\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SEARCH\_SERVER). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOHQ\_URL). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOID\_AUTH\_MECH). Using last defined value only.

PLAY [Bootstrap instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PLAY [Configure instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [Gathering Facts] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

ok: [localhost]

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item={u'command': u'./manage.py oscar\_populate\_countries --initial-only', u'when': True})

changed: [localhost] => (item={u'command': u'./manage.py create\_or\_update\_site --site-id=1 --site-domain=localhost:8002 --partner-code=edX --partner-name="Open edX" --lms-url-root=http://127.0.0.1:8000 --client-side-payment-processor=cybersource --payment-processors=cybersource,paypal --sso-client-id=ecommerce-sso-key --sso-client-secret=ecommerce-sso-secret --backend-service-client-id=ecommerce-backend-service-key --backend-service-client-secret=ecommerce-backend-service-secret --from-email staff@example.com --discovery\_api\_url=http://localhost:8008/api/v1/', u'when': True})

changed: [localhost] => (item={u'command': u'./manage.py create\_demo\_data --partner=edX', u'when': True})

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [insights : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_notes\_api : Migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

[WARNING]: flush\_handlers task does not support when conditional

TASK [forum : initialize elasticsearch] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [forum : rebuild elasticsearch indexes] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [xqueue : Migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

PLAY RECAP \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

localhost : ok=10 changed=9 unreachable=0 failed=0

Installation finished at 2020-11-27 14:42:48

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Migration Done Successfully.**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Now, Go for Migration verification Script

In git repository directory:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

cd iitbombayxdbupgrade/Script/ReportScript

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi parameter.config

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# This file is used to set the parameters for the report script.

# .............................................................

# Set the migration type in the "mig\_Type" variable, like mig\_Type="Test"

# Please select the value of the "mig\_Type" variable from the { "Test", "DryRun", "Golive"} set.

mig\_Type="Test"

# Set the migration round name in the "mig\_Round" variable, like mig\_Round="Round1"

mig\_Round="Round2"

# Set the information about the migration in the "about\_Round" variable, like about\_Round="For the sample production data."

about\_Round="Result of Round 2 for the migration sample selenium data from Ironwood.master 143 to the Juniper.2 122."

# Set the result path related to the current working directory in the "rel\_result\_path" variable, like rel\_result\_path="../../Result/GHIJ"

rel\_result\_path="../../Result/IJ"

# .............................................................

# Value of the "UpgradingType" variable is the CAPITAL initial characters of the old Release and the new release.

# Example For Upgrading from the Ficus Release to Ginkgo Release, Value of the UpgradingType is "FG"

UpgradingType="IJ"

# .............................................................

# All the below parameters are not required for the "findDiff.sh".

# Server Details

# MySQL credentials

mysql\_server=10.129.103.143

mysqluser=mig

mysqlpass=mig

mysqlport=3306

# Mongo credentials

mongo\_server=10.129.103.143

mongoauthdb=admin

mongouser=edxadmin

mongopass=password

mongoport=27017

# .............................................................

# List the MySQL user databases of Open edX.

# Be sure for each database in the list there must be four.txt files in folder "files".

# 1) file contains list of common tables name with file name as "common\_table\_<db\_name>";

# 2) file contains list of New tables name in new release with file name as "new\_table\_<db\_name>";

# 3) file contains list of static tables name with file name as "static\_table\_<db\_name>";

# 4) file contains list of deleted tables name in new release with file name as "deleted\_table\_<db\_name>".

all\_mysql\_dbs=(analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash data\_report.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_Select the data report type. Is this process running Before/After the migration?

'A' for the 'After porting' and 'B' for the 'Before porting'.

By default, it is 'B', Enter (A/B):b

The script is start running at Date and Time is: 11/27/20 15:32:42

---------------------------- Start of rows Count -------------------------------------

The MySQL script started running at date and time: 11/27/20 15:32:42

@@@ Starting the rows Count of the MySQL on the 10.129.103.143 server @@@

\*\*\*\*\* MySQL Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report is created for the MySQL result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.143 server .....

Reading MySQL databases names...

Warning: Using a password on the command line interface can be insecure.

List of MySQL databases on the 10.129.103.143 machine: abc analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh moocif moocif1 moocif2 moocif3 moocif4 programs reports xqueue

The extra user databases in the MySQL:

abc

moocif

moocif1

moocif2

moocif3

moocif4

programs

Notification: Add four files(new\_tables, common\_tables, static\_tables, and deleted\_tables) in the MySQLfilesIJ folder for each extra database after that add the name of the extra database in the 'all\_mysql\_dbs' list of the 'parameter.config' file.

The missing user databases in the MySQL:

blockstore

edx\_notes\_api

The common databases in the system are: analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue

In MySQL, There are the above extra databases or the missing databases has on the 10.129.103.143 machine. Do you want to continue with the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common databases?

Enter (y/n), by default it is 'Yes':y

... Reading the character set of databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the character set of databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/db\_character\_set.txt file. ...

... Reading the number of tables in databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the number of tables in databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/db\_tables.txt file. ...

..... Running for counting rows of all tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the abc database ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for discovery database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the discovery database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for ecommerce database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the ecommerce database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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... Running for edxapp database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.
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... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif1 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif1 database ...

... Running for moocif2 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif2 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif3 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif3 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif4 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif4 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the programs database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the reports database ...

... Running for xqueue database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... Check the rows of all tables of all user databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/dbs\_rows.csv file .....

..... End of rows counting of tables of the MySQL user databases .....

..... Running for counting rows of common, new, static and django\_migrations tables in the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common databases .....

..... Running for the analytics-api database .....

... Running for the common tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the analytics-api database ...

... Running for the tables which will be deleted from the analytics-api database ...

... End of counting rows of the tables which will be deleted from the analytics-api database ...

... Running for the static tables of the analytics-api database ...

... End of counting rows of the static tables of the analytics-api database ...

... Running for the upgraded tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the analytics-api database ...

..... End of counting rows of the analytics-api database .....

..... Running for the dashboard database .....

... Running for the common tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the dashboard database ...

... Running for the tables which will be deleted from the dashboard database ...

... End of counting rows of the tables which will be deleted from the dashboard database ...

... Running for the static tables of the dashboard database ...

... End of counting rows of the static tables of the dashboard database ...

... Running for the upgraded tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the dashboard database ...

..... End of counting rows of the dashboard database .....

..... Running for the discovery database .....

... Running for the common tables of the discovery database ...

Warning: Using a password on the command line interface can be insecure.
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... End of counting rows of the common tables of the discovery database ...

... Running for the tables which will be deleted from the discovery database ...
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... End of counting rows of the tables which will be deleted from the discovery database ...

... Running for the static tables of the discovery database ...

... End of counting rows of the static tables of the discovery database ...

... Running for the upgraded tables of the discovery database ...
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... End of counting rows of the upgraded tables of the discovery database ...

..... End of counting rows of the discovery database .....

..... Running for the ecommerce database .....

... Running for the common tables of the ecommerce database ...
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... End of counting rows of the common tables of the ecommerce database ...

... Running for the tables which will be deleted from the ecommerce database ...

... End of counting rows of the tables which will be deleted from the ecommerce database ...

... Running for the static tables of the ecommerce database ...

... End of counting rows of the static tables of the ecommerce database ...

... Running for the upgraded tables of the ecommerce database ...
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... End of counting rows of the upgraded tables of the ecommerce database ...

..... End of counting rows of the ecommerce database .....

..... Running for the edxapp database .....

... Running for the common tables of the edxapp database ...
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_workerstate' doesn't exist**
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp database ...

... Running for the tables which will be deleted from the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the tables which will be deleted from the edxapp database ...

... Running for the static tables of the edxapp database ...

... End of counting rows of the static tables of the edxapp database ...

... Running for the upgraded tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp database ...

..... End of counting rows of the edxapp database .....

..... Running for the edxapp\_csmh database .....

... Running for the common tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp\_csmh database ...

... Running for the tables which will be deleted from the edxapp\_csmh database ...

... End of counting rows of the tables which will be deleted from the edxapp\_csmh database ...

... Running for the static tables of the edxapp\_csmh database ...

... End of counting rows of the static tables of the edxapp\_csmh database ...

... Running for the upgraded tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp\_csmh database ...

..... End of counting rows of the edxapp\_csmh database .....

..... Running for the reports database .....

... Running for the common tables of the reports database ...

... End of counting rows of the common tables of the reports database ...

... Running for the tables which will be deleted from the reports database ...

... End of counting rows of the tables which will be deleted from the reports database ...

... Running for the static tables of the reports database ...

... End of counting rows of the static tables of the reports database ...

... Running for the upgraded tables of the reports database ...

... End of counting rows of the upgraded tables of the reports database ...

..... End of counting rows of the reports database .....

..... Running for the xqueue database .....

... Running for the common tables of the xqueue database ...
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the xqueue database ...

... Running for the tables which will be deleted from the xqueue database ...

... End of counting rows of the tables which will be deleted from the xqueue database ...

... Running for the static tables of the xqueue database ...

... End of counting rows of the static tables of the xqueue database ...

... Running for the upgraded tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the xqueue database ...

..... End of counting rows of the xqueue database .....

... Running for counting the rows of the 'django\_migrations' tables of the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common database ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... End of counting rows of the django\_migrations tables .....

..... Running for the special data reports .....

....... The number of active users in the system .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/active\_users.txt file is created.

....... The users details like email, last\_login and is\_active .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/studentsdata.txt file is created.

....... The number of certificates generated for each course .......-

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/certificatesData10.129.103.143.txt file is created.

....... The grade reports for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/gradesData10.129.103.143.txt file is created.

....... The enrolled students for the course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/facultycoursesData.txt file is created.

....... Counting the number of users for the different user's role .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/rolesData.txt file is created.

....... Counting the number of users with their roles for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/rolescourseData.txt file is created.

....... The users of type Administrators, Students, TAs, and Moderator(as per django\_comment\_roles) .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/commentrolesData.txt file is created.

....... Count of populated data in course\_overviews\_courseoverview table .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/course\_overviewcount.txt file is created.

....... Start the special handling for finding differences in the Table contains .......

Database: analytics-api and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: dashboard and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: basket\_basketattributetype

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_category

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_option

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_product

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattribute

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattributevalue

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productcategory

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productclass

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: waffle\_switch

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_permission\_roles

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_role

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: bookmarks\_xblockcache

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: edxval\_profile

Warning: Using a password on the command line interface can be insecure.

Database: edxapp\_csmh and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: xqueue and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

....... End of the special handling for finding differences in the table contains .......

\*\*\*\*\* MySQL Data Report Script End \*\*\*\*\*

@@@ End of the MySQL data report script which running on the 10.129.103.143 server. @@@

Script ended at Date and Time is: 11/27/20 15:33:24

Time(in second) taken for running the MySQL data report script: 42 Sec.

Mongo data script start runing at Date and Time is: 11/27/20 15:33:24

@@@ Start the Mongo data report script on the 10.129.103.143 server @@@

\*\*\*\*\* Mongo Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mongoReports\_10.129.103.143\_20201127T153242/Report is Created for the Mongo result .....

..... List all User Mongo databases .....

Ignored the Mongo System databases admin.

Ignored the Mongo System databases local.

The user Mongo Databases in the system: a cs\_comments\_service edxapp

In Mongo, there is some extra database(s). We have expected only two databases(edxapp and cs\_comments\_service), but there are 3 database(s) i.e. a cs\_comments\_service edxapp.

..... Get Count for database a .....

mongodata\_report.sh: line 100: ./MongoFiles/mongoqueries\_a.js: No such file or directory

..... End for the a database .....

..... Get Count for database cs\_comments\_service .....

..... End for the cs\_comments\_service database .....

..... Get Count for database edxapp .....

..... End for the edxapp database .....

\*\*\*\*\* Mongo Data Report Script End \*\*\*\*\*

@@@ End of the Mongo data report script which running on the 10.129.103.143 server. @@@

Mongo data script ended at Date and Time is: 11/27/20 15:33:26

Time(in second) taken for running the Mongo data report script: 2 Sec.

Script start runing at Date and Time is: 11/27/20 15:33:26

@@@ Start to find user difference between MySQL on 10.129.103.143 and Mongo databases on the 10.129.103.143 server @@@

\*\*\*\*\* MySQL Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report is Created for the result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

... MySQL Database Connection Successful on 10.129.103.143 server ...

... Reading MySQL users ...

Warning: Using a password on the command line interface can be insecure.

\*\*\*\*\* MySQL task End \*\*\*\*\*

\*\*\*\*\* Mongo Start \*\*\*\*\*

... Find cs\_comments\_service Mongo database ...

... Reading Mongo users ...

\*\*\*\*\* Mongo Report End \*\*\*\*\*

\*\*\*\*\* Data processing start on Users data \*\*\*\*\*

... Sort users data ...

... Compare Mongo users with MySQL users ...

... End of Comparison ...

\*\*\*\*\* Data processing end \*\*\*\*\*

@@@ End of the script which is running to compare the users of the Mongo and the MySQL on the 10.129.103.143 server. @@@

The script ended at Date and Time is: 11/27/20 15:33:27

Time(in second) taken for running the script: 1 Sec.

---------------------------- Completion of Rows Count -------------------------------------

The script is ended at Date and Time is: 11/27/20 15:33:27

Time(in second) taken for running the data report script: 45 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Error List:**

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Now run for the Juniper machine 122:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi parameter.config

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# MySQL credentials

mysql\_server=10.129.103.122

mysqluser=mig

mysqlpass=mig

mysqlport=3306

# Mongo credentials

mongo\_server=10.129.103.122

mongoauthdb=admin

mongouser=edxadmin

mongopass=password

mongoport=27017

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash data\_report.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sarita@dbpsysads-desktop:~/gitLabGHI/iitbombayxdbupgrade/17Aug20/iitbombayxdbupgrade/Script/ReportScript$ bash data\_report.sh

Select the data report type. Is this process running Before/After the migration?

'A' for the 'After porting' and 'B' for the 'Before porting'.

By default, it is 'B', Enter (A/B):a

The script is start running at Date and Time is: 11/27/20 15:48:01

---------------------------- Start of rows Count -------------------------------------

The MySQL script started running at date and time: 11/27/20 15:48:01

@@@ Starting the rows Count of the MySQL on the 10.129.103.122 server @@@

\*\*\*\*\* MySQL Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report is created for the MySQL result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.122 server .....

Reading MySQL databases names...

Warning: Using a password on the command line interface can be insecure.

List of MySQL databases on the 10.129.103.122 machine: abc analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh moocif moocif1 moocif2 moocif3 moocif4 programs reports xqueue

The extra user databases in the MySQL:

abc

moocif

moocif1

moocif2

moocif3

moocif4

programs

Notification: Add four files(new\_tables, common\_tables, static\_tables, and deleted\_tables) in the MySQLfilesIJ folder for each extra database after that add the name of the extra database in the 'all\_mysql\_dbs' list of the 'parameter.config' file.

The common databases in the system are: analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue

In MySQL, There are the above extra databases or the missing databases has on the 10.129.103.122 machine. Do you want to continue with the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common databases?

Enter (y/n), by default it is 'Yes':y

... Reading the character set of databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the character set of databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/db\_character\_set.txt file. ...

... Reading the number of tables in databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the number of tables in databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/db\_tables.txt file. ...

..... Running for counting rows of all tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the abc database ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for blockstore database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the blockstore database ...

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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... Running for discovery database tables list ...
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... Running for ecommerce database tables list ...
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... Running for the counting the rows of the tables of the ecommerce database ...
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... Running for edx\_notes\_api database tables list ...
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... Running for the counting the rows of the tables of the edx\_notes\_api database ...

... Running for edxapp database tables list ...
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif1 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif1 database ...

... Running for moocif2 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif2 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif3 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif3 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for moocif4 database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the moocif4 database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the programs database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the reports database ...

... Running for xqueue database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... Check the rows of all tables of all user databases in the ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/dbs\_rows.csv file .....

..... End of rows counting of tables of the MySQL user databases .....

..... Dumping the MySQL structures .....

... Dumping database: abc ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the abc MySQL database structure is ended ...

... Dumping database: analytics-api ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the analytics-api MySQL database structure is ended ...

... Dumping database: blockstore ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the blockstore MySQL database structure is ended ...

... Dumping database: dashboard ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the dashboard MySQL database structure is ended ...

... Dumping database: discovery ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the discovery MySQL database structure is ended ...

... Dumping database: ecommerce ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the ecommerce MySQL database structure is ended ...

... Dumping database: edx\_notes\_api ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edx\_notes\_api MySQL database structure is ended ...

... Dumping database: edxapp ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edxapp MySQL database structure is ended ...

... Dumping database: edxapp\_csmh ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edxapp\_csmh MySQL database structure is ended ...

... Dumping database: moocif ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the moocif MySQL database structure is ended ...

... Dumping database: moocif1 ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the moocif1 MySQL database structure is ended ...

... Dumping database: moocif2 ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the moocif2 MySQL database structure is ended ...

... Dumping database: moocif3 ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the moocif3 MySQL database structure is ended ...

... Dumping database: moocif4 ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the moocif4 MySQL database structure is ended ...

... Dumping database: programs ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the programs MySQL database structure is ended ...

... Dumping database: reports ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the reports MySQL database structure is ended ...

... Dumping database: xqueue ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the xqueue MySQL database structure is ended ...

..... Running for counting rows of common, new, static and django\_migrations tables in the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common databases .....

..... Running for the analytics-api database .....

... Running for the common tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the analytics-api database ...

... Running for the new tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the analytics-api database ...

... Running to check the deleted tables exist in the analytics-api database ...

... End of checking the deleted tables of the analytics-api database ....

... Running for the static tables of the analytics-api database ...

... End of counting rows of the static tables of the analytics-api database ...

... Running for the upgraded tables of the analytics-api database ...
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... End of counting rows of the upgraded tables of the analytics-api database ...

..... End of counting rows of the analytics-api database .....

..... Running for the blockstore database .....

... Running for the common tables of the blockstore database ...

... End of counting rows of the common tables of the blockstore database ...

... Running for the new tables of the blockstore database ...

... End of counting rows of the new tables of the blockstore database ...

... Running to check the deleted tables exist in the blockstore database ...

... End of checking the deleted tables of the blockstore database ....

... Running for the static tables of the blockstore database ...

... End of counting rows of the static tables of the blockstore database ...

... Running for the upgraded tables of the blockstore database ...

... End of counting rows of the upgraded tables of the blockstore database ...

..... End of counting rows of the blockstore database .....

..... Running for the dashboard database .....

... Running for the common tables of the dashboard database ...
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... End of counting rows of the common tables of the dashboard database ...

... Running for the new tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the dashboard database ...

... Running to check the deleted tables exist in the dashboard database ...

... End of checking the deleted tables of the dashboard database ....

... Running for the static tables of the dashboard database ...

... End of counting rows of the static tables of the dashboard database ...

... Running for the upgraded tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the dashboard database ...

..... End of counting rows of the dashboard database .....

..... Running for the discovery database .....

... Running for the common tables of the discovery database ...
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... End of counting rows of the common tables of the discovery database ...

... Running for the new tables of the discovery database ...
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... End of counting rows of the new tables of the discovery database ...

... Running to check the deleted tables exist in the discovery database ...
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... End of checking the deleted tables of the discovery database ....

... Running for the static tables of the discovery database ...

... End of counting rows of the static tables of the discovery database ...

... Running for the upgraded tables of the discovery database ...
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... End of counting rows of the upgraded tables of the discovery database ...

..... End of counting rows of the discovery database .....

..... Running for the ecommerce database .....

... Running for the common tables of the ecommerce database ...
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... End of counting rows of the common tables of the ecommerce database ...

... Running for the new tables of the ecommerce database ...
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... End of counting rows of the new tables of the ecommerce database ...

... Running to check the deleted tables exist in the ecommerce database ...

... End of checking the deleted tables of the ecommerce database ....

... Running for the static tables of the ecommerce database ...

... End of counting rows of the static tables of the ecommerce database ...

... Running for the upgraded tables of the ecommerce database ...
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... End of counting rows of the upgraded tables of the ecommerce database ...

..... End of counting rows of the ecommerce database .....

..... Running for the edx\_notes\_api database .....

... Running for the common tables of the edx\_notes\_api database ...

... End of counting rows of the common tables of the edx\_notes\_api database ...

... Running for the new tables of the edx\_notes\_api database ...

... End of counting rows of the new tables of the edx\_notes\_api database ...

... Running to check the deleted tables exist in the edx\_notes\_api database ...

... End of checking the deleted tables of the edx\_notes\_api database ....

... Running for the static tables of the edx\_notes\_api database ...

... End of counting rows of the static tables of the edx\_notes\_api database ...

... Running for the upgraded tables of the edx\_notes\_api database ...

... End of counting rows of the upgraded tables of the edx\_notes\_api database ...

..... End of counting rows of the edx\_notes\_api database .....

..... Running for the edxapp database .....

... Running for the common tables of the edxapp database ...
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist**
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**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_workerstate' doesn't exist**
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp database ...

... Running for the new tables of the edxapp database ...
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the edxapp database ...

... Running to check the deleted tables exist in the edxapp database ...
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

... End of checking the deleted tables of the edxapp database ....

... Running for the static tables of the edxapp database ...

... End of counting rows of the static tables of the edxapp database ...

... Running for the upgraded tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp database ...

..... End of counting rows of the edxapp database .....

..... Running for the edxapp\_csmh database .....

... Running for the common tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp\_csmh database ...

... Running for the new tables of the edxapp\_csmh database ...

... End of counting rows of the new tables of the edxapp\_csmh database ...

... Running to check the deleted tables exist in the edxapp\_csmh database ...

... End of checking the deleted tables of the edxapp\_csmh database ....

... Running for the static tables of the edxapp\_csmh database ...

... End of counting rows of the static tables of the edxapp\_csmh database ...

... Running for the upgraded tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp\_csmh database ...

..... End of counting rows of the edxapp\_csmh database .....

..... Running for the reports database .....

... Running for the common tables of the reports database ...

... End of counting rows of the common tables of the reports database ...

... Running for the new tables of the reports database ...

... End of counting rows of the new tables of the reports database ...

... Running to check the deleted tables exist in the reports database ...

... End of checking the deleted tables of the reports database ....

... Running for the static tables of the reports database ...

... End of counting rows of the static tables of the reports database ...

... Running for the upgraded tables of the reports database ...

... End of counting rows of the upgraded tables of the reports database ...

..... End of counting rows of the reports database .....

..... Running for the xqueue database .....

... Running for the common tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the xqueue database ...

... Running for the new tables of the xqueue database ...

... End of counting rows of the new tables of the xqueue database ...

... Running to check the deleted tables exist in the xqueue database ...

... End of checking the deleted tables of the xqueue database ....

... Running for the static tables of the xqueue database ...

... End of counting rows of the static tables of the xqueue database ...

... Running for the upgraded tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the xqueue database ...

..... End of counting rows of the xqueue database .....

... Running for counting the rows of the 'django\_migrations' tables of the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common database ...

Warning: Using a password on the command line interface can be insecure.
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..... End of counting rows of the django\_migrations tables .....

..... Running for the special data reports .....

....... The number of active users in the system .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/active\_users.txt file is created.

....... The users details like email, last\_login and is\_active .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/studentsdata.txt file is created.

....... The number of certificates generated for each course .......-

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/certificatesData10.129.103.122.txt file is created.

....... The grade reports for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/gradesData10.129.103.122.txt file is created.

....... The enrolled students for the course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/facultycoursesData.txt file is created.

....... Counting the number of users for the different user's role .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/rolesData.txt file is created.

....... Counting the number of users with their roles for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/rolescourseData.txt file is created.

....... The users of type Administrators, Students, TAs, and Moderator(as per django\_comment\_roles) .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/commentrolesData.txt file is created.

....... Count of populated data in course\_overviews\_courseoverview table .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/course\_overviewcount.txt file is created.

....... Start the special handling for finding differences in the Table contains .......

Database: analytics-api and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: dashboard and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: basket\_basketattributetype

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_category

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_option

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_product

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattribute

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattributevalue

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productcategory

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productclass

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: waffle\_switch

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_permission\_roles

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_role

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: bookmarks\_xblockcache

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: edxval\_profile

Warning: Using a password on the command line interface can be insecure.

Database: edxapp\_csmh and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: xqueue and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

....... End of the special handling for finding differences in the table contains .......

\*\*\*\*\* MySQL Data Report Script End \*\*\*\*\*

@@@ End of the MySQL data report script which running on the 10.129.103.122 server. @@@

Script ended at Date and Time is: 11/27/20 15:48:35

Time(in second) taken for running the MySQL data report script: 34 Sec.

Mongo data script start runing at Date and Time is: 11/27/20 15:48:35

@@@ Start the Mongo data report script on the 10.129.103.122 server @@@

\*\*\*\*\* Mongo Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/After/mongoReports\_10.129.103.122\_20201127T154801/Report is Created for the Mongo result .....

..... List all User Mongo databases .....

Ignored the Mongo System databases admin.

Ignored the Mongo System databases local.

The user Mongo Databases in the system: config cs\_comments\_service edxapp

In Mongo, there is some extra database(s). We have expected only two databases(edxapp and cs\_comments\_service), but there are 3 database(s) i.e. config cs\_comments\_service edxapp.

..... Get Count for database config .....

mongodata\_report.sh: line 100: ./MongoFiles/mongoqueries\_config.js: No such file or directory

..... End for the config database .....

..... Get Count for database cs\_comments\_service .....

..... End for the cs\_comments\_service database .....

..... Get Count for database edxapp .....

..... End for the edxapp database .....

\*\*\*\*\* Mongo Data Report Script End \*\*\*\*\*

@@@ End of the Mongo data report script which running on the 10.129.103.122 server. @@@

Mongo data script ended at Date and Time is: 11/27/20 15:48:37

Time(in second) taken for running the Mongo data report script: 2 Sec.

Script start runing at Date and Time is: 11/27/20 15:48:37

@@@ Start to find user difference between MySQL on 10.129.103.122 and Mongo databases on the 10.129.103.122 server @@@

\*\*\*\*\* MySQL Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report is Created for the result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

... MySQL Database Connection Successful on 10.129.103.122 server ...

... Reading MySQL users ...

Warning: Using a password on the command line interface can be insecure.

\*\*\*\*\* MySQL task End \*\*\*\*\*

\*\*\*\*\* Mongo Start \*\*\*\*\*

... Find cs\_comments\_service Mongo database ...

... Reading Mongo users ...

\*\*\*\*\* Mongo Report End \*\*\*\*\*

\*\*\*\*\* Data processing start on Users data \*\*\*\*\*

... Sort users data ...

... Compare Mongo users with MySQL users ...

... End of Comparison ...

\*\*\*\*\* Data processing end \*\*\*\*\*

@@@ End of the script which is running to compare the users of the Mongo and the MySQL on the 10.129.103.122 server. @@@

The script ended at Date and Time is: 11/27/20 15:48:38

Time(in second) taken for running the script: 1 Sec.

---------------------------- Completion of Rows Count -------------------------------------

The script is ended at Date and Time is: 11/27/20 15:48:38

Time(in second) taken for running the data report script: 37 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Error List:**

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist**

Warning: Using a password on the command line interface can be insecure.

**ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_workerstate' doesn't exist**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Run Verification Script:**

bash findDiff.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sarita@dbpsysads-desktop:~/gitLabGHI/iitbombayxdbupgrade/17Aug20/iitbombayxdbupgrade/Script/ReportScript$ bash findDiff.sh

Script start running at Date and Time is: 11/27/20 15:55:38

\*\*\*\*\* The script starts to checking the unexpected differences in the data reports of the Before and After results \*\*\*\*\*

......... Start comparison of the Mysql Files .........

..... Start checking the deleted tables of the Mysql on the new machine .....

..... End checking the deleted tables of MySQL on the new machine .....

..... Start checking the rows count of New tables of MySQL on the new machine .....

diff: MySQLNewTable\_ExpectedResultIJ/new\_rows\_dashboard.txt: No such file or directory

\*\*\*\* ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL

In MySQL, Number of new tables files to compare are :5

Please check the files: diff\_new\_rows\_analytics-api.txt diff\_new\_rows\_discovery.txt diff\_new\_rows\_ecommerce.txt diff\_new\_rows\_edxapp.txt in the ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/ folder.

Why it has diff data?

..... End checking the row count of New tables of the Mysql on the new machine .....

..... Start checking the django\_migrations tables of the Mysql on the new machine .....

The number of django\_migrations aren't exact. Please check the file ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_rows\_django\_migrations.txt

..... End checking the django\_migrations tables of the MySQL on the new machine .....

Mysql report files to compare are 52

Mongo report files to compare are 2

..... Start comparison of the Mysql report Files .....

diff: MySQLdiff\_ExpectedResultIJ/diff\_common\_rows\_edxapp\_csmh.txt: No such file or directory

Please note the files: diff\_active\_users.txt diff\_certificatesData.txt diff\_commentrolesData.txt diff\_common\_rows\_analytics-api.txt diff\_common\_rows\_dashboard.txt diff\_common\_rows\_discovery.txt diff\_common\_rows\_ecommerce.txt diff\_common\_rows\_edxapp\_csmh.txt diff\_common\_rows\_edxapp.txt diff\_common\_rows\_xqueue.txt diff\_course\_overviewcount.txt diff\_facultycoursesData.txt diff\_gradesData.txt diff\_mongo\_mysql\_user\_diff.txt diff\_rolescourseData.txt diff\_studentsdata.txt diff\_UGC\_analytics-api\_auth\_permission.txt diff\_UGC\_analytics-api\_django\_content\_type.txt diff\_UGC\_analytics-api\_django\_migrations.txt diff\_UGC\_dashboard\_django\_migrations.txt diff\_UGC\_discovery\_auth\_permission.txt diff\_UGC\_discovery\_django\_content\_type.txt diff\_UGC\_discovery\_django\_migrations.txt diff\_UGC\_ecommerce\_basket\_basketattributetype.txt diff\_UGC\_ecommerce\_catalogue\_category.txt diff\_UGC\_ecommerce\_catalogue\_option.txt diff\_UGC\_ecommerce\_catalogue\_productattribute.txt diff\_UGC\_ecommerce\_catalogue\_productattributevalue.txt diff\_UGC\_ecommerce\_catalogue\_productcategory.txt diff\_UGC\_ecommerce\_catalogue\_productclass.txt diff\_UGC\_ecommerce\_catalogue\_product.txt diff\_UGC\_ecommerce\_django\_migrations.txt diff\_UGC\_ecommerce\_waffle\_switch.txt diff\_UGC\_edxapp\_bookmarks\_xblockcache.txt diff\_UGC\_edxapp\_csmh\_django\_migrations.txt diff\_UGC\_edxapp\_django\_comment\_client\_permission\_roles.txt diff\_UGC\_edxapp\_django\_comment\_client\_role.txt diff\_UGC\_edxapp\_django\_migrations.txt diff\_UGC\_edxapp\_edxval\_profile.txt diff\_UGC\_xqueue\_django\_migrations.txt diff\_upgraded\_rows\_analytics-api.txt in the ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/ folder, while it has diff but that is as per expectation.

Please check the files: diff\_diff\_rolesData.txt diff\_diff\_UGC\_ecommerce\_auth\_permission.txt diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt diff\_diff\_UGC\_edxapp\_auth\_permission.txt diff\_diff\_UGC\_edxapp\_django\_content\_type.txt diff\_diff\_upgraded\_rows\_dashboard.txt diff\_diff\_upgraded\_rows\_discovery.txt diff\_diff\_upgraded\_rows\_ecommerce.txt diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt diff\_diff\_upgraded\_rows\_edxapp.txt diff\_diff\_upgraded\_rows\_xqueue.txt in the ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/ folder.

Why it has diff data?

..... End comparison of the Mysql report Files .....

......... End comparison of the Mysql Files .........

......... Start comparison of the Mongo Files .........

Please check the files: diff\_diff\_output\_cs\_comments\_service.txt diff\_diff\_output\_edxapp.txt in ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/Mongo/ folder.

Why it has diff data?

......... End comparison of the Mongo Files .........

\*\*\*\*\* End of the compare script which check unexpected differences in the databases(Before and After porting databases) \*\*\*\*\*

Script ended at Date and Time is: 11/27/20 15:55:38

Time(in second) taken for running row count script: 0 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Mongo:**

**Please check the files in ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/Mongo/ folder:**

diff\_diff\_output\_cs\_comments\_service.txt

diff\_diff\_output\_edxapp.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/Mongo/diff\_diff\_output\_cs\_comments\_service.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

connecting to: 10.129.103.143:27017/cs\_comments\_service | connecting to: 10.129.103.143:27017/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/Mongo/diff\_diff\_output\_edxapp.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

connecting to: 10.129.103.143:27017/edxapp | connecting to: 10.129.103.143:27017/edxapp

3.2.16 | 3.2.16

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/Mongo/diff\_output\_edxapp.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

connecting to: 10.129.103.143:27017/edxapp | connecting to: 10.129.103.122:27017/edxapp

3.2.16 | 3.6.20

> "userId" : BinData(4,"5Pi44QySSM+6QVhW+hrsqQ=="),

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**It’s OK**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**MySQL:**

**Please check the files in the ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/ folder:**

diff\_diff\_rolesData.txt

diff\_diff\_UGC\_ecommerce\_auth\_permission.txt

diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt

diff\_diff\_UGC\_edxapp\_auth\_permission.txt

diff\_diff\_UGC\_edxapp\_django\_content\_type.txt

diff\_diff\_upgraded\_rows\_dashboard.txt

diff\_diff\_upgraded\_rows\_discovery.txt

diff\_diff\_upgraded\_rows\_ecommerce.txt

diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt

diff\_diff\_upgraded\_rows\_edxapp.txt

Diff\_diff\_upgraded\_rows\_xqueue.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**ISSUE: diff\_diff\_rolesData**.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_rolesData.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_rolesData.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/rolesData.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/rolesData.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_rolesData.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

|

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_rolesData.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

> 1054 data\_researcher

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/rolesData.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

382 beta\_testers

3 instructor

1054 staff

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/rolesData.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

382 beta\_testers

**1054 data\_researcher**

3 instructor

1054 staff

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Need to Find Reason.**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**ISSUE: diff\_diff\_UGC\_ecommerce\_auth\_permission.txt**

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_UGC\_ecommerce\_auth\_permission.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_UGC\_ecommerce\_auth\_permission.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/UGC\_ecommerce\_auth\_permission.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/UGC\_ecommerce\_auth\_permission.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

On both Juniper and Ironwood machine:

In MySQL:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Use ecommerce;

select name, codename, app\_label, model FROM auth\_permission LEFT JOIN django\_content\_type on auth\_permission.content\_type\_id=django\_content\_type.id order by name, codename, app\_label, model desc;

Use ecommerce;

select model, app\_label, name, codename FROM auth\_permission LEFT JOIN django\_content\_type on auth\_permission.content\_type\_id=django\_content\_type.id order by model, app\_label, name, codename desc;

desc auth\_permission;

desc django\_content\_type;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

desc auth\_permission;

+-----------------+--------------+------+-----+---------+----------------+

| Field | Type | Null | Key | Default | Extra |

+-----------------+--------------+------+-----+---------+----------------+

| id | int(11) | NO | PRI | NULL | auto\_increment |

| name | varchar(255) | NO | | NULL | |

| content\_type\_id | int(11) | NO | MUL | NULL | |

| codename | varchar(100) | NO | | NULL | |

+-----------------+--------------+------+-----+---------+----------------+

4 rows in set (0.00 sec)

mysql> desc django\_content\_type;

+-----------+--------------+------+-----+---------+----------------+

| Field | Type | Null | Key | Default | Extra |

+-----------+--------------+------+-----+---------+----------------+

| id | int(11) | NO | PRI | NULL | auto\_increment |

| app\_label | varchar(100) | NO | MUL | NULL | |

| model | varchar(100) | NO | | NULL | |

+-----------+--------------+------+-----+---------+----------------+

3 rows in set (0.00 sec)

Use ecommerce;

Select count(\*) FROM auth\_permission;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Observation:**

**Juniper: Model names are changed and some auth permissions are added in most of the models.**

**Example of renamed model are:**

Benefit absolutediscountbenefit

Condition coveragecondition

Condition coveragecondition

…….etc

**Example of added permissions are:**

Can add ecommerce feature role add\_ecommercefeaturerole core ecommercefeaturerole

Can add ecommerce feature role assignment add\_ecommercefeatureroleassignment core ecommercefeatureroleassignment

…….etc

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue:**

diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_UGC\_ecommerce\_django\_content\_type.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_UGC\_ecommerce\_django\_content\_type.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/UGC\_ecommerce\_django\_content\_type.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/UGC\_ecommerce\_django\_content\_type.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Use ecommerce;

SELECT app\_label, model FROM django\_content\_type order by app\_label, model

mysql -u mig -pmig -h 10.129.103.143 ecommerce -N -e "SELECT \* FROM django\_content\_type order by id">UGC\_ecommerce\_django\_content\_type\_143.csv

mysql -u mig -pmig -h 10.129.103.122 ecommerce -N -e "SELECT \* FROM django\_content\_type order by id">UGC\_ecommerce\_django\_content\_type\_122.csv

mysql -u mig -pmig -h 10.129.103.143 ecommerce -e "SELECT \* FROM auth\_permission order by id">UGC\_ecommerce\_auth\_permission\_143.csv

mysql -u mig -pmig -h 10.129.103.122 ecommerce -e "SELECT \* FROM auth\_permission order by id">UGC\_ecommerce\_auth\_permission\_122.csv

**Observation:** 30 New django content types are added in Juniper. (ID: 138-167)

For the old 22 auth permissions, django content types are changed and

211 auth permissions, are newly added.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Why did these not show in the fresh machine output?**

**Result of Fresh:**

vi ../../Result/GHIJ/Test/Round0/ReportResultIJ/Conclusion/At\_20201111T192157/MySQL/diff\_UGC\_ecommerce\_django\_content\_type.txt

38 New django content types

**Example:**

**catalogue historicalcategory**

**> catalogue historicaloption**

**> catalogue historicalproduct +**

**> catalogue historicalproductattribute**

**> catalogue historicalproductattributevalue +**

**> catalogue historicalproductcategory**

**> catalogue historicalproductclass**

**Result of sample data:**

vi ../../Result/GHIJ/Test/Round0/ReportResultIJ/Conclusion/At\_20201111T192157/MySQL/diff\_UGC\_ecommerce\_django\_content\_type.txt

30 New django content types

**Example:**

**catalogue historicalcategory**

**> catalogue historicaloption**

**> catalogue historicalproductattribute**

**> catalogue historicalproductcategory**

**> catalogue historicalproductclass**

**To find result behind the differences**

Check the data on after and before

vi ../../Result/GHIJ/Test/Round0/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201111T192044/Report/UGC\_ecommerce\_django\_content\_type.txt

125

vi ../../Result/GHIJ/Test/Round0/ReportResultIJ/After//mysqlReports\_10.129.103.123\_20201111T192125/Report/UGC\_ecommerce\_django\_content\_type.txt

163

38=163-125

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/UGC\_ecommerce\_django\_content\_type.txt

137

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/UGC\_ecommerce\_django\_content\_type.txt

167

30=167-137

Is it due to “custom\_reg\_form” app\_label?

Run following on the both machines:

select \* from django\_content\_type where app\_label ='custom\_reg\_form' ;

No, It is not due to.

Next issue is why is it 125 in the fresh data and 137 in the sample data of the Ironwood.master?

vi ../../Result/GHIJ/Test/Round0/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201111T192044/Report/UGC\_ecommerce\_django\_content\_type.txt

125

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/UGC\_ecommerce\_django\_content\_type.txt

137

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

diff -wy --suppress-common-lines --width=600 ../../Result/GHIJ/Test/Round0/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201111T192044/Report/UGC\_ecommerce\_django\_content\_type.txt ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/UGC\_ecommerce\_django\_content\_type.txt

> catalogue historicalproduct

> catalogue historicalproductattributevalue

> courses historicalcourse

> invoice historicalinvoice

> order historicalline

> order historicalorder

> refund historicalrefund

> refund historicalrefundline

> social\_auth association

> social\_auth code

> social\_auth nonce

> social\_auth usersocialauth

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

diff -wy --suppress-common-lines --width=600 ../../Result/GHIJ/Test/Round0/ReportResultIJ/After//mysqlReports\_10.129.103.123\_20201111T192125/Report/UGC\_ecommerce\_django\_content\_type.txt ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/UGC\_ecommerce\_django\_content\_type.txt

> social\_auth association

> social\_auth code

> social\_auth nonce

> social\_auth usersocialauth

Fresh VS Sample

125 vs 137 12, 8 out of 12 are those upgraded and present in sample data

163 vs 167 4 are extra present in sample data for the “social\_auth” app.

**Need to Identify in the next round:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

diff\_diff\_UGC\_edxapp\_auth\_permission.txt

diff\_diff\_UGC\_edxapp\_django\_content\_type.txt

Ignore for now. We think it is due to the same issue we found for ecommerce.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_dashboard.txt:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_dashboard.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 66

Number of rows in the django\_migrations table: 37

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_dashboard.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 84

Number of rows in the django\_migrations table: 46

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_dashboard.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 66 | Number of rows in the auth\_permission table: 84

Number of rows in the django\_migrations table: 37 | Number of rows in the django\_migrations table: 46

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_dashboard.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 66 | Number of rows in the auth\_permission table: 54

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_dashboard.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the **auth\_permission** table: 54 | Number of rows in the **auth\_permission** table: 72

Number of rows in the django\_migrations table: 37 | Number of rows in the django\_migrations table: 46

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

On both 143 & 122:

select count(\*) from django\_content\_type;

+----------+

| count(\*) |

+----------+

| 22 |

+----------+

1 row in set (0.00 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -u mig -pmig -h 10.129.103.122 dashboard -e "select name, codename, app\_label, model FROM auth\_permission LEFT JOIN django\_content\_type on auth\_permission.content\_type\_id=django\_content\_type.id order by name, codename, app\_label, model desc;" > auth\_permission\_dashboard\_122.csv

mysql -u mig -pmig -h 10.129.103.143 dashboard -e "select name, codename, app\_label, model FROM auth\_permission LEFT JOIN django\_content\_type on auth\_permission.content\_type\_id=django\_content\_type.id order by name, codename, app\_label, model desc;" > auth\_permission\_dashboard\_143.csv

diff -wy --suppress-common-lines --width=600 auth\_permission\_dashboard\_122.csv auth\_permission\_dashboard\_143.csv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Can view announcement view\_announcement announcements announcement <

Can view association view\_association social\_django association <

Can view code view\_code social\_django code <

Can view content type view\_contenttype contenttypes contenttype <

Can view dismissal view\_dismissal announcements dismissal <

Can view Flag view\_flag waffle flag <

Can view group view\_group auth group <

Can view log entry view\_logentry admin logentry <

Can view message view\_message soapbox message <

Can view nonce view\_nonce social\_django nonce <

Can view partial view\_partial social\_django partial <

Can view permission view\_permission auth permission <

Can view Sample view\_sample waffle sample <

Can view session view\_session sessions session <

Can view site view\_site sites site <

Can view Switch view\_switch waffle switch <

Can view user view\_user core user <

Can view user social auth view\_usersocialauth social\_django usersocialauth <

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_discovery.txt:**

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_discovery.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_discovery.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_discovery.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_discovery.txt

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_discovery.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 281

Number of rows in the course\_metadata\_programtype table: 1

Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 2

Number of rows in the course\_metadata\_seattype table: 4

Number of rows in the django\_content\_type table: 91

Number of rows in the django\_migrations table: 292

Number of rows in the waffle\_switch table: 12

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 525

Number of rows in the course\_metadata\_programtype table: 2

Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 4

Number of rows in the course\_metadata\_seattype table: 5

Number of rows in the django\_content\_type table: 135

Number of rows in the django\_migrations table: 440

Number of rows in the waffle\_switch table: 6

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Number of rows in the auth\_permission table: 281 | Number of rows in the auth\_permission table: 525**

Number of rows in the course\_metadata\_programtype table: 1 | Number of rows in the course\_metadata\_programtype table: 2

Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 2 | Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 4

Number of rows in the course\_metadata\_seattype table: 4 | Number of rows in the course\_metadata\_seattype table: 5

**Number of rows in the django\_content\_type table: 91 | Number of rows in the django\_content\_type table: 135**

Number of rows in the django\_migrations table: 292 | Number of rows in the django\_migrations table: 440

Number of rows in the waffle\_switch table: 12 | Number of rows in the waffle\_switch table: 6

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 281 | Number of rows in the auth\_permission table: 275

Number of rows in the django\_content\_type table: 91 | Number of rows in the django\_content\_type table: 89

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Number of rows in the auth\_permission table: 275 | Number of rows in the auth\_permission table: 519

Number of rows in the course\_metadata\_programtype table: 1 | Number of rows in the course\_metadata\_programtype table: 2

Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 2 | Number of rows in the course\_metadata\_programtype\_applicable\_seat\_types table: 4

Number of rows in the course\_metadata\_seattype table: 4 | Number of rows in the course\_metadata\_seattype table: 5

Number of rows in the django\_content\_type table: 89 | Number of rows in the django\_content\_type table: 133

Number of rows in the django\_migrations table: 292 | Number of rows in the django\_migrations table: 440

Number of rows in the waffle\_switch table: 12 | Number of rows in the waffle\_switch table: 6

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -u mig -pmig -h 10.129.103.122 discovery -e "Select app\_label, model FROM django\_content\_type order by app\_label, model;" >django\_content\_type\_discovery\_122.csv

mysql -u mig -pmig -h 10.129.103.123 discovery -e "Select app\_label, model FROM django\_content\_type order by app\_label, model;" >django\_content\_type\_discovery\_123.csv

diff -wy --suppress-common-lines --width=600 django\_content\_type\_discovery\_123.csv django\_content\_type\_discovery\_122.csv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

course\_metadata courserunsocialnetwork

course\_metadata personwork

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_ecommerce.txt**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_ecommerce.txt

Number of rows in the auth\_permission table: **411**

Number of rows in the basket\_basketattributetype table: 3

Number of rows in the catalogue\_category table: 26

Number of rows in the catalogue\_productattribute table: 15

Number of rows in the catalogue\_productclass table: 6

Number of rows in the django\_content\_type table: **137**

Number of rows in the django\_migrations table: 264

Number of rows in the offer\_benefit table: 0

Number of rows in the offer\_condition table: 0

Number of rows in the offer\_conditionaloffer table: 0

Number of rows in the waffle\_flag table: 1

Number of rows in the waffle\_switch table: 12

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_ecommerce.txt

Number of rows in the auth\_permission table: **622**

Number of rows in the basket\_basketattributetype table: 4

Number of rows in the catalogue\_category table: 30

Number of rows in the catalogue\_productattribute table: 18

Number of rows in the catalogue\_productclass table: 5

Number of rows in the django\_content\_type table: **167**

Number of rows in the django\_migrations table: 354

Number of rows in the offer\_benefit table: 1

Number of rows in the offer\_condition table: 1

Number of rows in the offer\_conditionaloffer table: 1

Number of rows in the waffle\_flag table: 3

Number of rows in the waffle\_switch table: 11

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_ecommerce.txt

Number of rows in the auth\_permission table: 411 | Number of rows in the auth\_permission table: 375

Number of rows in the django\_content\_type table: 137 | Number of rows in the django\_content\_type table: 125

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Number of rows in the auth\_permission table: 375 | Number of rows in the auth\_permission table: 610**

Number of rows in the basket\_basketattributetype table: 3 | Number of rows in the basket\_basketattributetype table: 4

Number of rows in the catalogue\_category table: 26 | Number of rows in the catalogue\_category table: 30

Number of rows in the catalogue\_productattribute table: 15 | Number of rows in the catalogue\_productattribute table: 18

Number of rows in the catalogue\_productclass table: 6 | Number of rows in the catalogue\_productclass table: 5

**Number of rows in the django\_content\_type table: 125 | Number of rows in the django\_content\_type table: 163**

Number of rows in the django\_migrations table: 264 | Number of rows in the django\_migrations table: 354

Number of rows in the offer\_benefit table: 0 | Number of rows in the offer\_benefit table: 1

Number of rows in the offer\_condition table: 0 | Number of rows in the offer\_condition table: 1

Number of rows in the offer\_conditionaloffer table: 0 | Number of rows in the offer\_conditionaloffer table: 1

Number of rows in the waffle\_flag table: 1 | Number of rows in the waffle\_flag table: 3

Number of rows in the waffle\_switch table: 12 | Number of rows in the waffle\_switch table: 11

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

django\_content\_type:Extra 30 In Sample data Migration vs Fresh

mysql -u mig -pmig -h 10.129.103.143 ecommerce -e "Select app\_label, model FROM django\_content\_type order by ID;" >django\_content\_type\_ecommerce\_143.csv

mysql -u mig -pmig -h 10.129.103.122 ecommerce -e "Select app\_label, model FROM django\_content\_type order by ID;" >django\_content\_type\_ecommerce\_122.csv

diff -wy --suppress-common-lines django\_content\_type\_ecommerce\_122.csv django\_content\_type\_ecommerce\_143.csv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

enterprise enterprisecustomercondition <

enterprise enterpriseabsolutediscountbenefit <

enterprise assignableenterprisecustomercondition <

enterprise enterprisepercentagediscountbenefit <

programs programcourserunseatscondition <

programs absolutediscountbenefitwithoutrange <

programs percentagediscountbenefitwithoutrange <

core ecommercefeatureroleassignment <

core historicalbusinessclient <

core ecommercefeaturerole <

catalogue historicaloption <

catalogue historicalproductattribute <

catalogue historicalproductclass <

catalogue historicalproductcategory <

catalogue historicalcategory <

offer historicalcondition <

offer offerassignmentemailtemplates <

offer historicalrange <

offer historicalconditionaloffer <

offer historicalofferassignment <

offer historicalrangeproduct <

offer historicalbenefit <

order manualenrollmentorderdiscountcondition <

order historicalorderdiscount <

order manualenrollmentorderdiscountbenefit <

order orderstatuschange <

partner historicalpartner <

payment enterprisecontractmetadata <

voucher historicalvoucherapplication <

voucher voucherset <

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**django\_content\_type:Extra 4 In Juniper migrated Sample data:**

mysql -u mig -pmig -h 10.129.103.123 ecommerce -e "Select app\_label, model FROM django\_content\_type order by app\_label, model;" >django\_content\_type\_ecommerce\_123.csv

mysql -u mig -pmig -h 10.129.103.122 ecommerce -e "Select app\_label, model FROM django\_content\_type order by app\_label, model;" >django\_content\_type\_ecommerce\_122.csv

diff -wy --suppress-common-lines --width=600 django\_content\_type\_ecommerce\_123.csv django\_content\_type\_ecommerce\_122.csv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

> social\_auth association

> social\_auth code

> social\_auth nonce

> social\_auth usersocialauth

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt**

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_edxapp\_csmh.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_edxapp\_csmh.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_edxapp\_csmh.txt

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_edxapp\_csmh.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_edxapp\_csmh.txt

Number of rows in the django\_migrations table: 511

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_edxapp\_csmh.txt

Number of rows in the django\_migrations table: 718

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_edxapp\_csmh.txt

Number of rows in the django\_migrations table: 511 | Number of rows in the django\_migrations table: 718

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_edxapp\_csmh.txt

Number of rows in the django\_migrations table: 503 | Number of rows in the django\_migrations table: 710

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt

Number of rows in the django\_migrations table: 511 | Number of rows in the django\_migrations table: 503

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

On Both Machine:

Use edxapp\_csmh;

select id, app, name from django\_migrations;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Observation**: No. of rows of both django\_migrations tables are decreased by 8 in the sample data migration vs Fresh data migration. But upgradation is OK, it is by 207

**Future Task:** we will modify the file

MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_edxapp\_csmh.txt.

Django\_migrations

|  | **Ironwood.master** | **Juniper.2** |  |
| --- | --- | --- | --- |
| Fresh Migration: | 503 | 710 | **207** |
| Sample Data Migration: | 511 | 718 | **207** |
|  | **8** | **8** |  |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**To find the different 8 rows:**

mysql -u mig -pmig -h 10.129.103.122 edxapp\_csmh -e "select id, app, name from django\_migrations;" >django\_migrations\_rows\_edxapp\_csmh\_122.csv

mysql -u mig -pmig -h 10.129.103.123 edxapp\_csmh -e "select id, app, name from django\_migrations;" >django\_migrations\_rows\_edxapp\_csmh\_123.csv

diff -wy --suppress-common-lines --width=600 django\_migrations\_rows\_edxapp\_csmh\_123.csv django\_migrations\_rows\_edxapp\_csmh\_122.csv

….

> 711 teams 0003\_courseteam\_organization\_protected

> 712 teams 0004\_alter\_defaults

> 713 third\_party\_auth 0023\_auto\_20190418\_2033

> 714 third\_party\_auth 0024\_fix\_edit\_disallowed

> 715 third\_party\_auth 0025\_auto\_20200303\_1448

> 716 third\_party\_auth 0026\_auto\_20200401\_1932

> 717 thumbnail 0001\_initial

> 718 third\_party\_auth 0001\_squashed\_0026\_auto\_20200401\_1932

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

711 teams 0003\_courseteam\_organization\_protected

712 teams 0004\_alter\_defaults

713 third\_party\_auth 0023\_auto\_20190418\_2033

714 third\_party\_auth 0024\_fix\_edit\_disallowed

715 third\_party\_auth 0025\_auto\_20200303\_1448

716 third\_party\_auth 0026\_auto\_20200401\_1932

717 thumbnail 0001\_initial

718 third\_party\_auth 0001\_squashed\_0026\_auto\_20200401\_1932

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_edxapp.txt**

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_edxapp.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_edxapp.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_edxapp.txt

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_edxapp.txt

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_edxapp.txt

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_edxapp.txt

Number of rows in the auth\_permission table: **1208**

Number of rows in the django\_content\_type table: **400**

Number of rows in the django\_migrations table: 511

Number of rows in the student\_courseaccessrole table: **1620**

Number of rows in the waffle\_sample table: 0

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_edxapp.txt

Number of rows in the auth\_permission table: **1788**

Number of rows in the django\_content\_type table: **461**

Number of rows in the django\_migrations table: 718

Number of rows in the student\_courseaccessrole table: **2794**

Number of rows in the waffle\_sample table: 1

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_edxapp.txt

Number of rows in the auth\_permission table: 1208 | Number of rows in the auth\_permission table: 1788

Number of rows in the django\_content\_type table: 400 | Number of rows in the django\_content\_type table: 461

Number of rows in the django\_migrations table: 511 | Number of rows in the django\_migrations table: 718

Number of rows in the student\_courseaccessrole table: 1620 | Number of rows in the student\_courseaccessrole table: 2794

Number of rows in the waffle\_sample table: 0 | Number of rows in the waffle\_sample table: 1

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_edxapp.txt

Number of rows in the auth\_permission table: 1088 | Number of rows in the auth\_permission table: 1670

Number of rows in the django\_content\_type table: 361 | Number of rows in the django\_content\_type table: 423

Number of rows in the django\_migrations table: 503 | Number of rows in the django\_migrations table: 710

Number of rows in the student\_courseaccessrole table: 2 | Number of rows in the student\_courseaccessrole table: 3

Number of rows in the waffle\_sample table: 0 | Number of rows in the waffle\_sample table: 1

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_edxapp.txt

Number of rows in the auth\_permission table: 1208 | Number of rows in the auth\_permission table: 1088

Number of rows in the django\_content\_type table: 400 | Number of rows in the django\_content\_type table: 361

Number of rows in the django\_migrations table: 511 | Number of rows in the django\_migrations table: 503

Number of rows in the student\_courseaccessrole table: 1620 | Number of rows in the student\_courseaccessrole table: 2

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Juniper.2 machine:**

use edxapp;

mysql> select count(\*) ,role from student\_courseaccessrole group by role;

+----------+-----------------+

| count(\*) | role |

+----------+-----------------+

| 382 | beta\_testers |

| **1174** | data\_researcher |

| 120 | instructor |

| 1118 | staff |

+----------+-----------------+

4 rows in set (0.00 sec)

**Observation**:

Student\_courseaccessrole: 2794−1620=1174, It is due to “data\_researcher” role.

Difference in the auth\_permission table is due to the django\_content\_type table.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -u mig -pmig -h 10.129.103.122 edxapp -e "Select app\_label, model FROM django\_content\_type order by ID;" >django\_content\_type\_edxapp\_122.csv

mysql -u mig -pmig -h 10.129.103.143 edxapp -e "Select app\_label, model FROM django\_content\_type order by ID;" >django\_content\_type\_edxapp\_143.csv

diff -wy --suppress-common-lines django\_content\_type\_edxapp\_122.csv django\_content\_type\_edxapp\_143.csv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ideo\_config courseyoutubeblockedflag <

student historicalmanualenrollmentaudit <

student accountrecoveryconfiguration <

student allowedauthuser <

student bulkunenrollconfiguration <

student fbeenrollmentexclusion <

course\_modes historicalcoursemode <

submissions teamsubmission <

assessment sharedfileupload <

assessment teamstaffworkflow <

assessment historicalsharedfileupload <

workflow teamassessmentworkflow <

edxval transcriptcredentials <

course\_overviews historicalcourseoverview <

course\_overviews simulatecoursepublishconfig <

verify\_student sspverificationretryconfig <

system\_wide\_roles systemwiderole <

system\_wide\_roles systemwideroleassignment <

entitlements historicalcourseentitlementsupportdetail <

entitlements historicalcourseentitlement <

discounts discountrestrictionconfig <

discounts discountpercentageconfig <

experiments historicalexperimentkeyvalue <

external\_user\_ids externalidtype <

external\_user\_ids externalid <

external\_user\_ids historicalexternalidtype <

external\_user\_ids historicalexternalid <

course\_date\_signals selfpacedrelativedatesconfig <

schedules historicalschedule <

organizations historicalorganization <

enterprise systemwideenterpriserole <

enterprise enterprisefeaturerole <

enterprise enterprisefeatureuserroleassignment <

enterprise historicalpendingenrollment <

enterprise enterpriseenrollmentsource <

enterprise historicalpendingenterprisecustomeruser <

enterprise systemwideenterpriseuserroleassignment <

enterprise enterprisecatalogquery <

xapi xapilearnerdatatransmissionaudit <

cornerstone cornerstoneglobalconfiguration <

cornerstone historicalcornerstoneenterprisecustomerconfig <

cornerstone cornerstoneenterprisecustomerconfiguration <

cornerstone cornerstonelearnerdatatransmissionaudit <

content\_libraries contentlibrarypermission <

content\_libraries contentlibrary <

announcements announcement <

edx\_when datepolicy <

edx\_when contentdate <

edx\_when userdate <

certificates historicalgeneratedcertificate <

programs customprogramsconfig <

calendar\_sync usercalendarsyncconfig <

calendar\_sync historicalusercalendarsyncconfig <

program\_enrollments historicalprogramcourseenrollment <

program\_enrollments historicalprogramenrollment <

program\_enrollments programcourseenrollment <

program\_enrollments courseaccessroleassignment <

program\_enrollments programenrollment <

grades historicalpersistentsubsectiongradeoverride <

super\_csv csvoperation <

bulk\_grades scoreoverrider <

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Issue: diff\_diff\_upgraded\_rows\_xqueue.txt**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201127T153242/Report/upgraded\_rows\_xqueue.txt

Number of rows in the auth\_permission table: 21

Number of rows in the django\_content\_type table: 7

Number of rows in the django\_migrations table: 16

Number of rows in the **django\_session** table: **2499891**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/After/mysqlReports\_10.129.103.122\_20201127T154801/Report/upgraded\_rows\_xqueue.txt

Number of rows in the auth\_permission table: 31

Number of rows in the django\_content\_type table: 8

Number of rows in the django\_migrations table: 22

Number of rows in the **django\_session** table: **2499891**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_upgraded\_rows\_xqueue.txt

Number of rows in the auth\_permission table: 21 | Number of rows in the auth\_permission table: 31

Number of rows in the django\_content\_type table: 7 | Number of rows in the django\_content\_type table: 8

Number of rows in the django\_migrations table: 16 | Number of rows in the django\_migrations table: 22

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_xqueue.txt

Number of rows in the auth\_permission table: 21 | Number of rows in the auth\_permission table: 31

Number of rows in the django\_content\_type table: 7 | Number of rows in the django\_content\_type table: 8

Number of rows in the django\_migrations table: 16 | Number of rows in the django\_migrations table: 22

Number of rows in the **django\_session** table: **29** | Number of rows in the **django\_session** table: **28**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi ../../Result/IJ/Test/Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_diff\_upgraded\_rows\_xqueue.txt

> Number of rows in the django\_session table: 29

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Observation**: django\_session is decreased by 1 in Fresh data migration but it's the same in the sample data migration.

**Future Task:** we will modify the files MySQLfilesIJ/upgraded\_table\_xqueue and

MySQLdiff\_UpgradedTable\_ExpectedResultIJ/diff\_upgraded\_rows\_xqueue.txt by removing the details regarding to the django\_session table

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

<https://openedx.atlassian.net/wiki/spaces/COMM/pages/940048716/Juniper#Juniper-DeprecationsandRemovals>
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